Documentation Checklist


	Identifier
	Documentation 
	Reference

	1
	Policy for managing the system requirements allocated to software (RM C1)
	

	2
	Procedure for estimating the size, cost, effort, critical computer resources, and schedule of the software project (PP A9-12)
	

	3
	Procedure for developing the software development plan and a sample SDP (PP-A6)
	

	4
	Procedure for senior management review of commitments made externally to the organization (PP A4)
	

	5
	Policy for planning software projects (PP C2)
	

	6
	Procedure for conducting formal reviews at selected milestones (PT&O A13)
	

	7
	Procedure for revising the software development plan (PT&O A2)
	

	8
	Procedure for senior management review of commitments and changes to commitments made externally to the organization (PT&O A3)
	

	9
	Policy for managing a software project (PT&O C2)
	

	10*
	Procedure to define what work will be subcontracted (SSM A1)
	

	11*
	Procedure for selecting a qualified software subcontractor (SSM A2)
	

	12*
	Procedure for making changes to the subcontractor’s Statement of Work, terms and conditions, and other commitments (SSM A6)
	

	13*
	Procedure for formal reviews at selected milestones with the subcontractor (SSM A9)
	

	14*
	Procedure for SQA review of subcontractor’ SQA (SSM A10)
	

	15*
	Procedure for CM monitoring of subcontract’s CM (SSM A11)
	

	16*
	Procedure for acceptance testing of subcontractor’s deliverables (SSM A12)
	

	17*
	Policy for managing software subcontracts (SSM C1)
	

	18
	Procedure for preparing an SQA plan for the project (SQA A1)
	

	19
	Procedure for handling deviations identified by SQA (SQA A7)
	

	20
	Policy for implementing SQA (SQA C1)
	

	21
	Procedure for developing a CM Plan (CM A1)
	

	22
	Procedure for creating and releasing products from the software baseline library (CM A7)
	

	23
	Procedure for handling change requests and problem reports (CM A5)
	

	24
	Procedure for controlling changes to the baselines (CM A6)
	

	25
	Procedure for recording status of  configuration items/units (CM Ac 8)
	

	26
	Procedure for auditing software baselines (CM A10)
	

	27
	Policy for implementing CM (CM C1)
	

	28
	Action plans addressing  previous assessment findings (OPF Ac 1)
	

	29
	Software process improvement plans (OPF Ac 2) (PCM Ac 4)
	

	30
	Artifacts from the software process database (OPF Ac 4)
	

	31
	Organizational policy for coordinating software process development and improvement activities. (OPF Co 1)
	

	32
	Documented training requirement for SEPG members (OPF Ab 3)
	

	33
	Measurements of the organization’s process development and improvement activities (OFP Me1)
	

	34
	Copy of the organizations standard software process (OPD Ac 1)
	

	35
	Procedures for developing and maintaining the organizations standard software process. (OPD Ac 1)
	

	36
	Standards for documenting the organization’s standard process (OPD Ac 2)
	

	37
	Descriptions of approved software lifecycles (OPD Ac 3)
	

	38
	Guidelines for tailoring the organization’s standard process. (OPD Ac 4)
	

	39
	Library of software-process related documentation. (OPD Ac 6)
	

	40
	Written policy for developing and maintaining the standard software process and its assets. (OPD Co1)
	

	41
	Training requirements for those maintaining the OSSP. (OPD Ab2)
	

	42
	Measurements of the status of process definition activities (OPD Me 1)
	

	43
	Audit results of process definition activities (OPD Ve1)
	

	44
	Project training plans (TP Ac1)
	

	45
	Procedure for developing the organizations training plan (TP Ac2)
	

	46
	Organization standards for in-house developed training (TP Ac 4)
	

	47
	Waiver procedures for required training (TP Ac 5)
	

	48
	Sample of training records (TP Ac 6)
	

	49
	Written organizational training policy (TP Co1)
	

	50
	Training requirements for those managing the organization’s training (TP Ab 3)
	

	51
	Measurements of the quality and status of the training program (TP Me1)
	

	52
	Audit reports of the training function (TP Ve)
	

	53
	Sample project defined software processes (ISM Ac 1)
	

	54
	Procedures for revising a project’s software process. (ISM Ac 2)
	

	55
	Procedures for developing the projects software development plan (ISM Ac 3)
	

	56
	Procedure for managing the size of work products (ISM Ac 6)
	

	57
	Procedure for managing the cost  and effort of a work product (ISM Ac 7)
	

	58
	Procedure for managing the project’s critical computer resources (ISM Ac 8)
	

	59
	Procedures for managing critical dependencies and critical path of projects (ISM Ac 9)
	

	60
	Procedures for identifying, assessing, documenting, and managing a project’s risk. (ISM Ac 10)
	

	61
	Organizational policy that the project be planned and managed using the OSSP. (ISM Co1)
	

	62
	Training materials on how to tailor the OSSP (ISM Ab 2)
	

	63
	Sample measurement of the ISM activities (ISM Me)
	

	64
	SQA audit results (reports etc.) of the project management activities (ISM Ve)
	

	65
	Audit results (reports, etc.) of software requirements showing they follow the project’s process requirement (possibly peer review checklist or minutes). (SPE Ac 2)
	

	66
	Audit results of the software design (possibly peer review checklist or minutes). (SPE Ac 3)
	

	67
	Audit results of the software code (possibly peer-review checklist or minutes). (SPE Ac 4)
	

	68
	Audits results of the software testing (possibly peer-review checklist or minutes). (SPE Ac 5)
	

	69
	Audit results of the integration testing (possibly peer-review checklist or minutes). (SPE Ac 6)
	

	70
	Audit results of the system and acceptance testing (possibly peer-review checklist or minutes). (SPE Ac 7)
	

	71
	Audit results of the software documentation (possibly peer-review checklist or minutes). (SPE Ac 8)
	

	72
	Procedures for defect identification thru peer- reviews and testing. (SPE Ac 9)
	

	73
	Policy for performing software engineering activities (SPE Co 1)
	

	74
	Sample measurements of the software engineering activities (SPE Me)
	

	75
	SQA audits of the activities of software product engineering (SPE Ve)
	

	76
	A documented plan for communicating intergroup commitments (IC Ac3)
	

	77
	Procedures for tracking critical dependencies between groups (IC Ac 4)
	

	78
	Procedure for handling non-resolvable issues between groups (IC Ac 6)
	

	79
	Meeting minutes from periodic technical interchanges and reviews (IC Ac 7)
	

	80
	Organizational policy for establishing interdisciplinary teams (IC Co1)
	

	81
	Measurement of intergroup activities (IC Me)
	

	82
	QA Audits of intergroup coordination (IC Ve)
	

	83
	Documented plans of peer reviews (PR Ac  1)
	

	84
	Documented procedures for conducting peer reviews (PR Ac 2)
	

	85
	Sample data on the conduct of peer reviews (PR Ac 3)
	

	86
	Organizational policy on peer reviews (PR Co1)
	

	87
	Training records on peer reviews (PR Ab)
	

	88
	Measurements of peer review activity (PR Me)
	

	89
	Report(s) from QA reviews of peer review activities (PR Ve)
	

	90
	Documented procedure for developing project  quantitative process management plan  (QPM Ac1)
	

	91
	Documented procedure for collecting project measurement data (QPM Ac 4)
	

	92
	Procedure for quantitatively analyzing and controlling the project’s defined software process (QPM Ac 5)
	

	93
	Reports of the project’s QPM activities. (QPM Ac 6)
	

	94
	Procedure for establishing the process capability baseline of the OSSP (QPM Ac7)
	

	95
	Organizational policy for quantitatively controlling and measuring the performance of the project’s defined software process. (QPM Co 1)
	

	96
	Organizational policy for analyzing the process capability of the OSSP. (QPM Co2)
	

	97
	Measurements of the QPM activities (QPM Me 1)
	

	98
	SQA audits of the QPM activities (QPM Ve 3)
	

	99
	Procedure for developing and maintaining the project’s software quality plan. (SQM Ac 1)
	

	100
	Sample project quality plans (SQM Ac 2)
	

	101
	Sample quality goals for the software project (SQM Ac 3)
	

	102
	Organizational policy for managing software quality. (Co 1)
	

	103
	Training requirements for software quality management (SQM Ab)
	

	104
	Measurements of SQM activities (SQM Me)
	

	105
	SQA audits of the SQM activities (SQM Ve)
	

	106
	Project plans for defect prevention activities (DP Ac 1)
	

	107
	Procedure for conducting causal analysis meetings (DP Ac 3)
	

	108
	Documented defect prevention data (DP Ac 5)
	

	109
	Procedure for revising the OSSP resulting from the defect prevention data. (DP Ac 6)
	

	110
	Procedure for revising the project’s process based on the defect prevention data (DP Ac 7)
	

	111
	Organizational policy on defect prevention activities. (DP Co1)
	

	112
	Training documentation on defect prevention (DP Ab 4)
	

	113
	Measurements of defect prevention activities (DP Me)
	

	114
	QA reviews of the work products and reports of defect prevention (DP Ve)
	

	115
	Organizational plan for technology change management. (TCM Ac 1)
	

	116
	Procedure for selection and acquiring   new technologies for the organization and projects (TCM Ac 5)
	

	117
	Procedure for incorporating new technology into OSSP (TCM Ac 7)
	

	118
	Procedure for incorporating new technology into the project’s defined software process (TCM Ac 8)
	

	119
	Organizational policy for improving its technology capability. (TCM Co 1)
	

	120
	Training requirements for individuals performing TCM (TCM Ab 5)
	

	121
	Measurements of TCM activities (TCM Me)
	

	122
	QA Audits of TCM activities (TCM Ve)
	

	123
	Procedure for developing and maintaining the organization’s software process improvement plan (PCM Ac 3)
	

	124
	Procedure for handling software process improvement proposals (PCM Ac 5)
	

	125
	Procedure for transferring a software process improvement into normal practice. (PCM Ac 8)
	

	126
	Records of software process improvement activities (PCM Ac 9)
	

	127
	Feedback reports to managers and staff on status and results of SPI activities (PCM Ac 10)
	

	128
	Organizational policy for implementing software process improvement (PCM Co 1)
	

	129
	Evidence of software process improvement training. (PCM Ab)
	

	130
	Measurement of SPI activities (PCM Me)
	

	131
	Audits of SPI activities and work products. (PCM Ve)
	


*Note #1: If no software is subcontracted these documents (with the asterisk) might be non-applicable.

Note #2: Shaded entries represent “Implementation Artifacts” or “proof” of following a procedure(s).  Non-shaded entries represent “Documents” in the form of procedures, policies or plans, which the organization/project is expected to use or follow.   

