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PREFACE

This document contains information on the roles and responsibilities of the organization, and software-related groups (including software developers), as well as program and project management’s roles in meeting the requirements of Integrated Software Management (ISM), Software Product Engineering (SPE), and Inter-Group Coordination (IC) Key Process Areas (KPAs) of the Software Engineering Institute's (SEI) Software Capability Maturity Model  (SW-CMM).

The Software Engineering Process Office (SEPO) assumes responsibility for this document and updates it as required to meet the needs of users within Space and Naval Warfare Systems Center San Diego.  SEPO welcomes and solicits feedback from users of this document so that future revisions of this document will reflect improvements, based on organizational experience and lessons learned.  As a user of this document, report deficiencies and or corrections using the Document Change Request found on the last page of this document.  SEPO will collect and process this data as inputs for process improvements.
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SECTION 1. INTRODUCTION
1.1
Purpose
The purpose of this document is to describe the process activities common to all organizations intent on achieving the “Defined” level (Level 3) of the Software Engineering Institute’s (SEI) Capability Maturity Model for Software (SW-CMM).  To reach Level 3, an organization must meet the six Level 2 Key Process Areas (KPAs) and seven Level 3 KPAs.  This document addresses three of the Level 3 KPAs: Integrated Software Management (ISM), Software Product Engineering (SPE), and Inter-group Coordination (IC).  It is Space and Naval Warfare (SPAWAR) Systems Center (SSC) San Diego’s goal, as an organization, to create the environment for Level 3 performance by its many projects.   

1.2
Background
[image: image1.wmf]Continuous process improvement is based on many small, evolutionary steps rather than revolutionary advancement.  The SEI SW-CMM provides a framework for organizing these evolutionary steps into five maturity levels, each laying a foundation for continuous incremental improvement.  In addition, the levels serve to define a scale for measuring process maturity and to help in prioritizing an organization’s improvement efforts.  Reference (c), the SW-CMM, provides a clear definition of the five levels of maturity.  Figure 1-1 illustrates the SW-CMM levels.

Figure 1-1.  SW-CMM Levels

The “Repeatable” level is characterized by a project developing policies and processes for managing the software project.  A Level 2 project will have installed management controls requiring the tracking of costs, schedules, requirements, subcontractor activities, etc.  While projects may institute different processes, as Level 2 organizations they are all guided by documented policies and processes.

At the “Defined” level, policies and processes for software engineering and management are standardized for use across the organization’s many projects.  The individual project teams tailor the organization's standard software policies and processes, as managed under the Organization Process Definition (OPD) KPA, to develop their own “Defined” processes.  The Software Development Plan (SDP) for each project is a critical example of an engineering artifact developed by tailoring the organizational standard.  At SSC San Diego, the Software Engineering Process Office (SEPO) maintains the organization’s standard processes, templates, and other software engineering artifacts.

The software capability of a Level 3 organization can be summarized as standard and consistent because both software engineering and management activities are stable and repeatable as a consequence of the disciplines applied to the definition, maintenance, and management of the process assets themselves.

1.3
Scope
This document provides information and guidance to personnel involved in the development and maintenance of an organization’s process definitions as well as the users of those processes.  This guidance is intended to satisfy the process activities described for the ISM, SPE, and IC KPAs in Reference (c).  The intent of the processes contained in this document is to provide guidance to the practitioner to facilitate an understanding of the principles.
1.4
Document Overview
This document is intended to provide an overview of a defined process that personnel can use in providing ISM, SPE, and IC support to an organization.  This document describes the responsibilities of personnel and the tasks associated with the activities of each KPA.  

To assist the reader in relating the Common Features of the ISM, SPE, and IC KPAs of the SW-CMM to the process definitions presented in this document, parenthesis will be used in section headers and table entries to encapsulate the referenced key practice.  For example: Organizational Policy (CO-1) indicates the Commitment (CO) Common Feature, Key Practice (1) of a KPA is addressed in the associated discussion.  The abbreviations used are listed in Table 1-1. 

Table 1-1.  Common Feature Abbreviations

Common Feature
Abbreviations

Commitment
CO

Ability

AB

Activity
AC

Verification
V

Measurement
M

This document is organized into the sections listed below:

a. Section 1 provides the scope, purpose, and background information.

b. Section 2 addresses key issues in organizing for ISM, SPE, and IC support.

c. Section 3 describes the process activities. 

d. Section 4 discusses issues supporting the management of the process.

1.5
Referenced Documents
The following documents were referenced in creating this guide:

a. Software Engineering Project Management, R. Thayer, IEEE, Computer Society Press

b. IEEE/EIA Standard 12207 Series, March 1998

c. SEI SW-CMM Version 1.1, February 1993

d. A Description of the SSC SD Software Process Assets, Version 2.1, SEPO, Sept 2000

e. Handbook for Process Management, SEPO, June 1998

f. Requirements Management Guidebook (Draft), NAVAIR, June 1996

g. Software Estimation Process, Version 2.2, SEPO, August 1999

h. Software Configuration Management Process Definition, NAVAIR, April 1998

i. Peer Review Process, Version 1.0, SEPO, June 1998

j. Formal Inspection Process, Version 2.2, SEPO, September 1997

k. Software Project Tracking and Oversight Process, Version 1.0, SEPO, June 1999

l. Software Quality Assurance Process, Version 2.0, SEPO, July 2000

m. Software Development Plan (SDP) Template, Version 1.3, SEPO, October 1997

n. Reuse Adaptation and Management Process Definition, Version 1.0, SEPO, April 1997

o. Risk Management Process, Version 2.0, SEPO, May 1997

p. Software Test Planning and Management Guide, Version 1.0, August 1998  

q. Software Management for Executives Guidebook, Version 1.7, SEPO, September 2000

r. Software Project Planning Process, Version 1.3, SEPO, September 2000

s. Contractor Acquisition and Performance Monitoring, Process Version 2.0, SEPO, September 2000

t. SSC San Diego Process Asset Library (http://sepo.spawar.navy.mil)
u. SPAWARSYSCEN INST 5234.1, Software Engineering Process Policy, July 2000

v.  SPAWARSYSCEN INST 3912.1A, Management Project/Design Reviews, December 1997

1.6
Acronyms and Abbreviations
Listed below are the acronyms and abbreviations used in this document.

AB
“Ability” Common Feature of a KPA

AC
“Activity” Common Feature of a KPA

CDRL
Contract Data Requirements List

CMM
Capability Maturity Model

CO
“Commitment” Common Feature of a KPA

CRWG
Computer Resources Working Group

DID
Data Item Description

IC
Inter-group Coordination KPA

IEEE
Institute of Electrical and Electronics Engineers

IPT
Integrated Product Team

ISM
Integrated Software Management KPA

KPA
Key Process Area

M
“Measurement” Common Feature of a KPA

NAVAIR
Naval Aviation Systems Command

OPD
Organization Process Definition KPA

OPMP
Organizational Program Management Plan

P/CR
Problem/Change Report

PR
Peer Review KPA

RM
Requirements Management KPA

SCCB
Software Configuration Control Board

SCM
Software Configuration Management 

SDF
Software Development Folder

SDP
Software Development Plan

SEPG 
Software Engineering Process Group

SEPO
Software Engineering Process Office

SEI
Software Engineering Institute

SOW
Statement of Work

SPA
Software Process Assets

SPAWAR
Space and Naval Warfare

SPE
Software Product Engineering KPA

SPP
Software Project Planning KPA

SPrTO
Software Process Improvement Tracking and Oversight

SPTO
Software Project Tracking and Oversight

SQA
Software Quality Assurance

SSC
SPAWAR Systems Center

SW
Software

V
“Verification” Common Feature of a KPA

Section 2.  ORGANIZE FOR ism/spe/ic

2.1
Defining the Organization

Organizational structure has not been the focal point of the software industry.  This phenomenon is understandable when compared to the technical challenges of software production and can be seen in the focus placed by the SW-CMM on software engineering processes.  An organization should be planned deliberately to suit the needs of its customers, parent organization, and the professional character of its staff.  Most professionals prefer to work within an organization with well-defined roles, responsibilities, and communications avenues.  In short, the SW-CMM KPAs must be placed into a defined organizational structure to ensure that those processes are coordinated to focus on the accomplishment of the mission.  An Organizational Program Management Plan (OPMP) would be an example of a document defining the organization’s structure, roles, responsibilities, and associated management processes.  A template for an OPMP is available from SEPO.

A key activity necessary to enabling a Level 3 organization is the definition of the organization’s standard Software Process Assets (SPA) as required by the OPD KPA.  Included in the assets is a definition of a life-cycle model.  The SSC San Diego software process assets are described in the document A Description of the Space And Naval Warfare System Center San Diego Software Process Assets (SPA) available from the SSC San Diego Process Asset Library (PAL), (http://sepo.spawar.navy.mil).  The SSC San Diego’s life cycle model is as defined by software development strategies described in IEEE/EIA 12207 series.  This model employs the development activities defined in the following list:

a. System Requirements Analysis

b. System Architectural Design

c. Software Requirements Analysis

d. Software Architectural Design

e. Software Detailed Design

f. Software Code and Unit Test

g. Software Integration

h. Software Qualification Tests

i. System Integration 

j. System Qualification Test

k. Software Installation

l. Software Acceptance Support.

The activities are applied using three different strategies: Once-Through, Incremental, and Evolutionary.  These three strategies are discussed in the SPA document and is considered required reading for all software project managers.

This ISM/SPE/IC Guide will focus on issues related to the SW-CMM Level KPAs for ISM, SPE, and IC.  In short, the focus will be on the activities associated with the management process supporting the strategies of the IEEE/EIA 12207 Life-Cycle Model. 

2.2
KPA Goals

The goals for the ISM, SPE, and IC KPAs are presented below.  Each goal is accomplished through the adaptation of the identified implementing Activity (i.e., AC-#).  Each activity (AC-#) is elaborated on in Section 3 of this document where all the activities associated with ISM, SPE, and IC are discussed.

2.2.1
Integrated Software Management

2.2.1.1  ISM Goal 1.  Each project’s defined software process is a tailored version of the organization’s standard software process.

To accomplish this goal, management should focus on ISM Activities 1 and 2.  Activity 1 concerns the project planners and the tailoring of their project’s software processes from the organization’s standards.  The organization’s standard software process and the tailoring of the process is addressed in the SPA found on the SSC San Diego PAL.  Activity 2 addresses the use of a documented procedure to incorporate new technology and lessons learned into the existing organization standard software process as a means to constant process improvement.

The key document to meet this goal is the project’s SDP, or an equivalent overall plan.  The SDP is the principal means for defining the management and technical processes for an individual project. 

2.2.1.2  ISM Goal 2.  Each project is planned and managed according to a defined software process.
To meet this goal, management shall implement the necessary methods, checks and balances, as addressed in ISM Activities 3 through 11, to ensure that the project is planned and managed according to its SDP.

2.2.2
Software Product Engineering

2.2.2.1  SPE Goal 1.  The software engineering tasks are defined, integrated, and consistently performed to produce the software.

SPE Activities 1 through 9 are employed by project management and technical leaders to accomplish SPE Goal 1.  A comprehensive SDP would identify the processes and supporting tools that are employed during the development of the software product.  In addition, both the processes and tools should be placed under configuration management to facilitate integration of software management across projects within the organization.

2.2.2.2  SPE Goal 2.  Software work products are kept consistent with each other.

Activity 10 stands alone as management’s tool to meet this goal.  This activity involves analysis of changes proposed to work products or processes for project-wide impact before acceptance.

2.2.3
Inter-group Coordination

2.2.3.1  IC Goal 1.  The customer’s requirements are agreed to by all affected engineering groups.

Activity 1 calls for the software engineering group to participate with the other engineering groups, the customer, and end users in the development of system requirements.   

2.2.3.2  IC Goal 2.  The commitments are agreed to by all affected engineering groups.

Management implements Activities 3, 4, and 5 to meet these goals.  Activity 3 requires a documented plan to ensure the communication of inter-group commitments.  Activity 4 calls for the identification and tracking of critical dependencies.  Activity 5 affects the review of engineering artifacts by the receiving engineering work group.

2.2.3.3  IC Goal 3.  Engineering groups identify, track and resolve inter-group issues.
Activities 2, 6, and 7 cover Goal 3.  Activity 2 calls for representatives of the software engineering group to work with other engineering groups to monitor and coordinate development technical activities.  Activities 6 states that a documented decision procedure is in place to resolve issues the engineering groups could not collectively negotiate.  Activity 7 addresses the conduct of periodic reviews. 

2.3
Management Commitment to Goals

Management establishes its commitment to the goals, the tenets of the SW-CMM, and the concept of constant process improvement through the establishment of policy, providing the necessary resources, and ensuring training support.

2.3.1
Establish Policy (ISM/SPE/IC CO-1)

The objective of establishing policy is to create a consistent organization-wide approach to achieving that organization’s objectives.  A declaration of policy represents commitment by an organization’s senior management and articulates the goals that management has for the policy’s subject within that organization.  Implementation of policy is the responsibility of that organization’s leadership team.  On the SSC San Diego PAL, (http://sepo.spawar.navy.mil) are SW-CMM related software policies and the SPAWARSYSCEN INST 5234.1, Software Engineering Process Policy , reference (u).

2.3.2
Ensure Adequate Resources (ISM/SPE/IC AB-1) 

A valuable tool to ensure the allocation of adequate resources is the development of a budget, a Statement of Work (SOW) from a sponsor, a staffing plan, equipment lists, flooring plans, or other documents that commit the required resources.  An OPMP is an example of a document that can be used to consolidate plans for providing the required resources as it defines the roles, responsibilities, and facilities of a sub-organization, such as a SSC San Diego Division.  The OPMP would include identification of the required working groups that would implement the activities of ISM (Activity 11) and IC (Activities 2, 7).  

In addition, the development of an SDP for each project, tailored in accordance with the guidance provided in the SPA, will identify the project’s life cycle model, specific roles, responsibilities, resources, tools, planned schedule, and funding requirements to that project’s sponsor.  Approval of the SDP by the sponsoring organization would constitute a contractual agreement between all the stakeholders associated with that project thereby ensuring the allocation of the required resources

2.3.3
Provide Related Training (ISM AB 2 & 3, SPE AB 2-4, IC AB 3,4,5)

A plan should be developed to identify the training needed by the members of the organization, including management, to develop and maintain the requisite knowledge, skills, and abilities.  The concepts of life-cycle management, familiarization with organizational and project standard processes, supporting tools, system operational concept, and a system design overview are examples of what would be included in the training plan.  Other examples of required training would include, but not be limited to, having all managers receive training in teamwork, technical staff attendance in training on the High Performance Organization, supervisory training, the SEPO-sponsored Software Project Manager’s (SPM) course, Integrated Product Team briefs, and training on the SW-CMM.  Guidance on developing training requirements can be found in the SSC San Diego Training Program Process that is available on the SSC San Diego PAL.  Go to http://sepo.spawar.navy.mil/docs.html and select the Training Program KPA.  Also available are plan templates that may be tailored to a project’s requirements.  In addition, a sample training plan for project staff members can be found in the SEPO OPMP template, Section 7

Section 3.  THE ism/spe/IC PROCESSES

3.1
Purpose

The purpose of this section is to describe process activities to implement SW-CMM Level 3 requirements for ISM, SPE, and IC.  ISM, SPE, and IC integrate activities that are fundamental to other Level 2 and Level 3 KPAs.  The word ‘Key’ highlights that the activities are, by no means, the only tasks that a manager has to deal with in operating an organization. 

3.2
The Integrated Software Management Process

An overview of the ISM KPA from the perspective of its key practices is depicted in Table 3-1.

Participants:  The software engineering process group, software quality assurance, configuration management, project managers, technical leads, and organization senior management.

Entry Criteria: Commitment to achieving Level 3 of the SW-CMM 

Table 3-1.  The ISM Process

INPUTS
ACTIVITIES
OUTPUTS

Organizational Policy (CO-1)

Adequate Resources (AB-1)

Training, Orientation (AB-2,3)
(AC-1)  Develop project standard software processes.

(AC-2)  Review and revise standard software processes. 

(AC-3)  Develop Project SDP.

(AC-4)  Manage according to the plan.

(AC-5)  Use SPA databases

(AC 6-8)  Manage size, effort, costs, and critical computer resource utilization.

(AC-9)  Manage critical dependencies.

(AC-10)  Manage Risks

(AC-11)  Perform periodic reviews.
Project defined software standards and processes derived from the SPA per tailoring guidelines.

Documented rationale of any deviations from the SPA.

Size, effort, cost, resource, and schedule estimates.

Risk Management Plan.

Action item database.

SDP derived via tailoring guidelines.

Exit Criteria:  Integration of software engineering and management activities into a coherent, defined process tailored from the SPA. 
The engineering and management artifacts addressed or produced through the ISM KPA deal with the processes used to develop a product or system.  Each of the ISM key practices (AC-1 through AC-11) is discussed in the following sections in the context of meeting the defined goals of Section 2.2.1. 

3.2.1
Develop Project Standard Software Processes (AC-1)

A life-cycle strategy is selected from the database of the organization’s approved standards.  This strategy is then populated with tailored descriptions of implementing processes and selected tools.  The selection and tailoring of processes should follow the guidance found in the SPA document available from the SSC San Diego PAL.  This activity is performed for each project by its leadership team.  This activity supports meeting Goal 1 of ISM. 

3.2.2
Review and Revise Software Processes (AC-2)

The Software Engineering Process Group (SEPG), SEPO, software project managers, and key technical leads continually review the processes selected and tailored for specific projects to develop lessons learned that may lead to process improvements of the organization’s standard software process.  Key inputs to this effort are an analysis of the organization’s software processes and templates, software process database, library of software engineering related materials, and the application of the tailoring guidelines as defined in the SPA.  This activity supports meeting Goal 1 of ISM. 

3.2.3
Develop the Project’s Software Development Plan (AC-3)

A project’s SDP is developed using the SPA.  Activities 6 and 7 of the Level 2 KPA Software Project Planning (SPP), and Activities 1 and 2 of the Software Project Tracking and Oversight (SPTO) KPA are key practices to be addressed in developing the SDP.  The development of an SDP supports meeting Goal 2 of ISM.  SEPO has developed a SPP Process and a template for the SDP.  Both these items are available for downloading from the SSC San Diego PAL.

3.2.4
Manage the Project According to the Plan (AC-4)

The project management and technical leads conform to the dictates of the SDP in performing their tasks.  Specifics from a management perspective include gathering of key measures to monitor progress, following readiness and completion criteria, performing required estimation, tracking, planning, re-planning, configuration management, and software quality assurance functions.  The SPTO Process, with its Sample Measurement Plan can aid in developing a measurement strategy.  These activities support meeting Goal 2 of ISM.

3.2.5
Reference Organizational Database for Project Tracking (AC-5)

The project planning team uses the accumulated project measurement resources found in the organization software process database (an OPD KPA requirement) for cost and schedule estimation and as a means of comparative performance monitoring.  This database is maintained by SEPO.  Management must define the required metrics, assign responsibility for the development and maintenance of a database for metrics, and define a procedure for the collection of the data from the projects.  The SPTO and the Software Process Improvement Tracking and Oversight (SPrTO) documents on the SSC San Diego PAL can aid in developing a measurement strategy for both the project and software process improvement activities.  In addition, the SPTO Process defines software project post-mortem information (e.g., Appendix A, Attachment F, Project Data Form (PDF)) to be accumulated in the organization’s software process database to facilitate future projects in their size, cost, and schedule estimation efforts.  This activity supports meeting Goal 2 of ISM.  

3.2.6
Managing Project Size, Cost, and Computer Resources (AC 6-8)

Tracking of the project’s estimated size, its ongoing cost profile, and computer resource utilization is performed according to documented procedures.  Important aspects include the monitoring of actual data versus the planned data with an eye on thresholds that would indicate the need for re-planning or other adjustments.  SEPO has available as guidance the Software Estimation Process; and, the SPTO Process downloadable from the SSC San Diego PAL.  The organization’s software process database, available at SEPO, has valuable comparison data on size, cost, and schedule to support estimation efforts.  It is important that on completion of a project or of a baseline update, that size, cost, and schedule information for the project be contributed to the organization’s software process database using the PDF (See Attachment F to the Software Measurement Plan which is available at http://sepo.spawar.navy.mil/spto.html).  These activities support meeting Goal 2 of ISM.

3.2.7
Managing the Project’s Critical Path (AC-9)

Schedule and the critical path of tasks are defined and presented to senior management.  Key events on the critical path are monitored and adjustments are made as early as possible in the development schedule.  Tools such as Microsoft Project support this form of tracking and should be identified in the project’s SDP, or the OPMP, as the tool of choice.  These activities support meeting Goal 2 of ISM.

3.2.8
Risk Management (AC-10)

Activity 13 of the SPP KPA and Activity 10 of the SPTO KPA both stress the need for risk assessment and management.  The key to this activity is the identification of risks, their ranking, the development of a risk management plan, and contingency plans for those key risks that may reach critical thresholds.  To assist in developing risk management plans, SEPO has developed a Risk Management Process, available on the SSC San Diego PAL.  This activity supports meeting Goal 2 of ISM.

3.2.9
Perform Periodic Reviews (AC-11)

The project should perform in-process reviews with emphasis on the project’s ability to meet customer needs and the business needs of the organization.  In addition, these reviews serve as a forum for the review of the project’s ability to meet its cost, schedule, and quality requirements and propose process changes and/or updates to the SDP.  SEPO has available on its PAL a document, Keys to a Successful Meeting/Review that can assist in performing this activity and a suggested format in Attachment G to the Software Measurement Plan (See http://sepo.spawar.navy.mil/spto.html).  In addition, see the SSC San Diego Instruction 3912.1A, Management Project/Design Reviews. 

3.3
The Software Product Engineering Process

An overview of the SPE KPA from the perspective of its key practices is depicted in Table 3-2.

Participants: The software engineering process group, software quality assurance, configuration management, project managers, technical leads, development and test staffs, and organization senior management.

Entry Criteria: Commitment to achieving Level 3 of the SW-CMM 

Exit Criteria: The software engineering tasks are defined, integrated, and consistently performed to produce the software and keep the work products consistent with each other. 

As stated in Section 3.1, the artifacts associated with the ISM KPA address the processes defining the means of product development.  In contrast, the artifacts associated with the SPE process are those that are themselves the product or system.  The focus in SPE is to ensure that the processes defined through ISM are executed, measured for performance, and that the products developed are consistent in terms of quality and compliance to the customer’s need.  Each of the SPE key practices (AC-1 through AC-10) is discussed below in the context of meeting the defined goals of Section 2.2.2. 

Table 3-2.  The SPE Process

INPUTS
ACTIVITIES
OUTPUTS

Organizational Policy (CO-1)

Adequate Resources (AB-1)

Training, Orientation (AB-2)
(AC-1)  Integrate tools and methods

(AC-2)  Perform Requirements Analysis

(AC-3)  Develop Software Design

(AC-4)  Implement Code

(AC 5-7)  Perform Test

(AC-8)  Develop Documentation

(AC-9)  Collect Defect Measurements

(AC-10)  Maintain Product and Process Consistency
Managed Requirements

Training Plans

Sound Software Design

Maintainable Code

Comprehensive test plans, procedures, and reports

Traceability Matrices

User manuals

Defect Data

Reviews, Audits and other reports verifying processes have been followed.

3.3.1
Integrated Tools and Methods (AC-1)

The tools and methods should be derived by referencing and analyzing material in the SSC San Diego PAL, such as the tools database, and then defined in the SDP.  The tools and methods for the project are placed under configuration management to ensure maximum interoperability between the project management and technical staffs.  This activity supports the meeting of Goal 1 of the SPE KPA.

3.3.2
Requirements Analysis (AC-2)

Requirements analysis and management is performed in accordance with the activities of the Requirements Management (RM) KPA.  The consequence is a database of managed allocated requirements.  The SDP will have defined the requirements analysis methodology, such as object-oriented analysis, and the tools used to database and configuration manage the requirements.  The use of peer reviews (see the Peer Review (PR) KPA) is an important tool in validating requirements.  This activity supports the meeting of Goal 1 of the SPE KPA.  Available for downloading from the SSC San Diego PAL is a Requirements Management Guidebook to assist in meeting this activity.

3.3.3
Software Design (AC-3)

The software design is implemented in accordance with the methods defined in the SDP creating design artifacts accommodating the software requirements.  The design artifacts are placed under configuration management.  The use of peer reviews is an important tool in validating the design.  This activity supports the meeting of Goal 1 of the SPE KPA.  As object-oriented approaches are a popular current technology, SEPO has developed an Object-Oriented Development Process document.  The document is available for downloading from the SSC San Diego PAL. 

3.3.4
Code (AC-4)

The software code is developed in accordance with the method, and programming standards, defined in the SDP.  The code will be implemented within the framework defined by the software design.  The use of peer reviews is an important tool in validating adherence to coding standards.  This activity supports the meeting of Goal 1 of the SPE KPA.  SEPO has available for reference representative programming standards for a variety of languages to assist in developing these standards for a specific project.

3.3.5
Test  (AC 5-7)

Testing is performed in accordance with the defined process contained in the SDP.  The processes should cover unit test, integration, and systems testing.  The SDP will have defined the tools and methods to be used in each form of testing and analysis of the project’s software.  The project’s Software Development Folder (SDF) test procedures, Test Plans, and Test Description documents shall be validated through peer reviews (See the PR KPA).  Traceability to the spawning requirement of each test should be documented.  This activity supports the meeting of Goal 1 of the SPE KPA.  Available for downloading from the SSC San Diego PAL is a PR Process, Formal Inspection Process, and a Software Test Management Guide. 

3.3.6
Documentation (AC-8)

The tools and process identified in the SDP will be employed to develop the required project documentation.  A peer review is an important tool in validating project documentation.  The Software Quality Assurance (SQA) KPA and the Software Configuration Management (SCM) KPA play a key role in controlling the evolution of the documents as engineering artifacts of the project.  This activity supports the meeting of Goal 1 of the SPE KPA.

3.3.7
Defect Data Collection  (AC-9)

Data on productivity, costs, and quality are collected from the technical leads to develop data to be compared to the planned values.  A special focus on the collection and analysis of defects is made by drawing defect data from peer reviews, code walk-throughs, and test execution.  This data collection and analysis is critical to determining the progress of the project in meeting its quality goals.  Information on defect collection and analysis is contained in the SPTO Process with its appendices and in the PR Process.  This activity supports the meeting of Goal 1 of the SPE KPA.

3.3.8
Maintain Product/Process Consistency (AC-10)

To insure consistency and completeness of the software implementation to its requirements, traceability artifacts should be produced to show compliance of the design to the requirements, the code to the design, and the test procedures to the requirements.  In addition, the use of Data Item Descriptions (DIDs) for software documents provides consistency in format and content.  Data on the completeness of the traceability should be presented to project management.  An example of requirements traceability reporting can be found in Appendix A, the Sample Software Measurement Plan, to the SPTO Process.  In addition, the use of peer reviews and software quality assurance activities provide support to maintaining product and process consistency.  This activity supports the meeting of Goal 2 of the SPE KPA. 

3.4
The Inter-Group Coordination Process

An overview of the IC KPA from the perspective of its key practices is depicted in Table 3-3.

Participants:  The software engineering process group, software quality assurance, configuration management, project managers, technical leads, and organization senior management.

Entry Criteria: Commitment to achieving Level 3 of the SW-CMM 

Exit Criteria: Customer requirements and inter-group commitments have been agreed to by all affected groups.  All inter-group issues are identified, tracked, and resolved. 
Table 3-3.  The IC Process

INPUTS
ACTIVITIES
OUTPUTS

Organizational Policy (CO-1)

Adequate Resources (AB-1)

Interoperable support tools (AB-2)

Team Training and Orientation (AB-3, 5)

Cross team orientation on process, methods, and standards (AB-4)


(AC-1)  Participation by all groups to establish the system-level requirements.

(AC-2)  Participation by all groups to monitor and coordinate technical activities.

(AC-3)  Communicate inter-group commitments, coordinate and track the work performed.

(AC-4)  Identify, negotiate, and track critical dependencies between engineering groups.

(AC-5)  Review received work artifacts to ensure they met requirements.

(AC-6)  Resolve inter-group issues using a documented procedure.

(AC-7)  Conduct periodic reviews with inter-group representation.
Working group charters, minutes, and action item databases with a focus on inter-group communication

Review schedules and presentation formats

Problem/Change Report (P/CR) database

Project Library contains Engineering Notebook and/or Technical Memorandum file with signature pages

Procedure for handling unresolved inter-group issues

Contract Data Requirements List (CDRL) Schedule

The activities and artifacts produced through the IC KPA deal with the processes used to coordinate and communicate the development effort.  Each of the IC key practices (AC-1 through AC-7) is discussed in the following paragraphs in the context of meeting the defined goals of Section 2.2.3. 

3.4.1
Establishing System-Level Requirements  (AC-1)

A system-level group exists to address the system’s requirements.  This group should work under an approved charter and be populated by representatives from the hardware, software, and operational communities.  The task of the group is to define the critical characteristics for the system, negotiating critical dependencies with interfacing systems, and documenting the acceptance criteria for products to be delivered to the operational user.  Examples of such a group would include but not be limited to a Computer Resources Working Group (CRWG) and/or a System Configuration Control Board (SCCB).  The RM KPA, PR KPA, and SCM KPA provide information that supports meeting this activity and Goal 1 of the IC KPA.  The SSC San Diego PAL contains a Requirements Management Guidebook and a process documents for SCM and PR.  In addition, the OPMP, available on the SSC San Diego PAL, contains, in Section 4, a description of roles and responsibilities for a CRWG.  

3.4.2
Technical Monitoring, Coordination, and Issue Resolution (AC-2)

Representatives from the project’s software engineering group work with other system-related engineering groups to monitor, coordinate, and resolve technical issues.  Integrated Product Teams (IPT) are an example of an organizational structure that facilitates technical monitoring, coordination, and tracking risks.  In addition, the group representatives should provide conflict resolution and prepare joint recommendations addressing process issues that span the engineering groups involved in product development.  Using peer reviews staffed with representatives from the various engineering groups provides a method for coordination and issue resolution.  A CRWG can also be used effectively to provide these functions.  A copy of the Naval Air System Command’s (NAVAIR) guidance on IPTs can be obtained from SEPO.  Information on the roles and responsibilities of a CRWG can be found in Section 4 of the OPMP.  This activity supports meeting Goal 3 of the IC KPA.

3.4.3
Communicate, Coordinate, and Track via a Documented Plan (AC-3)

A documented plan, such as the SDP or OPMP, should be used to identify the roles and responsibilities of the individual engineering groups, define the project’s contractual aspects, processes, and to baseline the project’s schedule.  This data should be reviewed and agreed to by all involved engineering groups.  The project schedule would serve as a basis for tracking progress and as a focal point coordinating the activities of the various engineering groups.  A template for an SDP is available for tailoring from the SSC San Diego PAL.  A document as important as an SDP should be subject to a peer review staffed by members of the various engineering groups.  In addition, the OPMP from the SSC San Diego PAL contains an example of a project’s schedule in Microsoft Project that can be tailored for use.  This activity supports meeting Goal 2 of the IC KPA.

3.4.4
System-Level Inter-group Critical Dependency Management (AC-4)

Critical dependencies between the various system-level engineering groups are identified, negotiated, and tracked according to a defined process.  The process would call for the identification of critical dependencies, who is responsible for delivering the specified work product, its schedule, and acceptance criteria.  The OPMP is a good place to document such a process.  The project schedules, both system- level and software development, should clearly identify the need dates for critical work products to provide a basis for tracking status.  A risk management plan should address the impact of late delivery and provide contingency planning.  In addition, the project’s measurement strategy should ensure that the status of critical dependencies is visible to management to ensure timely action.  Activity 9 of the ISM KPA provides guidance on managing critical dependencies.  Key events on the critical paths are monitored and adjustments are made as early as possible using tools such as Microsoft Project to support this form of tracking.  The SSC San Diego PAL provides information on risk management, software project planning, and software project tracking and oversight that will help in the implementation of a process to support this activity.  Activity 4 supports Goal 2 of the IC KPA.  

3.4.5
Work Product Review Between Engineering Groups (AC-5)

This activity calls for review of work products received by one engineering group from another.  Representatives of the receiving engineering groups should evaluate the work product to ensure it meets intended need.  For example, a device received by the software engineering group from the hardware development group should be tested to ensure that it meets agreed to acceptance criteria.  In addition, use of a Formal Inspection Process staffed by members of the affected engineering groups would ensure that all the groups are involved in product reviews.  This activity supports meeting Goal 2 of the IC KPA.

3.4.6
Management Processes for Resolving Inter-Group Issues Exists (AC-6)

Issues such as incompatible schedules, inadequate funding, system-level requirements and/or design problems, and technology risks are examples of problems that need to be addressed in a formally defined process.  Such inter-group issues can be viewed as project risk and handled by risk management contingency plans; or addressed by an organization such as the system’s CRWG; or raised to a higher level of system acquisition management as indicated in the sample process in Appendix A.  The SSC San Diego PAL has information on Risk Management implementation.  Basic roles and responsibilities of a CRWG are available in Section 4 of the OPMP.  This activity supports meeting Goal 3 of the IC KPA.

3.4.7
Project Review and Interchange Representation (AC-7)

Periodic technical reviews and/or interchanges need to be conducted to ensure that customer and operational user’s requirements are being met, to monitor the status of technical activities, review commitments, address technical risks, and to reinforce communication on the interpretation and implementation of the system requirements.  It is critical that representatives from all of the various engineering groups involved in the system acquisition actively participate in these reviews.  Guidance on the conduct of these reviews is provided on the SSC San Diego PAL in the Keys to a Successful Review/Meeting Brief , Attachment G to the SPTO’s Sample Measurement Plan, SSC San Diego Instruction 3912.1A and in MIL STD 1521B.  Guidance on planning for these reviews is addressed in the SPP Process available on the SSC San Diego PAL.  This activity supports meeting Goal 3 of the IC KPA.

Section 4.  MANAGING THE ism/spe/IC PROCESSes

4.1
Instrument the Process (Measurements(M))

Measurement of process effectiveness enables management to better control costs, reduce risks, and improve quality.  In addition, measurement enhances the objectivity of communication about plans, process development status, and most importantly, the effectiveness of the organization’s standard software process and library of related information.  In short, measurements provide management insight into the effectiveness of software process assets.  See the SPTO Process and its Appendix A, Sample Software Measurement Plan (http://sepo.spawar.navy.mil/spto.html).  Measurements that assist in developing this insight would include, but not be limited to those listed below: 

a. Process Development Milestones.  This activity would involve tracking the development activities associated with the development and/or maintenance of the standard process artifacts.  Development of the process definitions should be handled with the same formal disciplines involved in developing any contractual end product.  Without visibility into the status of process definitions, the overall implementation and control of organizational standard processes is at risk.  Each artifact should be subjected to a planned schedule (i.e., draft, preliminary, and final) and tracked relative to that plan.

b. Process Effectiveness.  A database of statistics on the impact of implementing a process into a project should be maintained.  Baseline information on productivity rates and error rates from projects not using standard process definitions need to be compared to the results of projects adapting the standard processes.  In this manner, the effectiveness of a given process can be evaluated and presented to others on a quantifiable basis.

c. Process Artifact Utilization.  This would involve maintaining a record of the frequency of utilization of each standard process and process-related items from the managed library.  This is important in performing an analysis as to what items are being adapted, whether they should continue to be placed in the library, or if an item should be made more visible to the projects within the organization.

4.2
Managing the Process (ISM/SPE/IC V-1,2,3)

Overall responsibility for the control and management of the standard processes of a group, such as a Division, rests with its SEPG, or a similar team.  It is their responsibility to ensure that the SQA group reviews and/or audits that group’s processes and the work products representing the organization’s standard software process and related process assets.   The SQA group reports should be included in the process-related library. 

At a minimum, these reviews and/or audits verify the following items:

a. The appropriate standards are followed in developing, documenting, and maintaining the group’s software process and related process assets

b. The group’s software process and related process assets are controlled and used appropriately

c. Artifacts, such as reports, are maintained to document activities and results.

d. Reviews are conducted with the sponsor and senior management.

4.3
Improving the Process

A SEPG is an example of a group charged with the responsibility for managing and controlling process assets.  Other examples might include a Computer Resources Working Group, a Configuration Control Board, or a Technical Review Board.  The responsibilities would include the improvement of the individual processes contained in the library, and the process supporting the management of the process library itself.  All changes proposed for all of the group’s software process are documented, reviewed, and approved by this group before they are incorporated.  At a minimum, the SEPG would be responsible for the following functions: 

a. Ensuring the description of the group’s software process undergoes peer review when initially developed and whenever significant changes or additions are made. 

b. Ensuring the descriptions of the software life cycle models undergo peer review when initially documented and whenever significant changes or additions are made.

c. Ensuring that changes proposed for the tailoring guidelines and criteria are documented, reviewed, and approved by the SEPG before they are incorporated. 

d. Ensuring the data entered into the organization’s software process database is reviewed to ensure the integrity of the database contents. 

e. Ensuring candidate software process-related documentation items are reviewed and appropriate items that may be useful in the future are included in the library of software-process related documentation. 

f. Ensuring that revisions made to software process-related documentation items currently in the library are reviewed, and the library contents are updated as appropriate. 

g. Ensuring the use of software process-related item is reviewed periodically, and the results are used to maintain the library contents. 

h. Ensuring that process-related metrics are reviewed to determine trends that would reveal high-return process changes, process bottlenecks, identify items for deletion from the process and process-related library.

i. Ensuring that activities related to the implementation of standard processes are reviewed with project management, and senior management on both a periodic and event driven basis.

j. Ensuring that meeting minutes and an action item database are maintained.

APPENDIX A.  UN-RESOLVED INTER-GROUP ISSUES PROCEDURE

A.1
Introduction

This procedure specifies how issues are resolved in those instances where the involved parties are unable to bring an issue to closure.  This procedure applies to any project, project sub-group or group formed or created to work on tasks, activities, or problems.  These groups and sub-groups include all the project functional organizations, work teams, peer groups, integrated process teams, support groups, and individuals who perform project-related work duties (managers, system engineers, programmers, test, hardware groups, etc).

A.2
Roles

The personnel or groups who may be participate in this procedure are listed below:

a. Any Project team member, or group with an unresolved issue. 

b. Software project manager or team leader who acts as decision maker to resolve issue, starting at the lowest level and elevating as necessary to the sponsor. 

c. Software Engineering Process Groups or such other group addressing process issues that span across various groups of the project both internal and external to the software project organization.

d. Project Software Configuration Management or other such group that track all open issues to closure. 

A.3
Entry Criteria/Inputs

The entry criteria for this procedure is that issues remain unresolved after attempts are made to resolve them by the parties between whom the issues arose. 

The input to the procedure is the software project manager’s Action Item Database.

A.4
Steps

The steps for this procedure appear below:

a. (Step 1) Identify Inter-group Issues - Identify inter-group issues such as incompatible schedules, inadequate funding, technical concerns, system-level design and requirements defects, and system-level problems between groups (managers, system engineers, programmers, test, hardware groups, etc) both internal and external to the project office.  Assign the issue to a point of contact to be resolved.

b. (Step 2) Document Issues - Document the issue subjects, impacts, actions, assessment and required decision date in the project manager’s action item database.  

c. (Step3) Resolve Issues - Resolve project-level issues with the appropriate project software development team member, software project manager, or program manager, and develop joint recommendations to resolve the issues, whenever possible.  The resolution of the issue should be communicated through the chain of command to all parties involved.

d. (Step 4) Elevate Issue - Elevate issues not resolved at the project-level to the next management level.  Those parties must determine the chain of command through which it must be elevated, then communicate to the appropriate person or group in that chain of command.  When identification of that person or group is not clearly understood, the parties should consult their immediate supervisor or lead for guidance.

e. (Step 5) Track Open Issues - The project Action Item Database must track all open issues to closure. 

f. (Step 6) Review Open Issues - Review open issues with the software project manager, supervisor, and senior management on a periodic basis (i.e., monthly). 

g. (Step 7) Address Process Issues - Address process issues that span the groups of the project both internal and external to the software project office with the Department SPI Agent.

A.5
Exit Criteria/Outputs

This procedure may be exited when unresolved issues are resolved and the results have been documented and communicated to the affected parties.

The outputs from this procedure are listed below:

a. Resolved issues 

b. Updated Action Item Database 
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