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���������������INTRODUCTION



This document is presented as a generic model of an Organizational Program Management Plan (OPMP), addressing topics required to achieve the Software Engineering Institute (SEI) Capability Maturity Model (CMM) Version 1.1 Level 3 ìDefined Processesî and as a basis for moving farther up the maturity  ladder.  The objective is to assist organizations in documenting: a compliant management structure, the assignment of management responsibility, and the processes needed to support the various projects under their cognizance.  The model, defined herein, provides examples to upper management, of all the required processes and institutional structures needed to manage and coordinate the functional activities necessary to deliver quality products to its customer base.

Users should review the model OPMP to ensure an understanding of its scope, software engineering processes, and management functions.  In addition, note the relationships, and responsibilities for the positions within the model organization.  It is important to understand that the sample organization and processes do not fit all organizations but serve as a representative means of defining an organization; therefore, this model would require tailoring to meet specific organizational needs.  Any additional requirements,  either project-specific or for higher process maturity levels, will require further enhancements to the OPMP.

Figure 1 depicts traditional project management practices.  This traditional way of doing business has each project working independently to produce its own specific versions of the same basic documents such as the Software Development Plan (SDP), Software Configuration Management Plan (SCMP), and Software Quality Assurance Plan (SQAP).  The overseeing management layer provides no commonality to either the production, content or implementation of individual project plans.  Nor does management have similar plans for managing and overseeing the projects under its cognizance.  The premise of this OPMP is that the organization should have standardized organizational-level policies, standards, management processes, and engineering assets for all projects to use.

Figure 2 reflects a change in philosophy from a federation of sponsor-driven processes to one of a process-oriented organization.  This model OPMP is intended to provide an example of organizational focus on process maturity for an entity within Space and Naval Warfare (SPAWAR) Systems Center San Diego (SSC SD).  This can be accomplished by the consolidation of the key issues relating to the management of an organization into a simplified, yet comprehensive, document set suitable for the control of one or more projects.  The model OPMP addresses the coordination of the various activities, i.e., development, test, configuration management, quality assurance, financial tracking, contractor monitoring, facilities, training, security, the conduct of boards and working groups, and such other activities as necessary for success.  In some organizational domains, it might be possible to have a single SDP, SCMP, and SQAP defining development, configuration management and quality assurance processes that cover all the projects with an organizational entity, with only schedules and resource allocation varying from project to project.

�EMBED Word.Picture.8���

Figure 1.  Traditional Practice
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Figure 2.  Process-Oriented Organization

RELATIONSHIP TO OTHER DOCUMENTS

The tenets of SEI CMM require that key processes be documented.   There are many strategies to meet this requirement, including the classical document sets (i.e., SDP, SCMP, SQAP).  The OPMP proposes that through the use of appendices containing standardized process definitions, or references to such process descriptions, that the economies of a single source for process definitions serving multiple projects can be achieved.  It is suggested that individual projects apply desktop procedures implementing the standard process descriptions from the OPMP appendices in lieu of writing project-unique documents, such as an SCMP.   A desktop procedure implements a process by associating a tool and/or data from specific operations to the steps defined in the process description. This may not be possible for all processes (e.g., SDP, SCMP and SQAP), but perhaps only for one of the disciplines (e.g., the SCMP).  What is important is that process and procedures be documented, and that implementation of a variation of the scheme proposed in the OPMP can lead to a reduction in the number of formal management documents necessary to direct, monitor, and report the status of one or more projects within a single Center organizational entity.

DOCUMENT ORGANIZATION AND CONTENT



There is no Department of Defense (DoD) Data Item Description (DID) for an OPMP in current standards; consequently, the format and contents of this OPMP are as follows:

Section 1.0 Introduction � This section provides the basic objectives, scope, terminology, organization of the OPMP, applicable documents, and key acronyms.  Tailoring this section would be straightforward requiring expansion of reference documents, acronyms, and glossary data.

Section 2.0 Management Structure � This section describes the organizational chain of command from both a sponsor perspective and internal to SSC SD.  In addition, it  defines the scope of authority and responsibilities employed to direct and monitor the assigned projects.  The model assumes a single sponsor providing funding to a division within SSC SD for several projects.  The model division employs a matrix organizational structure to complete multi-project tasks.  Certainly, this is not always the case; however, this was chosen for the model because it could be easily adapted to a single division single project, or to an Integrated Product Team (IPT) structure.  Multiple sponsorship would require a more complex sponsorís chain of authority.  In addition, key management tools are identified for planning, financial tracking, training, requirements management, and metrics.  Responsibility for key disciplines such as requirements, development, test, Quality Assurance (QA), and Configuration Management (CM) are fixed as is a reference to procedural guidance in the associated appendices.

Section 3.0 Management Methodology � This section describes the management methodologies that are employed to accomplish objectives in supporting assigned projects.  The focus is on schedule development, cost controls, variance analysis, schedule tracking, corrective action, etc. 

Section 4.0 Boards and Working Groups � This section lists the boards and working groups that support programmatic decision-making and intergroup coordination.  The list of groups represents a required core and could be expanded to meet organizational requirements.  For  example, an organization involved in an IPT approach would need to add the required IPT working groups.

Section 5.0 Security � This section describes the security requirements and procedures for the organization.  This section needs to be fully addressed by the tailoring organization. 

Section 6.0 Risk Management � This section describes a basic risk approach for an organization managing multiple projects in the current business environment. 

Section 7.0 Organizational Training - This section describes a basic organizational training program and responsibilities involved in developing and maintaining staff skills.  Visiting the SSC SD Software Engineering Process Office (SEPO) Homepage at http://sepo.spawar.navy.mil is a good place to start in developing a training program for an organization.

Appendices - The objective of the appendices is to create a flexible format for tailoring key disciplines.  It is anticipated that the appendices will be subject to the largest degree of tailoring.  For example, projects able to share configuration management functions could define their procedures in the associated appendix, Appendix D.  Others may use Appendix D to contain a reference to configuration management procedures, or perhaps define a CM oversight role for an organization involved in an IPT.  These appendices are drafted assuming that multiple projects are sharing the Centerís policies and processes available on the SEPO Homepage. This is done for both brevity and to demonstrate the economies expressed in Figure 2.

Appendix A. Software Development Policies - Here an organization can adapt its own policies from those found on the SEPO Homepage.  In our example, policies are established by reference to those developed for the Center as found on the SEPO Homepage.  This approach represents conformance to the Center-level software engineering policies as needed to ensure that SSC SD maintains a consistent approach to software engineering.

Appendix B. Requirements Management Processes - This appendix describes a basic requirements management adaptation of the approach defined in the ìRequirements Management Guidebookî found on the SEPO Homepage to the operation of a multi-project organization. 

Appendix C. Software Development Processes - Here an organization can make reference to a document defining their software development methodology, or fully describe such a process.  In our sample, reference is made to the processes contained in a standard SDP template available on the SEPO Homepage to be used by all the organizationsí projects.

Appendix D. Software Configuration Management Processes - As in Appendix C, procedures are defined by reference, in this case referencing a standard SCMP template found on the SEPO Homepage.  The tailoring organization is free to define their procedures here, reference another document, or establish an oversight role as may be required by an IPT or if projects are geographically dispersed. 

Appendix E. Software Quality Assurance Processes - As above for software configuration  management, however in this case, reference is to a standard SQAP template.

Appendix F. Project Metrics - As above for software configuration  management, however in this case, reference is to a standard process for Software Project Tracking and Oversight (SPTO).   

Appendix G. Facilities - In this appendix, the organization would describe its program generation and test facilities.

Appendix H. Software Process Maturity Questionnaire -  This appendix provides a compliance matrix, mapping the contents of the OPMP to the SEI CMM Level 3 requirements of the questionnaire. 

Attachment 1.  Microsoft Project Plan Template - This attachment contains a sample Microsoft Project .mpp template for development of a project baseline.



DOCUMENT CONVENTIONS



Standard conventions are used within the OPMP template to assist the reader in determining their tailoring requirements.  All of the appendices are considered explanatory, providing direction rather than tailorable material, and as such would need to be drafted by the implementing organization.  The following notations provide instructions and help the  user to substitute their own unique information in place of the generic information.  Users should first review the model OPMP to ensure that it adequately describes the management functions, relationships, and responsibilities for their organization.  Keep in mind that the document, as currently written, targets the SEI ìDefined Processesíí- Level 3 requirements.  Any additional organizational or process maturity requirements would require further enhancements to the OPMP.

 [text]	Global changes.  Items that appear in italic text and are surrounded by brackets represent changes that can be made globally throughout the document.  For example, if the sentence reads, ìThe purpose of this document is to define responsibilities, resources, and procedures to be used during the development and maintenance of [system title] systems,î  the user can use a global command to change all occurrences of [system title] to a new descriptive name.



<Italics>  	Instructions and explanations.  Items that appear in italics surrounded by angle brackets represent instructions to the user and are not to appear in the completed version of the document.  For example, if the statement read, <If the list of organizations is long, it may be appropriate to create a numbered paragraph heading for each organization.>, the writer may simply follow the directions.  The user is not required to create separate, numbered paragraphs, but the option is suggested. 



�





ORGANIZATIONAL

PROGRAM MANAGEMENT PLAN

FOR THE

 [XY DIVISION]









Version 1.0



July 31, 1998













Software Engineering Process Office, Code D13

Space and Naval Warfare Systems Center San Diego

53560 Hull Street

San Diego CA 92152-5001





Approved for public release; distribution is unlimited.

�RECORD OF CHANGES

*A - ADDED  M - MODIFIED  D - DELETED

CHANGE�NUMBER�DATE�NUMBER OF FIGURE, TABLE OR PARAGRAPH�A*�M�D�TITLE OR BRIEF DESCRIPTION�CHANGE�REQUEST�NUMBER���������

����������������������������

��������������������������������������������������������������������������������������������������



���������������Table of Contents

Section	Page

� TOC \o "1-5" �SECTION 1.  INTRODUCTION	� GOTOBUTTON _Toc425830494  � PAGEREF _Toc425830494 �1��

1.1 PURPOSE	� GOTOBUTTON _Toc425830495  � PAGEREF _Toc425830495 �1��

1.2 SCOPE	� GOTOBUTTON _Toc425830496  � PAGEREF _Toc425830496 �1��

1.3 DOCUMENT STRUCTURE	� GOTOBUTTON _Toc425830497  � PAGEREF _Toc425830497 �1��

1.4 APPLICABLE DOCUMENTS	� GOTOBUTTON _Toc425830498  � PAGEREF _Toc425830498 �2��

1.4.1 Reference Documents	� GOTOBUTTON _Toc425830499  � PAGEREF _Toc425830499 �2��

1.4.2 Government Documents	� GOTOBUTTON _Toc425830500  � PAGEREF _Toc425830500 �2��

1.5 KEY ACRONYMS AND ABBREVIATIONS	� GOTOBUTTON _Toc425830501  � PAGEREF _Toc425830501 �2��

SECTION 2.  MANAGEMENT STRUCTURE	� GOTOBUTTON _Toc425830502  � PAGEREF _Toc425830502 �5��

2.1 [XY DIVISION] CHAIN OF COMMAND	� GOTOBUTTON _Toc425830503  � PAGEREF _Toc425830503 �5��

2.2 THE [XY DIVISION] MANAGER	� GOTOBUTTON _Toc425830504  � PAGEREF _Toc425830504 �6��

2.2.1 Scope Authority	� GOTOBUTTON _Toc425830505  � PAGEREF _Toc425830505 �6��

2.2.2 Scope of Responsibility	� GOTOBUTTON _Toc425830506  � PAGEREF _Toc425830506 �6��

2.3 THE [XY DIVISION] ORGANIZATION	� GOTOBUTTON _Toc425830507  � PAGEREF _Toc425830507 �7��

2.3.1 Line Manager	� GOTOBUTTON _Toc425830508  � PAGEREF _Toc425830508 �7��

2.3.2 Requirements Management Team	� GOTOBUTTON _Toc425830509  � PAGEREF _Toc425830509 �7��

2.3.3 Software Development Group	� GOTOBUTTON _Toc425830510  � PAGEREF _Toc425830510 �9��

2.3.4 Software Test and Evaluation Group	� GOTOBUTTON _Toc425830511  � PAGEREF _Toc425830511 �9��

2.3.5 Software Configuration Management Group.	� GOTOBUTTON _Toc425830512  � PAGEREF _Toc425830512 �9��

2.3.6 Software Quality Assurance Group	� GOTOBUTTON _Toc425830513  � PAGEREF _Toc425830513 �9��

2.3.7 Technical Leads	� GOTOBUTTON _Toc425830514  � PAGEREF _Toc425830514 �9��

2.4 ORGANIZATIONAL MANAGEMENT RESOURCES	� GOTOBUTTON _Toc425830515  � PAGEREF _Toc425830515 �10��

2.4.1 Management Control System	� GOTOBUTTON _Toc425830516  � PAGEREF _Toc425830516 �10��

2.4.2 Management Plans	� GOTOBUTTON _Toc425830517  � PAGEREF _Toc425830517 �10��

2.4.3 Metrics Reporting Systems	� GOTOBUTTON _Toc425830518  � PAGEREF _Toc425830518 �11��

2.4.4 Resource Management	� GOTOBUTTON _Toc425830519  � PAGEREF _Toc425830519 �11��

SECTION 3.  MANAGEMENT METHODOLOGY	� GOTOBUTTON _Toc425830520  � PAGEREF _Toc425830520 �13��

3.1 SOFTWARE DEVELOPMENT MANAGEMENT	� GOTOBUTTON _Toc425830521  � PAGEREF _Toc425830521 �13��

3.2 SOFTWARE CONFIGURATION MANAGEMENT	� GOTOBUTTON _Toc425830522  � PAGEREF _Toc425830522 �13��

3.3 SOFTWARE QUALITY ASSURANCE MANAGEMENT	� GOTOBUTTON _Toc425830523  � PAGEREF _Toc425830523 �13��

3.4 PROJECT TRACKING AND OVERSIGHT	� GOTOBUTTON _Toc425830524  � PAGEREF _Toc425830524 �13��

3.4.1 Progress Measurements and Methods	� GOTOBUTTON _Toc425830525  � PAGEREF _Toc425830525 �14��

3.4.2 Cost Management	� GOTOBUTTON _Toc425830526  � PAGEREF _Toc425830526 �15��

SECTION 4.  BOARDS AND WORKING GROUPS	� GOTOBUTTON _Toc425830527  � PAGEREF _Toc425830527 �17��

4.1 BOARDS	� GOTOBUTTON _Toc425830528  � PAGEREF _Toc425830528 �17��

4.1.1 System Configuration Control Board	� GOTOBUTTON _Toc425830529  � PAGEREF _Toc425830529 �17��

4.1.2 Local Configuration Control Board	� GOTOBUTTON _Toc425830530  � PAGEREF _Toc425830530 �17��

4.2 WORKING GROUPS	� GOTOBUTTON _Toc425830531  � PAGEREF _Toc425830531 �17��

4.2.1 Interface Control Working Group	� GOTOBUTTON _Toc425830532  � PAGEREF _Toc425830532 �17��

4.2.2 Software Engineering Process Group	� GOTOBUTTON _Toc425830533  � PAGEREF _Toc425830533 �18��

4.2.3 Computer Resources Working Group	� GOTOBUTTON _Toc425830534  � PAGEREF _Toc425830534 �19��

SECTION 5.  SECURITY	� GOTOBUTTON _Toc425830535  � PAGEREF _Toc425830535 �20��

5.1 SECURITY MANAGEMENT FOR [XY DIVISION]	� GOTOBUTTON _Toc425830536  � PAGEREF _Toc425830536 �20��

5.2 SECURITY CONSIDERATIONS	� GOTOBUTTON _Toc425830537  � PAGEREF _Toc425830537 �20��

SECTION 6.  RISK MANAGEMENT	� GOTOBUTTON _Toc425830538  � PAGEREF _Toc425830538 �21��

6.1 RISK MITIGATION/CORRECTION	� GOTOBUTTON _Toc425830539  � PAGEREF _Toc425830539 �21��

6.2 RISK CATEGORIZATION	� GOTOBUTTON _Toc425830540  � PAGEREF _Toc425830540 �21��

6.3 RISK ANALYSIS	� GOTOBUTTON _Toc425830541  � PAGEREF _Toc425830541 �21��

6.4 RISK MANAGEMENT METHODOLOGY	� GOTOBUTTON _Toc425830542  � PAGEREF _Toc425830542 �23��

6.4.1 Contractor Risk Management	� GOTOBUTTON _Toc425830543  � PAGEREF _Toc425830543 �23��

SECTION 7.  ORGANIZATIONAL TRAINING	� GOTOBUTTON _Toc425830544  � PAGEREF _Toc425830544 �25��

7.1 TRAINING OBJECTIVES	� GOTOBUTTON _Toc425830545  � PAGEREF _Toc425830545 �25��

7.2 TRAINING PHASES	� GOTOBUTTON _Toc425830546  � PAGEREF _Toc425830546 �25��

7.2.1 Phase I.  Orientation Training	� GOTOBUTTON _Toc425830547  � PAGEREF _Toc425830547 �25��

7.2.2 Phase II.  Basic Fundamentals/Background	� GOTOBUTTON _Toc425830548  � PAGEREF _Toc425830548 �25��

7.2.3 Phase III.  Technical Development Training	� GOTOBUTTON _Toc425830549  � PAGEREF _Toc425830549 �25��

7.2.4 Phase IV.  Formal School Training	� GOTOBUTTON _Toc425830550  � PAGEREF _Toc425830550 �25��

7.2.5 Phase V.  Specialized Training	� GOTOBUTTON _Toc425830551  � PAGEREF _Toc425830551 �25��

7.2.6 Phase VI. Continuing Education	� GOTOBUTTON _Toc425830552  � PAGEREF _Toc425830552 �25��

7.3 PROGRAM OF INSTRUCTION	� GOTOBUTTON _Toc425830553  � PAGEREF _Toc425830553 �26��

7.4 SUPERVISED ON-THE-JOB TRAINING	� GOTOBUTTON _Toc425830554  � PAGEREF _Toc425830554 �27��

7.5 COORDINATION	� GOTOBUTTON _Toc425830555  � PAGEREF _Toc425830555 �27��

�APPENDICES  

Appendix A -  Software Development Policies

Appendix B -  Requirements Management Processes

Appendix C -  Software Development Processes

Appendix D -  Software Configuration Management Processes	

Appendix E -  Software Quality Assurance Processes

Appendix F -  Project Metrics

Appendix G -  Facilities

Appendix H -  Software Process Maturity Questionnaire

ATTACHMENTS

Attachment 1 -  MS Project Plan Template



�List of Figures

Figure	Page

� TOC \t "Figure title" \c �Figure 2-1.  [XY Division] Chains of Command	� GOTOBUTTON _Toc425830579  � PAGEREF _Toc425830579 �5��

Figure 2-2.  [XY Division] Organization	� GOTOBUTTON _Toc425830580  � PAGEREF _Toc425830580 �8��

Figure 2-3.  The MCS/PMS Relationship	� GOTOBUTTON _Toc425830581  � PAGEREF _Toc425830581 �11��

�

List of Tables

Table	Page

� TOC \t "Table title" \c �Table 2�1.  Management Control System Elements	� GOTOBUTTON _Toc425830720  � PAGEREF _Toc425830720 �10��

Table 6-1.  Risk Areas and Initial Risk Categorization	� GOTOBUTTON _Toc425830721  � PAGEREF _Toc425830721 �21��

Table 6-2.  Risk Potential and Risk Consequence Vector	� GOTOBUTTON _Toc425830722  � PAGEREF _Toc425830722 �22��

Table 6-3.  Risk Priorities Matrix	� GOTOBUTTON _Toc425830723  � PAGEREF _Toc425830723 �23��

Table 7-1.  Sample Program of Instruction Outline	� GOTOBUTTON _Toc425830724  � PAGEREF _Toc425830724 �26��

�



�Section 1.  Introduction

1.1	Purpose

This [XY Division] Organizational Program Management Plan (OPMP) describes the organizational structure, responsibilities, policies, and standard processes that collectively define the [XY Divisionís] disciplines applied in managing its various projects. 

1.2	Scope

This OPMP will cover the [XY Divisionís] management processes applied to the projects assigned to the organization. 

1.3	Document Structure

There is no Data Item Description (DID) for an OPMP in current standards; consequently, the format and contents of this OPMP are as follows:

Section 1.0 Introduction - This section provides the basic purpose, scope, terminology, and organization of the OPMP.

Section 2.0 Management Structure - This section describes the organization and defines the scope of authority, responsibilities, and resources employed to direct and monitor the assigned projects.

Section 3.0 Management Methodology - This section describes the management methodologies that are employed to accomplish [XY Division] objectives in supporting assigned projects.

Section 4.0 Boards and Working Groups - This section lists the boards and working groups that support programmatic decision making and inter-group coordination.

Section 5.0 Security - This section describes the security requirements and procedures for the organization. 

Section 6.0 Risk Management - This section describes risk areas associated with managing multiple projects in the current business environment and how those risks are re-evaluated periodically.

Section 7.0 Organizational Training - This section describes the organizationís training program and responsibilities involved in developing and maintaining staff skills.

Appendices:

Appendix A - Software Development Policies

Appendix B - Requirements Management Processes 

Appendix C - Software Development Processes

Appendix D - Software Configuration Management Processes

Appendix E - Software Quality Assurance Processes

Appendix F - Project Metrics

Appendix G - Facilities  

Appendix H - Software Process Maturity Questionnaire.

Attachments 1.  Microsoft Project Plan Template.

1.4	Applicable Documents

The following documents, of the issue in effect at the date of publication of this plan, form the basis for the requirements and procedures described herein.

1.4.1	Reference Documents

Software Engineering Project Management, R. Thayer, IEEE, Computer Society Press, 1987.

Software Engineering Risk Management, D. Karolak, IEEE, Computer Society Press, 1996.

Software Engineering Institute, Capability Maturity Model, Version 1.1, Carnegie Mellon University, 1993.

<The author would list any professional reference material used as guidance to the projects being supported in the organization.> 

1.4.2	Government Documents

MIL�STD�498 � Software Development and Documentation, 5 Dec 1994.

MIL-STD-973 - Configuration Management, 17 April 1992.

DOD-STD-480A ñ Configuration Control, Engineering Changes, 29 Dec 1978.

<The author would list any Government directives, standards, or documents serving as guidance to the projects being supported in the organization.> 

1.5	Key Acronyms and Abbreviations

Listed below are acronyms and abbreviations key to understanding the document.

ACWP	Actual Cost of Work Performed



BCWP	Budgeted Cost of Work Performed

BCWS	Budgeted Cost of Work Scheduled



CCB	Configuration Control Board

CM	Configuration Management

CMA	Configuration Management Agent

CME	Configuration Management Engineer

COCOMO	Constructive Cost Model

COR	Contracting Officerís Representative

CRWG	Computer Resources Working Group

CSCI	Computer Software Configuration Item

CSE	COCOMO Cost and Schedule Estimate



DID	Data Item Description

DoD	Department of Defense

DoD-STD	DoD Standard



EAC	Estimate at Completion

ECP	Engineering Change Proposal

FCA	Functional Configuration Audit



GFE	Government-Furnished Equipment



ICWG	Interface Control Working Group

IEEE	Institute of Electical and Electronics Engineers

IPT	Integrated Product Team

IRS	Interface Requirements Specification

IV&V	Independent Verification and Validation



LCCB	Local Configuration Control Board

LMGR	Line Manager (i.e., Software Development Group Manager, Software Test and Evaluation Manager, etc.)



MGR	Manager. Single point of responsibility for an organizational entity supporting one or more projects.

MCS	Management Control System

MIL-STD	Military Standard

MO	Management Office.  Collective name for group providing financial planning, estimating, and tracking.

MS	Microsoft



OBL	Operational Baseline

OJT	On-the-Job Training

OPMP	Organizational Program Management Plan

OPNAV	Office of the Chief of Naval Operations

OPTEVFOR	Operational Test and Evaluation Force



PCA	Physical Configuration Audit

PCR	Problem/Change Report

PBL	Product Baseline

PMS	Performance Management System

PO	Program Office, in reference to a sponsor

POAM	Plan of Action and Milestones

POI	Program of Instruction



RMT	Requirements Management Team



SCCB	System Configuration Control Board

SCM	Software Configuration Management

SDD	Software Design Description

SDL	Software Development Library

SDP	Software Development Plan

SEPG	Software Engineering Process Group

SEPO	Software Engineering Process Office

SPAWAR	Space and Naval Warfare

SPM	Software Project Manager

SQA	Software Quality Assurance

SQE	Software Quality Engineer

SRS	Software Requirements Specification

SSC SD	Space and Naval Warfare Systems Center San Diego

STD	Software Test Description

STP	Software Test Plan

STR	Software Test Report

SU	Software Unit

SW	Software

SYSCOM	Systems Command



TBD	To Be Determined

T&E	Test and Evaluation

TP	Test Plan



WBS	Work Breakdown Structure



 Section 2.  Management Structure

2.1	[XY Division] CHAIN OF COMMAND

Figure 2-1 identifies the lines of responsibility that provide direction to the [XY Division] from a sponsoring agency and from the Space and Naval Warfare (SPAWAR) Systems Center San Diego (SSC SD)’s management chain.
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Figure 2-1.  [XY Division] Chains of Command



<This figure will need to be modified to reflect the [XY Division] actual chain of command, perhaps showing multiple upper-level paths leading to your organization.



In the example, Figure 2-1, the [XY Division] tasking follows an operational chain of command originating at the Office of the Chief of Naval Operations (OPNAV) level.  An OPNAV sponsor allocates tasking and associated funding to a Systems Command (SYSCOM)-level office for the development of a system.  The OPNAV sponsor employs the Operational Test and Evaluation Force (OPTEVFOR) as their system test organization to validate that the acquisition meets operational requirements.  The SYSCOM-level organization serves as the acquisition and system configuration control agent, employing a division at SSC SD to develop the software.  To validate the software development, and its integration into the system hardware, the SYSCOM-level organization employs its own system test organization and an Independent Verification and Validation (IV&V) agent. 

The [XY Division] also follows the administrative direction of SSC SDís senior management.  The Software Engineering Process Office (SEPO) establishes software engineering guidance and education center-wide.  The [XY Division] Software Engineering Process Group (SEPG) serves to coordinate with SEPO on the application of SSC SDís software engineering policies and processes across the divisionís projects.>

2.2	THE [XY Division] Manager

The SSC SD [XY Division] Manager (MGR) has full authority and is responsible and accountable for all aspects of the projects assigned by the program sponsors.  The responsibility of Software Project Manager (SPM) is assigned by the sponsor to the [XY Division] Manager.  In this manner, the MGR serves a dual role in being responsible for the operation of the division and for each project assigned to the [XY Division].

2.2.1	Scope Authority

The MGR represents SSC SD on all issues within the SSC SD organization, including contractors, and subcontractors.  The MGR's authority extends from initial planning though all aspects of the performance including technical and administrative direction of project personnel.  The MGR has full authority through direct access to Line Managers (LMGRs) and to [SSC SD Senior Management] to acquire and commit the necessary resources to meet the  requirements of any or all projects assigned. The MGR exercises complete and final authority over contract activities in accordance with SSC SD policies and procedures.  The MGR also has full authority over the contractors and implements this authority via formal contractual documents maintained by the SSC SD’s contract administrator and the respective Contract Officerís Representatives (COR).

2.2.2	Scope of Responsibility

The MGR is accountable to the sponsor for the conduct of the assigned projects including the contractor efforts.  The MGR directs the Management Office (MO) staff in the performance of their assigned responsibilities.

2.2.2.1  Internal Responsibilities.  The MGR's responsibility covers all technical, quality, cost and schedule aspects of the team's efforts.  Specific responsibilities include the following items:

Approve all cost and schedule-related planning documents.

Authorize all organizational work.

Control all organizational resources.

Establish organizational budgets.

Establish organizational policies (See Appendix A).

Appoint and evaluate all LMGRs.

Monitor and report all program performance including the approval of monthly progress reports and cost summary reports.

Evaluate trade�offs prior to major decisions.

Choose alternative courses of action to resolve problems.

Serve as the Configuration Management Agent (CMA) for project sponsors, carrying overall responsibility for the configuration management of assigned projects.

Approve any deviations to approved plans.

Insure adequate training and training resources are provided.

In addition, the MGR is the principle point of contact for maintaining customer liaison, coordinating and supporting customer meetings, conducting program reviews, supporting the COR, assigning the chairs for the internal project-specific Local Configuration Control Boards (LCCBs), approving all deliverables and managing all subcontractor activity.  The MGR attends all program meetings and assures the attendance of the required key personnel.  The MGR reviews and approves all deliverable work products at critical in�process junctures as well as at completion.

While the MGR has overall responsibility, the actual tasks are delegated to LMGRs for project execution and to the MO personnel for financial, cost estimation, metric preparation, and administrative support.  

2.2.2.2  External Responsibilities.  The MGR in the role of SPM for projects assigned to the division is the focal point for external communications.  The MGR conducts informal meetings as well as regularly-scheduled reviews, and maintains contacts with the CORs in addition to the sponsor and/or contractually-specified meetings and reviews.  Arrangements for external interfaces, such as facility visits, Independent Verification and Validation (IV&V) coordination, and contacts with users and related organizations are coordinated between the various boards, working groups, CORs, LMGRs, and the sponsor.

2.3	The [XY Division] Organization

Figure 2�2 depicts the organizational structure of the [XY Division] team.  Defined are the LMGRs for software development, test and evaluation, configuration management, and quality assurance; associated technical leads; and required management support personnel.  The communication lines among the program teams are deliberately short and direct as demonstrated by making the functional performing organizations directly accountable to the MGR and by having the MGR in the role of SPM report directly to the sponsor.  The MGR allocates efforts, required actions, and individual project needs to the LMGRs and receives reports of accomplishments and plans in return.  The responsibilities of the organizations and the key project personnel are defined in the following paragraphs.

2.3.1	Line Manager

The MGR delegates responsibilities for individual projects to a LMGR (i.e., Software Development Group Manager, Software Test and Evaluation Group Manager, etc.) who exercises complete and final authority over assigned project activities, including management and direction of any contractors.  The LMGR is responsible to perform in accordance with policies and approved plans. Specific responsibilities include updating the project plans (Microsoft (MS) Project Plan, etc.) preparing internal and external monthly reports, chairing the respective LCCBs, supporting all testing, interfacing with all external agencies, scheduling and determining attendance at all meetings, approving program budgets and schedules, and timely communication with the MGR, project sponsor, associated Integrated Product Teams (IPTs), and cognizant technical leads.

2.3.2	Requirements Management Team

The Requirements Management Team (RMT) reports to the Software Development Manager.  The RMT is responsible for establishing the overall schema for the requirements database and for providing informal training as required.  RMT staff members are responsible for the entry of requirements data into the database, configuration management of the database, and production of requirements traceability matrices for all projects.  Requirements management is performed in accordance with Appendix B. 	

Each LMGR will ensure the integrity of the data entered from their perspective and that requirements traceability matrices are built for each major document (such as Software Requirements Specifications (SRS), Interface Requirements Specifications (IRS), and Software Design Description (SDD)).  As traceability matrices are produced, the projects will be able to determine whether all requirements for each phase have been met.
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Figure 2-2.  [XY Division] Organization

<The above organizational structure represents one approach to structuring an organizational entity to support multiple projects.  In tailoring the OPMP, the authors would need to modify Figure 2-2 to reflect their organizational structure.

For example, placing the responsibility of SPM on the MGR is an alternative chosen to simplify the OPMP template.  In divisional organization with many software projects assigned, the SPM responsibility could well be placed on a Software Development Manager.  In that model, one could find that the Requirements Management Team) may be organized as a group serving several Software Development Groups.  In addition, the Software Test and Evaluation Group and Software Configuration Management Group would serve to support multiple Software Development Groups.  The Software Quality Assurance Group would maintain an independent line of communication to the MGR in reporting their finds on the many projects assigned the [XY Division] > 

2.3.3	Software Development Group

The Software Development Group, headed by a LMGR, is responsible for the analysis, design, implementation, unit�level test and integration, and Computer Software Configuration Items (CSCI)-related documentation for each project.  The Software Development Group also supports the Software Configuration Management (SCM) Group in the integration of the Software Units (SUs) and CSCIs into a Product Baseline (PBL).  The Software Development Group activity begins with the drafting of a MS Project Plan (see template in [Attachment 1]) for each project baseline revision, and continues through the transition to the PBL.  Major work products include the performance and design specifications and all outputs from the implementation process.  The Software Development Manager directs the application of assigned resources and is responsible to the MGR for the cost, schedule, quality and technical performance of assigned efforts.  Within the Software Development Group, a technical lead is assigned to lead each team (i.e., SW Design Team) and that lead is responsible to the Software Development Manager for compliance to policy, execution in consonance with Appendix C, and meeting the schedules in the MS Project Plan. 

2.3.4	Software Test and Evaluation Group

The Software Test and Evaluation (SW T&E) Group is headed by a LMGR whose primary responsibilities include the development of the Software Test Plans (STP), Software Test Descriptions (STDs), Software Test Reports (STR), and the developmental testing.  The SW T&E Group also performs all formal testing, program deliveries, operator training, and other support as directed by the MGR.  Testing will be in accordance with Appendix C.

2.3.5	Software Configuration Management Group.

The SCM Group, under the leadership of a LMGR, is responsible for ensuring unique identification, control, status accounting, and SCM Audits/Reviews of all deliverable [XY Division] products.  The SCM Manager is the point of contact for transmission, tracking, and control of Problem/Change Reports (PCRs).  The SCM Manager is also responsible for the Software Development Library (SDL) and related data management activities.  The SCM Manager is supported by the Configuration Management (CM) staff, composed of Configuration Management Engineers (CMEs).  The SCM Group also ensures that all deliverable shipments are made to the designated recipients in accordance with the schedule and maintains the repository for all formal program information.  SCM is performed in accordance with  Appendix D. 

2.3.6	Software Quality Assurance Group

The Software Quality Assurance (SQA) Group under the direction of the SQA Manager provides the MGR with the assurance that all quality and production control requirements are being accomplished. The SQA Manager also provides oversight for the conduct of audits (i.e, Function Configuration Audit (FCA)/Physical Configuration Audit (PCA)) and reviews to ensure that all performance and contractual requirements are met and integrated into the Operational Baseline (OBL).  In performing these duties, the SQA Manager monitors adherence to all applicable policies, processes, procedures and plans through the delegation of responsibilities to a Software Quality Engineer (SQE).  SQA will be performed in accordance with Appendix E.

2.3.7	Technical Leads

Technical leads are assigned to each team (i.e., Design Team) within a group and work under the direction of a LMGR as a senior technical resource.  A technical lead supports their LMGR and the SQA Manager in critical audits, reviews, collecting metrics, and walk�throughs.  A technical lead monitors and coordinates the technical interfaces between the program elements to ensure program objectives are achieved.  For example, Software Development Group technical leads are responsible for the design, implementation, and unit test of the CSCIs assigned to them.  SW T&E Group technical leads are responsible for the development of test plans, specifications, procedure, their execution, and test reporting for a specific CSCI. 

2.4	ORGANIZATIONAL MANAGEMENT RESOURCES

The MGR provides direction to the organizations through formally established Plans Of Action and Milestones (POAM)s, memorandums, and this OPMP.  The [XY Division] organization provides current status to the MGR through the reviews, audits, reports, and working interchanges established for the program.  The key factors that contribute to [XY Division] management are the processes of planning, scheduling, performance measurement, risk mitigation, variance analysis, and corrective action.  Detailed plans are developed by the LMGRs based on established work assignments for specific projects.  The Performance Management System (PMS) tools are used to define and track the work against major program milestones and provide work performance measurement against costs incurred.  Performance also is assessed with periodic reviews, monthly status reports, and audits. Periodic reviews are conducted to assess the risks, to initiate risk analysis, and to establish risk abatement plans.  SQA's function is to ensure that these transactions are fully recorded and traceable though the program life.  Deviations from MS Project Plan baselined cost and schedule data are subjected to variance analysis.  Corrective actions are developed and documented for each significant variance.  Corrective action plans are established, logged and tracked until successfully resolved.  Directives are issued through the formal planning, scheduling and communications systems.

2.4.1	Management Control System

The Management Control System (MCS) is a collection of tools used by the MGR, division leadership, and the MO to perform resource management, cost and schedule estimation; manage program costs and schedules; collect and report metrics; and determine/mitigate programmatic risk.  The MCS tools are driven by the Work Breakdown Structure (WBS) to permit cost, schedule, performance and quality to be reviewed at any level.  Table 2�1 identifies the primary tools that support program management and are part of the MCS.

Table 2�1.  Management Control System Elements

Tool�Description�Production

Control�Resource 

Management�Cost

Management�Schedule

Management��COSTAR�Cost Estimating��x�x�x��MS Project�Plans/Tracking��x�x�x��MS Excel�Plans/Tracking��x�x�x��MS Powerpnt�Documentation�x�x�x�x��MS Word�Documentation�x�x�x�x��MS Access�PCR Tracking�x�����MS Mail�E-Mail�x�x�x�x��Requisite Pro�Requirements Mgmt�x�����

The tools supporting that subset of activities that involve schedule planning and tracking, status accounting, and plans development comprise the PMS (e.g., COSTAR, MS Project, MS Excel).  The PMS tools are the principal tools necessary  to control and monitor [XY Division] projects.  This relationship is depicted in Figure 2-3.

2.4.2	Management Plans

This OPMP defines the processes for the overall management of [XY Division] projects.  The principle vehicles are the functional management plans consisting of the MS Project Plan for each development increment and/or baseline revision and the processes defined in Appendix C-E.  These
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Figure 2-3.  The MCS/PMS Relationship

process definitions are instrumental documents that significantly influence the execution of [XY Division] projects.  In addition, the MS Project Plans are the basis for the MGR to monitor the cost and schedule of individual functions and provide the SQA Group with the schedules for reviews and audits.  As corrective actions are required, the MS Project Planís schedule and cost plans are periodically revised to reflect the current status. 

When required by the sponsor, a project-specific Software Development Plan (SDP) may be tailored from the [XY Division] standard referenced in the OPMP appendices.  In all other cases, the processes referenced and/or defined in the appendices, combined with an MS Project Plan, shall serve as the documented procedures for the management of a [XY Division] project. 

2.4.3	Metrics Reporting Systems

To support program monitoring, reports reflecting the status of all projects are developed based on metrics collected by the technical leads and LMGRs from the following areas:

Size

Effort

Cost/Schedule

Quality.

It is the LMGRís responsibility to collect project-specific metrics as specified in Appendix F.  This data is forwarded to the MO cost estimation staff where the metrics will be maintained in a database to provide a historical reference for cost estimation calibration and benchmarking for process improvement.

2.4.4	Resource Management

Technical, management, and support resources are allocated in a phased manner based on the project assignments derived from the sponsor.  Resource allocation is determined through an evaluation process that accounts for the estimated size of the task, productivity, schedule, resource availability, and risk factor assessment.  The resulting allocations are approved and authorized by the MGR.  The MGR has full authority to direct changes to the current allocation in response to program needs.

The processes and rationale used in making the assignments are based on standard estimating practices.  The basic building block of this process is the Constructive Cost Model (COCOMO)-based Cost and Schedule Estimate (CSE) which is prepared for each project by the cost estimation staff members within the MO, utilizing data from the cognizant project LMGR.  The CSE data results from an analysis of task size, complexity, history, and other cost drivers.

Program allocations are regularly monitored and assessed.  Certain [XY Division] projects may warrant special resource allocation consideration.  For example, projects with abnormally high risk will be separately addressed.  Planned progress versus actual and task size actual are monitored monthly to ensure early warning of changes in allocation needs.

Section 3.  Management Methodology

3.1	Software Development Management

The software development processes to be used on [XY Division] to develop and maintain software are described in [Appendix C].  Items addressed include:

Requirements definition and management

Program design approach

Implementation approach

Resource utilization control

Certification test philosophy and plans

Project-specific support center facilities

Programming standards and conventions

Government-Furnished Equipment (GFE) and services

Software integration

Risk areas

Schedules and milestones (see MS Project Plan template)

Resource allocation (see MS Project Plan template)

Training.

For each project, the MS Project Plan addresses project-specific increment development or baseline revision requirements for cost, schedule, and personnel resources. 

3.2	Software Configuration Management

[Appendix D] addresses the requirements, responsibilities, and process flow of the various activities relative to SCM.  In addition, the scope of the appendix implements policies and procedures relating to SCM as it is applied to the [XY Division]  projects.

3.3	Software Quality Assurance MANAGEMENT

[Appendix E] addresses the policies, practices, and procedures to be used to monitor development.  The SQA processes ensure that the design and production of the software is effective and reliable.

Additionally, the SQA processes ensure that designated development standards and management processes such as those defined in the software development processes, in the SCM processes, and applicable STPs are followed.

3.4	PROJECT TRACKING AND OVERSIGHT 

The MGR utilizes the MO staff and LMGRs to perform the functions described in the following sections.  LMGRs provide necessary data and support as indicated.

3.4.1	Progress Measurements and Methods

Progress is measured from four perspectives: performance, quality, schedule, and cost.  Each attribute is given equal emphasis to ensure that sponsors receive a product that meets the technical requirements, meets quality standards, is on time, and is within budget. 

3.4.1.1  Schedule Planning.  To develop [XY Division] schedules, CSE estimates are developed by using the PMS cost-estimating tool.  The MS Project Plan template is analyzed and tailored based on the CSE results.  The personnel requirements for each task are abstracted from the macro estimate and partitioned to the detailed entries of the MS Project Plan.  Start and duration times, together with prerequisite and interface data, are extracted from the CSE estimate and input to the MS Project Plan to generate schedules.  The resulting schedules are then analyzed for reasonableness to ensure that they fit into a compliant overall schedule.  Results, which were determined to be non�compliant are revised then input back into the estimating process.

3.4.1.2  Schedule Tracking.  Milestone progress is charted on a monthly basis.  Schedule performance data is generated at the task level and compared to the proposed schedule.  Reports are generated that provide data on performance-to-date and projected future performance.  In addition, deviations of both current and future milestones from proposed milestone dates are flagged.  The actual start dates, completion dates, task completion percentages, and actual dollar amounts expended on each task are entered into the MS Project Plan for each project.

3.4.1.3  Schedule Performance Reports.  Schedule status information is measured against the required schedule dates, and reports on performance�to�date and projected future milestone dates are made.  Deviations of "to�date" and "future�milestone�dates" from "required�dates" are flagged.  Using the MS Project Plan for each project, PMS generates variance analysis reports by comparing: Actual Cost of Work Performed (ACWP), Budgeted Cost of Work Scheduled (BCWS), Budgeted Cost of Work Performed (BCWP), and Estimate at Completion (EAC).

3.4.1.4  Schedule Reviews.  SQA reports and SCM status accounting reports are reviewed in relationship with the schedule performance reports at multiple detail levels and timing intervals to provide management early visibility into potential schedule problems and/or schedule risks.

At each review level, schedule problems and/or risks are identified.  If an actual problem (schedule variance) occurs, a problem resolution analysis is made and includes: problem severity, schedule impact (domino effect), possible resolutions, and risk associated with each alternative.

Depending upon the reviewer's authority level and the nature of the required corrective action, the reviewer either directs corrective action or recommends corrective action to a higher authority level. This process also applies to all contractor activities as well.

3.4.1.5  Progress Deviation Corrective Action.  Schedule deviation resolution is enhanced by early identification.  The PMS system will provide the following capabilities: 

Visibility to identify deviation.

Flexibility for corrective actions.

Follow�up monitoring to ensure that deviations are resolved, product quality is maintained, and the costs remain within budget.

3.4.1.5.1  Progress Variance Monitoring.  Actual progress can differ from the planned progress for many reasons.  The technical leads have the responsibility to identify task schedule deviation causes and trends at the task level and correct the deviations within his or her authority realm.  Deviations that are beyond the technical lead's capabilities to resolve, are brought to the LMGR's attention and if necessary to the MGR's attention.

3.4.1.5.2  Progress Variance Resolution.  Once a schedule variance is identified and quantified, management has several options from which to choose for deviation resolution.  Depending on the cause for the deviation, the action may be resource reallocation, reschedule the task or set of tasks, correct a performance problem, or invoke a risk mitigation contingency plan.

3.4.1.5.3  Follow�Up on Corrective Action.  The tools used to identify the initial schedule deviation, the PMS, is also used to analyze the corrective action results.  Corrective action plans are closely monitored to ensure that the plans are effectively recovering the variance schedule before other milestones or the master schedule are jeopardized.

3.4.2	Cost Management

The MO is assigned total budget tracking responsibility to ensure that the MGR has the control necessary to accomplish the program.  The MGR delegates specific cost management duties to his management team while retaining review and approval authority for all cost�related efforts.

The primary building block within our methodology is a projectís WBS as derived from the organizationís standard MS Project Plan.  It is used to direct and control the cost estimating process.

Once a valid cost baseline is established, detailed schedules are utilized to provide visibility and to be the basis for establishing the cost of work performed.  This determination is supplied monthly to establish measurement points for cost and schedule adherence.  To ensure immediate and appropriate attention, cost and schedule variances are automatically triggered for review in the integrated review process.

3.4.2.1  Methods to Ensure Cost Adherence.  Management of costs/risks is a focal point of the cost adherence plan.  A comprehensive set of processes, tools, and practices are coupled with contingency planning to ensure that costs/risks are closely monitored and controlled.

3.4.2.1.1  Cost Control.  Cost management methodology utilizes the PMS tools to track and measure the cost of work being performed.  It automatically highlights deviations from the plan for immediate management attention.  LMGRs employ input in the form of cost milestone status via monthly management reports to develop a BCWP.  This is a measure of budget adherence which is used to determine where management attention must be focused.

3.4.2.1.2  Contractor Cost Control.  Cost management practices for contractors include formal methods for monitoring and controlling contractor cost performance and minimizing risk. Specific contractor tasks are identified and are detailed in the PMS.  Enforced flow�down of technical, schedule, and contractual requirements are incorporated into individual statements of work in each Delivery Order.  Contract management has been given the dual responsibility of ensuring that lines of communication remain open for the exchange of information and negotiated agreements are not compromised.

[XY Division]  uses a review and reporting system that requires contractor evaluation and is consistent with contracting requirements. A monthly contractorís status report including any variances in cost, schedule, or technical performance will be included in the monthly program reviews.  The same problem identification and resolution procedures used by the MGR have been extended to the contracts, to ensure management visibility and to guarantee that proper and prompt attention is given to risk management and reduction on a program-wide basis.

The LMGRs manage the contractor costs directly.  They are chartered with the responsibility of monitoring contractor costs and schedule for adherence to budget.  They will report directly to the MGR and the COR, thus ensuring that the MGR will have immediate insight into all contractor cost control.

Contractors are required to maintain an office at their facility should the LMGR find it necessary to reside on-site to monitor their activities more closely.  Contractor monitoring is done on a technical basis by the technical leads, on a financial basis by the LMGR and on an overall program basis by the MGR.  Problems surfaced at the monthly subcontractor reviews are either resolved during the review or are assigned to the technical lead of the performing group for subsequent resolution.

3.4.2.2  Cost Variance Measurement.  PMS is the vehicle for tracking cost variances.  At the start of a project, or a baseline revision, WBS levels are entered into an MS Project Plan to form the framework for cost�variance measurement.

Milestones are monitored, and noted variances reviewed to determine program impact and establish corrective action plans.  Out-of-tolerance variances are assessed by the responsible LMGR and reviewed with the MGR.  Internal cost and schedule reviews are held for the duration of the effort. Reviews assess cost trends and analyze cost and schedule variances, with variances determined by comparing elements of BCWP against ACWP and BCWS.  If a variance reaches a predetermined threshold, as defined in the Risk Management Plan, it is brought to the immediate attention of the responsible LMGR for assessment and formulation of a corrective action plan.  Threshold limits are set by the MGR and documented in a risk management plan and adjusted, as appropriate, based on trend analysis and risk identification.  Variances, either positive or negative, are automatically triggered and output by the PMS system.

3.4.2.3  Cost Variance Corrective Action.  Periodically, the MGR conducts a formal program review to review costs, schedule and status.  During the cost portion of the review, two types of information are used.  The variance analysis form is utilized to describe specific cost variances (positive or negative) which are greater than MGR�established thresholds for the task�to�date.  It is also used to assess the variances' program impact and recommended corrective action.  For each variance the MGR either approves the recommended corrective action or directs that further analysis/planning is to be done and reported on within a week.  In this manner, all cost variances are immediately acted upon before they are allowed to become significant.

Once a variance has been identified and quantified, the MGR has a number of options from which he or she may choose to correct the problem.

In all cases, the MGR maintains total control over the resolution of the problem.  If either the problem or the corrective action taken constitutes a program risk, the risk is quantified, minimized as much as possible, added to the risk management list and a management plan drawn up.

Since it is possible that some cost problems cannot be rectified from within the [XY Division] resources, the MGR may also elect to draw upon the significant resources of other SSC SD or sponsor organizations. 

Section 4.  Boards and Working Groups

4.1	Boards

Configuration management of the software program shall be accomplished by utilizing two levels of Configuration Control Boards (CCBs).  The first level is called the System Configuration Control Board (SCCB) and is chaired by the appropriate sponsor of each project, and the second is the LCCB for each project chaired by a Software Development Group LMGR. 

4.1.1	System Configuration Control Board

Within a project sponsorís office, the SCCB has the overall responsibility for controlling the system configuration and subsystem interfaces of the software program.  Approved changes to the system program will be monitored by this board.

The [XY Division] MGR, serving as the CMA has the authority to develop, process, and recommend approval/disapproval of change actions for the assigned project software programs.  The CMA, coordinating the various LCCBs, exists as a support function to a sponsorís Program Office (PO), who has final approval/disapproval authority for Class I Engineering Change Proposals (ECPs).

4.1.2	Local Configuration Control Board

The software LCCB is established from representatives of each discipline responsible for the planning, design, development, test, and delivery of the project software.  The software project LCCB is established under authority of the MGR and is responsible for controlling and coordinating changes to a project's baseline software. 

Once a product baseline has been formally established, all changes shall be controlled and coordinated by the LCCB.  The LCCB shall review each change request and determine which Class category applies.  If it is a Class I change (i.e., impacts system configuration and/or interfaces), the LCCB shall review the change and forward recommendations to the appropriate SCCB for action.  If the change is a Class II (i.e., impacts software without qualifying as Class I), the LCCB shall determine the acceptability of the change.  Following evaluation, the  LCCB shall recommend the disposition of the proposed change.  Approval/disapproval/defer of Class II changes shall be within the jurisdiction of the  LCCB.  All approved Class II changes shall be forwarded to the appropriate SCCB for concurrence of classification.

4.2	Working Groups

4.2.1	Interface Control Working Group

When required, an Interface Control Working Group (ICWG) will be organized by the MGR. 

4.2.1.1  ICWG Membership.  Each Software Development Group shall be responsible for providing a representative to the ICWG who is empowered to commit the Software Development Group to specific interface actions and agreements.  The representative is responsible for the following items:

Participation in all ICWG meetings.

Providing drafts of any interface control documentation, tasked to the member, at a specified period prior to the ICWG meeting where it will be discussed.

Updating, releasing, and controlling interface documentation reflecting the ICWG decisions back to the Software Development Group staff the member represents.

4.2.1.2  ICWG Chairperson.  The MGR shall designate an ICWG Chairperson from the respective software projects.  The ICWG Chairperson shall be accountable to the PO to report interface problems as they are surfaced by the ICWG.  The Chairperson shall be responsible for the items:

Scheduling ICWG meetings.

Providing the meeting space and administrative support.

Distributing interface control documentation to be addressed at the upcoming ICWG.

Conducting the ICWG meetings.

Record, track, and update action items.

Making interface decisions when they can be implemented within the current scope of the contracts of the participants.

Coordinating ECPs, as required.

Ensuring the minutes of ICWG are recorded and distributed.

Ensuring that updated interface control documentation reflecting the ICWG decisions is distributed within the time frame agreed to by the affected participants.

4.2.2	Software Engineering Process Group

The [XY Division] Software Engineering Process Group (SEPG) is responsible to the MGR for the development and maintenance of the organizationís standard software engineering processes.  The SEPG provides an arena for discussion of software engineering processes and promotes the gathering and dissemination of information on those processes. 

The SEPG shall collect process metrics to be used in the analysis of the organizationís standard process.  The processes will be analyzed to ensure they are being adapted properly and to determine those processes that need improvement.  The SEPG will develop and perform and/or procure any required training necessary to implement process improvement within the organization.  The SEPG interfaces with the Centerís Software Engineering Process Office (SEPO) to exchange knowledge on software engineering processes and process improvement.  The relationship between SEPO and the [XY Division] SEPG is seen in Figure 2-1.  SEPO establishes overall Center  software engineering policy and guidance, while the SEPG assures sound application of that policy and guidance within the [XY Division] projects.

4.2.2.1  SEPG Membership.  Each LMGR shall be responsible for providing a representative to the SEPG.  The representative is responsible for the following items:

Attending all SEPG meetings.

Providing draft issue papers, as tasked to the member, at a specified period prior to the SEPG meeting where it will be discussed.

Updating, releasing, and controlling technical memorandum reflecting the SEPG decisions back to the staff represented by the member.

Distributing copies of  released documents to the staff represented by the member.

4.2.2.2  The SEPG Chairperson.  The MGR may serve as the SEPG Chairperson, although the task will more often be assigned to an LMGR.  The SEPG Chairperson shall be accountable to the MGR to report problems as they are surfaced by the SEPG. This Chairperson shall be responsible for the following items:

Scheduling meetings.

Providing the meeting space and administrative support.

Distributing issue documentation to be addressed at the upcoming SEPG.

Conducting the SEPG meetings.

Record, track, and update action items.

Ensuring that the minutes of the SEPG meeting are recorded and distributed.

Ensuring that decisions are distributed within the time frame agreed to by the affected participants.

4.2.3	Computer Resources Working Group

The Computer Resources Working Group (CRWG), chaired by the MGR, is responsible for determining computer resources to meet specified requirements.  The CRWG will assist in ensuring that planning, development, and acquisition of computer resources comply with established Navy policy, procedures, plans and standards.  The CRWG provides an arena for discussion of computer resources required for development, testing, training and support.  The CRWG also provides technical support to the appropriate SCCB.

4.2.3.1  CRWG Membership.  The Software Development Group and SW T&E Group shall be responsible for providing a representative to the CRWG.  The representative is responsible for the following items:

Attending all CRWG meetings.

Providing draft issue papers, as tasked to the member, at a specified period prior to the CRWG meeting where it will be discussed.

Updating, releasing, and controlling technical memorandum reflecting the CRWG decisions to the group the member represents. 

4.2.3.2  The CRWG Chairperson.  The MGR may serve as the CRWG Chairperson, although the task may be delegated to a LMGR.  In that case, the CRWG Chairperson shall be accountable to the MGR to report problems as they are surfaced by the CRWG. The Chairperson shall be responsible for the following items:

Scheduling meetings.

Providing the meeting space and administrative support.

Distributing issue documentation to be addressed at the upcoming CRWG.

Conducting the CRWG meetings.

Record, track, and update action items.

Ensuring the recording and distributing the minutes of the CRWG meetings.

Ensuring that decisions are distributed within the time frame agreed to by the affected participants.



Section 5.  Security

<This section is used to define the security management procedures and requirements to be applied within the organization to meet project sponsor direction.  The detail of this section are in proportion to the sensitivity of the supported projects.>

5.1	Security Management for [XY Division]

	

	[TBD]

5.2	Security Considerations 

As required, all personnel will have at least a Department of Defense (DoD) Secret clearance.





Section 6.  Risk Management

<This section serves as an example of a risk management approach.  The data used in the tables is for illustrative purposes only and should be modified to fit the risks of each organization and its projects.  The focus of this risk approach is on the management of an organization supporting multiple projects.  In addition, each project would need to develop a project-specific risk management plan (See the SEPO Homepage for guidance). >  

6.1	Risk Mitigation/Correction

An organization the size and scope of [XY Division] requires disciplined system engineering practices, and risk analysis and abatement plans initiated early enough to enable risk mitigation.  Risk scope is tied to the business base complexity and goals.  Risk analysis is an iterative process, seeking to identify potential problem areas, quantify associated risk, assess the effects, and develop corrective action plans or possible solutions designed to reduce or eliminate risk.  This section describes the risk management methodology and risk areas collectively affecting [XY Division] projects.

The MGR employs a methodology that manages risk impacts in each phase of development and/or life cycle support.  The cornerstone of this methodology is early identification of potential problems coupled with methods to reduce impacts.  Identification is accomplished through an on�going engineering and management review process.  Program variances are identified early; corrective actions are planned and implemented before a problem becomes major.  Milestones provide a quantitative measure for monitoring corrective actions; the review process provides feedback on whether the plan is accomplishing the desired results or further action is required.

6.2	Risk Categorization

Five possible risk areas have been identified and categorized in Table 6�1. 

Table 6-1.  Risk Areas and Initial Risk Categorization

Risk Areas�Initial Risk

Categorization��Management Risks���Requirements Volatility �High��Schedule Adherence �Moderate��Cost Divergence�Moderate��Multi-Project Maintenance/

Development Co-ordination Problems�Low��Technical Risk���Inadequate System Performance�High��6.3	Risk Analysis

The areas identified in Table 6�1 are analyzed.  A Risk Potential and Risk Consequence Vector (Table 6-2), and Risk Priorities Matrix (Table 6-3) are used to determine risk areas and their associated interrelationships.  The factors listed in Table 6�2 are used to perform a preliminary risk categorization.  This method is used because it, not only, identifies potential problem areas, but also provides a priority according to their effect on the program.

Risk analysis uses two variables, the Probability of failure (Pf) and the Consequence of failure (Cf), and attempts to evaluate three interrelated program attributes: technical performance, cost, and schedule.

Table 6-2.  Risk Potential and Risk Consequence Vector
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The areas in Table 6-1 are rated using the Pf and Cf attribute factors listed in Table 6�2.  Individual Pf and Cf ratings are then combined to determine Risk factor (Rf) using the following formula:

	Rf = Pf + Cf � (Pf x Cf) where:

	Pf = Pm + Pc + Pd  and  Cf = Ct + Cc + Cs 

                              3                                  3

Pm is Probability of failure due to software maturity, Pc is Probability of failure due to software complexity, Pd is Probability of failure due to dependency on other items, Ct is the Consequence of failure due to technical factors, Cc is Consequence of failure due to changes in cost, and Cs is Consequence of failure due to changes in schedule.  After an Rf is determined for each area, the factor is used in the Risk Priorities Matrix, Table 6-3, to determine which risk areas could have the greatest program impact.

A Risk Priorities Matrix is used to assign a program priority weight to each identified area.  This matrix forces a decision on which item is more important or critical to the total program.  After a decision on each matrix pair is made, the number of times a specific area is circled is summed, and that sum becomes the factor weight for that risk area.  When a factor weight for each area is determined, it then is multiplied by the Rf for the respective item.  The product of the risk area factor weight and risk factor rating is the Item Risk (IR).  The program's high risk areas are selected by comparing each item against the others; the item with the highest IR number is the highest risk.

After the program risks are identified, a technical review of each is done to determine courses of action to be taken to abate/reduce its risk. After categorizing the high, moderate, and low risks associated with a project, courses of action are taken to mitigate the risks.

Table 6-3.  Risk Priorities Matrix
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6.4	Risk Management Methodology

Tools and procedures for analyzing and managing program risk place tight controls on both the required developmental process and risk identification/reduction.  Updates to action items, based on development status and resulting from internal and external reviews, will occur periodically.

A risk management plan, developed separately under the direction of the MGR, provides for identification  of risk, the probability of occurrence, potential impact, and contingency actions. 

6.4.1	Contractor Risk Management

Contracting represents a significant part of a major effort, and poses some risk.  Management practices include formal methods for monitoring, evaluating, and controlling contractor performance, thus minimizing risk.

Contractor technical interface is established by the MGR.  Design reviews, development progress, configuration audits, risk analysis, trade�offs, and appropriate program requirement flowdowns are under the cognizance of the MGR.  The LMGRs are responsible to the MGR for establishing the technical performance parameters that are tracked and correlated with cost and schedule data.

The LMGRs and Technical Leads furnish technical direction that describes how the contractors will meet their task requirements.  The contractors provide plans detailing how they will adhere to contract requirements and how they will establish and report their progress.  The contractors are required to supply information to the level of detail necessary to assure the MGR that the cost and schedule reports provide accurate and meaningful data.  At monthly contractor In�Process Reviews, they must provide accurate and meaningful data.  At contractor In�Process Reviews, non-technical and technical risk areas are highlighted.  This data allows both the LMGR and the contractors to foresee problem areas and take appropriate action to avoid or minimize [XY Division] risks.

Section 7.  Organizational Training

7.1	Training Objectives

This section describes the [XY Division] training program and assigned responsibilities necessary to develop and maintain staff skills required for project support.  Personnel assigned to [XY Division] are required to complete technical training to enable the staff to proficiently carry out their assignments.  In addition, training for personnel newly-assigned to the organization is required to familiarize them with both the organization and the common processes used to support the assigned projects. 

7.2	Training PHASES

The training is compartmented into six distinct phases, some of which will apply to each staff member, depending on their own personal background and training.

7.2.1	Phase I.  Orientation Training   

This includes generalized, low-level courses that introduce all personnel to the [XY Division].  The objective of Phase I is to provide the trainee with an understanding of the roles, responsibilities, and fundamental processes as defined in this OPMP.  In addition, these courses provide a technical basis or reference point upon which all future training builds.  Examples are such courses as an “Introduction to the [XY Division] Organization”, “[XY Division] Management Process”, etc.

7.2.2	Phase II.  Basic Fundamentals/Background 

These courses consist of short, generalized material that will enable a newly-assigned staff member to form a framework for the assimilation of the specialized training required for their position in the organization.  Courses that fall into this category include an overview of the system architecture for the specific project they will be supporting and basic courses in the disciplines they will be using (e.g. system operator training).

7.2.3	Phase III.  Technical Development Training

These courses provide detailed instruction in a required technical discipline or a specific product.  For example, an individual assigned maintenance of a JAVA program may be assigned to a commercial class for the JAVA language to develop the requisite language skills. 

7.2.4	Phase IV.  Formal School Training  

Certain personnel may be assigned to a formal technical school both for career enhancement as well as broadened expertise.  For example, an individual assigned to support a specific piece of equipment, or software, may be assigned to a formal school to develop the requisite knowledge and acquire formal certification in the specific field.  A good example is attaining Certified Network Engineers status for key technical staff members to support customer network requirements.

7.2.5	Phase V.  Specialized Training  

These courses will be specifically focused on processes necessary to support one or more projects within the organization.  Examples would include seminars and conference on configuration management, quality assurance, test methodologies, etc.

7.2.6	Phase VI. Continuing Education  

These courses are those that provide professional development of the individual staff member and where such training would return to the organization in the form of an enhanced level of knowledge and/or professionalism.  Examples would include the attendance by a staff member in courses at a university or college that would lead to a formal graduate or undergraduate degree.  

7.3	Program of Instruction

Each LMGR will be responsible for developing a Program of Instruction (POI) for each staff member under their cognizance.  This POI will focus on the [XY Division] management organization and processes, and the disciplines necessary to fulfill the roles and responsibilities of the branch.  The POI will provide education in accordance with the defined training phases and be consistent with the knowledge required of each labor category and grade.  Figure 7-1 outlines a possible POI for a new staff professional.

Table 7-1.  Sample Program of Instruction Outline

Phase I  (Mandatory)��a. Organization and Mission��b. Duties and Responsibilities ��c. Process Fundamentals (Development, CM, SQA) ��Phase II  (Mandatory)��a. System Overview��b. System Initialization and Operations��Phase III  (Optional)��a. JAVA Language Training��b. UNIX��Phase IV  (Optional)��a. Certified Network Engineering School (Novell)��Phase V  (Optional)��a. State of Art Network Technology Seminar��b. Networking Test Methods Conference��Phase VI  (Optional)��a.  MS Computer Science��

Classes in the noted areas are scheduled at appropriate times during the development phases of the program.  In most cases, these were existing externally-provided courses, tailored to the needs of the [XY Division].  As new people are assigned to a project, their training needs are assessed by their LMGR.  If they have missed a needed training class, they  will be assigned to a member of the team for On-the-Job Training (OJT).

7.4	Supervised On-The-Job Training

A one-on-one instructor-to-trainee OJT program that will enable a new staff member to more rapidly assimilate all of the intricacies related to their job may be conducted concurrently with the specified phases.  The duration of OJT may be anywhere from one to twelve months.  It will be the supervisorís responsibility to determine if the OJT fulfills any of the requirements as formally defined in a staff members POI. 

7.5	Coordination

The bulk of the training will be both taught and monitored by [XY Division] personnel.  The training budget, as established by the MGR, must accommodate external source training and formal schools training.  The budget will be planned during the annual budget review process.

�Appendix A.  Software Development Policies 

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

A.1	Software Development Policies

The [XY Division] will comply with the software development policies established for the Space and Naval Warfare (SPAWAR) Systems Center San Diego (SSC SD) and maintained on the Software Engineering Process Office Homepage.  The SSC SD policies implement, across the center, the Key Process Areas of the Software Engineering Institute’s Capability Maturity Model Level 2 and Level 3.

If required by a sponsor, a project can tailor the policies, in accordance with the direction contained in the ìSSC San Diego Software Project Planning Processî document, to generate project-specific software development policies.  However, the tailored policies shall contain as a subset those established by the Center.  



�Appendix B.  Requirements Management Process

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

B.1	Implementation

The [XY Division] will apply software requirements management in accordance with processes defined in the ìRequirements Management Guidebookî found on the Software Engineering Process Office Homepage.  The guidebook defines a standard approach for requirements management to be used throughout the organization.  This appendix serves as the divisionís application of the guidebookís processes to support assigned projects.

The divisionís Requirements Management Database (RMDB) program is designed to ìengineerî the customerís original (source) requirements so that the derived requirements can be used by software developers, system engineers, testers, Software Quality Assurance and other project personnel. RMDB supports these project personnel by associating each source requirement within a [XY Division] project with related characteristics such as requirement class, attributes and key words.  Once this is done, project personnel can then manipulate the RMDB to support their specific need (e.g., design, implementation, testing or verification).

B.1.1	Source Documents

Source documents are defined as any documents that contain software requirements.  Source documents may contain a complete list of all requirements for the entire system, a section of the system, or a partial list of system requirements.  Consequently, some documents may contain requirements that are duplicated in other source documents.  RMDB facilitates extracting (stripping) requirements from source documents, automatically assigns a project-unique identifier to all requirements and allows source documents to be reconstructed from engineered requirements.  RMDB can also focus multiple requirements derived from different source documents into one requirement while maintaining traceability back to the original source document.  Requirements from source documents are entered into RMDB by the [XY Division] Requirements Management Team (RMT) and validated by the respective project technical leads.  Source documents would include, but not be limited to, System Segment Specification (SSS), Interface Control Documents (ICDs), etc.

B.1.2	Class Definitions

RMDB uses the following three general types of data classes:

Requirement Class - Defined by the RMT lead.  Used to group customer-defined requirements data.  For example, the SSS and Software Requirements Specification (SRS).

Project Class - Used to group projects within RMDB.

Product Class - Used to group project-generated data such as design, source code, and  test descriptions for Computer Software Configuration Items.

Individual requirement classes are linked to other classes by a relationship.  These relationships are defined by the RMDB user and are the primary means of requirements traceability.  Each class can be linked to as many other classes as desired.  The link can be established as a 1-to-1 (direct link), 1-to-many (requirement expansion), or many-to-1 (requirement focusing) relationship.

For a specific project, source documents are defined as being of class ìrequirement.î  When a source document is ìstrippedî of its requirements, a relationship, or link is established between the source document and its project class -- the central repository requirements class for the project.  The project class collects ALL requirements for that project. 

B.1.3	Requirements Normalization

There will be many instances in the project where a stated ìrequirementî is actually a set of requirements within a single statement.  If left as stated, these multiple requirements could create misunderstandings as to the customerís intent.  Thus, it becomes important to restate (or ìnormalizeî) a requirement so as to eliminate these potential misunderstandings.  Requirements normalization, then, is the process whereby ambiguous or unclear requirements are restated as discrete entities so as to remove any ambiguity.  This process is key because it performs the following functions:

Breaks requirements statements into discrete requirements

Checks for testability

Checks for closure clarity

Identifies the source point for the requirement.

The RMT will normalize requirements after they have been linked into a projectís database.  The requirements paragraphs, as stated in the source documents, will be broken up into individual, discrete, testable requirements.  The normalization process will likely produce a large number of individual requirements from the original source requirements.  It should be noted, however, that normalization has no effect on traceability.  Rather, it establishes a set of children/grandchildren that clarify/quantify the parent requirement.

B.2	Schema

One of the more important features of an RMDB is that it provides the user the ability to define a project-specific schema.  A project is organized around a document hierarchy, beginning with source documents provided to the project (e.g., the SSS) and continuing through project-generated documentation: SRS, Interface Requirements Specification (IRS), Software Design Document (SDD), etc.  The RMDB tool schema parallels this document hierarchy.  For a project, individual source documents will have their requirements entered into separate classes.  Each of these classes will then be linked to a single class that will group all of the projectís requirements.

Just as the project has an SSS that captures all the requirements of the system, the RMDB has a comparable Class SSS that captures all of the databased project requirements that apply to the SSS.

In a like manner, the Software Test Plan can be entered into RMDB just as any source document.  Its requirements will then be linked to the SRS then further linked to a specific CSCI or Software Unit (SU).  In this manner, test traceability will be maintained.  Reports can be produced that provide a list of test requirement traceability from a specific requirement, to a test,  to a CSCI/SU and from a CSCI/SU back to a test, then to its spawning  requirement.

B.2.1	Requirements Database Attributes

In addition to tracking requirements, an RMDB allows the user to produce listings of requirements based on associated attributes.  Each requirement has attached a list of attributes that can be used to manipulate, sort and view lists of requirements that have a specific value in attribute fields.  Each class may have its own list of attributes in addition to the core attributes defined in Table B-1.  However, all individual requirements assigned to a single class should have the same attribute lists.

The suggested core attributes are described in Table B-1.

�Table B-1.  Core Attributes

Attribute�Description��Requirement Key�A project-unique identifier.��Requirement status�Whether the requirement is current, replaced by a child, or focused into another requirement.��Stability�An evaluation of the state of the requirement.��Source requirement�The ultimate ìancestorî requirement if this is a child.��Document ID�The name of the source document.  Can be determined from Requirements Class.��Paragraph ID�The source document paragraph number from which the requirement was stripped.��Time/Date created�Self-explanatory.��Last modified�Self-explanatory.��

The attributes described in Table B-2 are an example of user-defined attributes for a System Segment Design Document (SSDD)-level requirements database.

Table B-2.  Example SSDD Attributes��Attribute�Description��Requirement Key

or

Catalogue Number�The requirement key, starting with 0001 and incrementing by 1 for each successive requirement added to the system.��Para_ID�Label referencing the parent documents (i.e., SSDD) paragraph  number.��Requirement Status�Status of requirement as follows:

0 - Current

1 - Replaced (by new version)

2 - Substituted (expanded to multiple requirements)

3 - Focused (combined with others to a single requirement)

4 - Deleted.��Requirement Text�Text describing the requirement.��Parent_Document�Title of document spawning the requirement.  Allows traceability of requirement to higher level.��Creation Date�Date of original establishment in the database.��Last_Modified�Date of last update to database entry.��Comments�Field for comments clarifying decisions concerning the requirement.��Revision_ID�Revision and/or build planned for implementation.��CSCI_ID�Planned CSCI allocation for the requirement.  Allows traceability to lower-level design document.��Test_Plan�Planned Test Plan/Case covering requirement test.  Allows traceability of requirement to appropriate test.��Derived�Yes or No concerning origin of requirement.��Intensity_Level�Field controlled by IV&V team specifies intensity level for IV&V evaluation.��Stability�An evaluation of the state of the requirement.  For example:

0 - A hardened, stable requirement

1 - Minor change possible due to technology problems

2 - Unstable, technology or project problems may cause change

3 - Very unstable, requirement an abstract idea.��Testability�An evaluation of the testability of the requirement.  For example:

0 - Testable, see associated method

1 - Requires minor clarifications to be testable

2 - Not testable, lack required specifics.��Test_Methodology�An evaluation of the test method appropriate.  For example:

0 - Specific functional test.

1 - Demonstration (i.e., inherent in global execution of a functional test or overall system test).

2 - Analysis.

3 - Inspection.��Criticality_Level�An evaluation of the criticality of the requirement from an operational perspective.  For example:

0 - non-critical, enhance usability, readability, etc.

1 - Maintenance critical (key to backup or maintenance functions.

2 - Operational critical (key to mission success)��Integrity_Rating�A technical rating assigned to quantify a requirements completeness, quality, and technical soundness.  For example:

0 - No problems exist

1 - Minor editorial or clarifications needed

2 - Major substance issues need to be addressed.��B.3	Document Support Concept

Typically projects are document-driven, in that requirements are stated in formal specifications and are then redefined in various project documentation.  RMDB will contain both the requirements from the formal specifications, as well as the project-derived requirements against which each step of the development process must be measured.  Thus, RMDB will participate in each step of the development process.

RMDB can produce a variety of project documentation.  It can produce informal reports/listings or, it can produce formal reports or project documents.  In addition, it can recreate the source documents using the requirements that have been normalized and engineered during the requirement engineering process.  Figure B-1 illustrates these activities.
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Figure B-1.  RMDB Document Support within a Project

B.3.1	Reports

RMDB provides for a wide variety of reports.  These reports can be customized to meet the needs of the project.  The reports listed below have been identified for project usage (NOTE: this is not a complete listing as more reports can be developed as the project progresses or as the need arises.):

Requirements Traceability Matrix - Compares requirements for each project phase against applicable project documents to ensure requirements have been met.

Discrepancy Listing - Notes instances where project requirements have not been met.



�Appendix C. Software Development PROCESSES 

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

C.1	Software Development PROCESSES

The [XY Division] will apply software engineering in accordance with processes defined in Section 5 of the Software Development Plan (SDP) Template as found on the Software Engineering Process Office (SEPO) Homepage.  The SDP Template outlines the standard software development process used throughout the organization.

If required by a sponsor, a project can tailor the SDP Template, in accordance with the direction contained in the ìSSC San Diego Software Project Planning Processî document, to generate a project-specific SDP.  

All projects will produce baseline-specific Microsoft Project plans (See Attachment 1).

C.2	 General Plans For Software Development

Software development employed by the SDP Template conforms to MIL-STD-498.  The development approach in the SDP Template applies Level 2 and Level 3 software engineering process key practices in accordance with the Software Engineering Institute’s (SEI) Capability Maturity Model (CMM), and product evaluation procedures recommended by Space and Naval Warfare (SPAWAR) Systems Center San Diego (SSC SD)ís SEPO.  Table C-1 lists the specific Level 2 and 3 Key Process Areas (KPA) of the SEI CMM incorporated into the SDP Template.  Note that the SDP does not address all of the CMMís Level 2 and 3 KPAs, requiring a document such as the OPMP for full coverage.

Table C-1.  Applicable SEI CMM Processes

Software Process�SEI CMM Level��Requirements Management�Level 2��Software Project Planning�Level 2��Software Tracking and Oversight�Level 2��Software Contractor Management�Level 2��Software Quality Assurance�Level 2��Software Configuration Management �Level 2��Organization Process Focus�Level 3��Organization Process Definition�Level 3��Software Product Engineering�Level 3��Peer Reviews�Level 3��

The processes in the SDP Template are designed to define a software approach that will implement software in an incremental series of builds upon the chosen architecture.  The SDP Template processes integrate reusable software from existing sources with newly-developed software.  Software design and coding are performed by the Software Development Group using an object-oriented design approach, generating class and object process interaction diagrams.  Artifacts and evidence of results of software development activities are placed in Software Development Files and Software Engineering Notebooks.  These artifacts, along with pertinent project references are maintained in a Software Development Library and made available to support management reviews, metrics calculations, quality audits, product evaluations, and preparation of product deliverables.   

Following integration testing of reusable and new software units by the Software Test and Evaluation Group, a Formal Qualification Testing is performed in accordance with processes defined in Section 5 of the SDP Template.  A Software Test Plan will have been prepared by the appropriate organization and test cases will be executed as defined in Software Test Descriptions.  This will generate Program Change Requests to document errors identified during test analyses and provide corrective direction to the development team.  This process will be repeated until the product realizes the desired level of quality.



�Appendix D.  Software configuration management Processes 

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

D.1	Software Configuration Management

The [XY Division] will apply software configuration management in accordance with processes defined in Section 3 through Section 11 of the Software Configuration Management Plan (SCMP) Template as found on the Software Engineering Process Office Homepage.  The SCMP Template outlines a standard Software Configuration Management (SCM) process to be used throughout the organization.  The processes in the SCMP Template are designed to define a configuration management approach that will support development of software in a single build, or as an incremental series of builds.  If required by the sponsor, each project can tailor the SCMP Template, using the process described in the ìSSC San Diego SCM Process” document to generate a project-specific SCMP.

D.2	General Plans For Software Configuration Management 

Software configuration management employed by the SCMP Template conforms to the guidance of MIL-STD-498.  In addition, the approach  embraces selected Level 2 and Level 3 software engineering key practices in accordance with the Software Engineering Institute’s Capability Maturity Model.

The SCMP Template describes the practices to be applied consistently and uniformly throughout the life cycle for Computer Software Configuration Items that are developed or maintained by the [XY Division].

The principle objectives of SCM is to provide Configuration Identification, Configuration Control, Configuration Status Accounting, and Configuration Audits.  Activities supporting these objectives are defined in the applicable sections of the SCMP Template.



�Appendix E.  Software quality assurance Processes

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

E.1	Software Quality Assurance

The [XY Division] will apply software quality assurance in accordance with processes defined in Section 2 of the ìSSC San Diego Software Quality Assurance (SQA) Processî document found on the Software Engineering Process Office Homepage.  The SQA document defines standard software quality assurance processes that can be used throughout the organization.  The processes in the SQA document are designed to define a software quality assurance approach that will support development of software in single build, or as an incremental series of builds.  When required by the sponsor,  each project will develop an SQA Plan (SQAP) using the process described in the ìSSC San Diego SQA Processî document to generate a project-specific SQAP.

E.2	General Plans For Software Quality Assurance 

Software quality assurance as employed by the ìSSC San Diego SQA Processî document conforms to the guidance of MIL-STD-498.  In addition, the approach embraces Level 2 and Level 3 software engineering key practices in accordance with the Software Engineering Institute’s Capability Maturity Model.

SQA is responsible for ensuring compliance with project-specific requirements as delineated in a statement of work or other project-defining document.  The SQA organization assures the quality of deliverable software and its documentation, non-deliverable software, and the engineering processes used to produce software.   

�Appendix F.  Project Metrics

<Note: The contents of this appendix is considered as guidance in nature rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

F.1	Project Metrics

The [XY Division] projects will apply metrics in accordance with processes defined in the “Software Project Tracking and Oversight (SPTO) Process” document found on the Software Engineering Process Office Homepage.  The SPTO process document establishes the requirement for a Software Measurement Plan (SMP) and outlines standard metrics to be collected by all projects within the [XY Division].  If required by the sponsor, each project can tailor the SMP example, using the process described in the ìSSC San Diego SCM Processî document to generate a project-specific SMP.

F.2	 General Plans For Project Metrics 

The approach contained in the SPTO document implements Level 2 software engineering key practices applicable to project measurement as defined in the Software Engineering Institute’s Capability Maturity Model.

An overview of the SPTO process is presented in Figure F-1.  This process is intended to meet the following requirements:

Gather data required for implementation of the Risk Management Plan

Provide data for project reviews

Comply with the measurements as stated in the project’s Software Development Plan.
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Figure F-1.  The SPTO Process

�Appendix g.  Facilities

<Note: The contents of this appendix are considered guidance rather than providing a template.  Each organization will have to draft an approach that best fits their needs.>

G.1	Government Furnished Equipment

Listed below is the equipment suites installed in [XY Division] facilities:

	[TBD]

G.2	Facilities Management

The following paragraphs describe the facilities and their operations.

G.2.1	Program Development Facilities

	[TBD]

G.2.2	Program Test Facilities

[TBD]

G.2.3	Maintenance

The equipment is maintained under maintenance contracts.  All maintenance is performed in accordance with the manufacturer’s recommendations.  Standard software products are maintained under software maintenance contracts that will supply upgrades and hot-line support for any software problems.  All equipment is located in computer rooms that have the required power and climate control systems.

G.2.4	Operations

All equipment operation functions are provided by [XY Division] Staff.  This includes system backups, system upgrades, configuration changes, scheduling, and ordering and maintaining supplies.  Configuration of all equipment is in accordance with the manufactureís installation and maintenance manuals.

�Appendix H.  Software Process Maturity Questionnaire 



Table H-1.  Capability Maturity Model, version1.1, Compliance Table (4/94)

KPA�OPMP Reference��1.  Requirements Management.�LEVEL 2��1. Are system requirements allocated to software used to establish a baseline for software engineering and management use ?�Section 2.3.2 and Appendix B��2. As the systems requirements allocated to software change, are the necessary adjustments to software plans, work products, and activities made?�Para 2.3.3, 2.4.2, 3.4, and Appendix C��3. Does the project follow a written organizational policy for managing the system requirements allocated to software? �Para 2.3.2 and Appendix B��4. Are the people in the project who are charged with management responsibilities for allocated requirements trained in the procedures for managing allocated requirements?�Section 7, SSC San Diego RM Guidebook��5. Are measurements used to determine the status of the activities performed for managing the allocated requirements (e.g., total number of requirements changes that are proposed, open, approved, and incorporated into the baseline)?�Paragraph 2.4.3 and Appendix F��6. Are the activities for managing allocated requirements on the project subject to SQA review?�Para 2.3.6 and Appendices B, E��2.  Software Project Planning.�LEVEL 2��1. Are estimates (e.g., size, cost, and schedule) documented for use in planning and tracking the software project?	�Paragraph 3.4.1.1��2. Do the software plans document the activities to be performed and the commitments made for the software project?�Appendix C, Attachment 1��3. Do all affected groups and individuals agree to their commitments related to the software project?�Paragraph 2.4.2��4. Does the project follow a written organization policy for planning a software project? �Appendix A��5. Are adequate resources provided for planning the software project (e.g., funding and experienced individuals)?�Para 2.4.1 ��6. Are measurements used to determine the status of the activities for planning the software project (e.g., completion of milestones for the project planning activities as compared to the plan)?�Paragraph 2.4.3, 3.4.1, and  Appendix F��7. Does the project manager review the activities for planning the software on both a periodic and event-driven basis?�Paragraph 3.4.1.4��3.  Software Project Tracking and Oversight.�LEVEL 2��1. Are the project's actual results (e.g., schedule, size, and cost) compared with estimates in the software plans?�Para 3.4.1, 3.4.2��2. Is corrective action taken when actual results differ significantly from the project's software plans?�Para 3.4.1.5��3. Are changes in the software commitments agreed to by all affected groups and individuals?�Para 3.4.1.1��4. Does the project follow a written organizational policy for both tracking and controlling its software development activities?�Appendix A��5. Is someone on the project assigned specific responsibilities for tracking software work products and activities (e.g., effort, schedule, and budget)?�Para 2.2.2, 2.3.1, 2.4.3, and 3.4��6. Are measurements used to determine the status of the activities for software tracking and oversight (e.g., total effort expended in performing tracking and oversight activities)? �Para 2.4.2 and 3.4.1.3��7. Are the activities for software project tracking and oversight reviewed with senior management on a periodic basis (e.g., project performance, open issues, risks, and action items)?�Para 2.4.1 and 3.4.1.4��4.  Software Subcontract Management�LEVEL 2��1. Is a documented procedure used for selecting subcontractors based on their ability to perform the work? �The Federal Acquisition Regulations (FAR), Appendix A, SSC SD Contractor Acquisition and Performance Monitoring (CAPM) document��2. Are changes to subcontracts made with the agreement of both the prime contractor and the subcontractor? �SSC SD contracting directives, SSC SD CAPM, paras 3.4.2.1.2, and Appendix A��3. Are periodic technical interchanges held with subcontractors? �Para 3.4.2.1.2��4. Are the results and performance of the software subcontractor tracked against their commitments? �Para 3.4.2.1.2��5. Does the project follow a written organizational policy for managing software subcontracts? �Appendix A��6. Are the people responsible for managing software subcontracts trained in managing software subcontracts? �Section 7��7. Are measurements used to determine the status of the activities for managing software subcontracts (e.g., schedule status with respect to planned delivery dates and effort expended for managing the subcontracts)? �Para 2.4.3, 3.4.1.3, and  3.4.2.1.2��8. Are the software subcontract activities reviewed with the project manager on both a periodic and event-driven basis?�Para 2.4.1, 3.4.1.4, and 3.4.2.1.2��5.  Software Quality Assurance�LEVEL 2��1. Are SQA activities planned?�Para 2.3.6, Appendices A, E��2. Do SQA activities provide objective verification that software products and activities adhere to applicable standards, procedures, and requirements?�Para 2.3.6 and Appendix E��3. Are the results of SQA reviews and audits provided to affected groups and individuals (e.g., those who performed the work and those who are responsible for the work)? �Para 2.4.3 and Appendix E��4. Are issues of noncompliance that are not resolved within the software project addressed by senior management (e.g., deviations from applicable standards)?�Appendix E��5. Does the project follow a written organization policy for implementing SQA activities?�Appendix A��6. Are adequate resources provided for performing SQA activities (e.g., funding and a designated manager who will receive and act on software noncompliance items)?�Section 2.4.4 and Appendix E��7. Are measurements used to determine the cost and schedule status of the activities performed for SQA (e.g., work completed, effort and funds expended compared to the plan)?�Para 2.4.3, 3.4.1.3, and 3.4.2.1��8. Are activities for SQA reviewed with senior management on a periodic basis?�Para 2.4 and  3.4.1.4��6.  Software Configuration Management�LEVEL 2��1. Are software configuration management activities planned for the project?�Pare 2.3.5. and Appendix D��2. Has the project identified, controlled and made available the software work products to be placed under configuration management?�Appendix D��3. Does the project follow a documented procedure to control changes to configuration items/units?�Appendix D��4. Are standard reports on software baselines (e.g., software configuration control board minutes and change request summary and status reports) distributed to affected groups and individuals?�Para 4.1 and Appendix D��5. Does the project follow a written organizational policy for implementing software configuration management activities? �Appendix A��6. Are project personnel trained to perform the software configuration management activities for which they are responsible?�Para  2.3.5 and Section 7��7. Are measurements used to determine the status of activities for software configuration management (e.g., effort and funds expended for software configuration management activities?�Para 2.4.1, 2.4.2, and 3.4.1��8.  Are periodic audits performed to verify that software baselines conform to the documentation that defines them (e.g., by the SCM group)? �Para 2.3.5, 3.4.1.4, and Appendices D and E��7.  Organization Process Focus�LEVEL 3��1. Are the activities for developing and improving the organization's and project's software processes coordinated across the organization (e.g., via a software engineering process group)? �Para 4.2.2, a SEPG task��2. Is your organization's software process assessed periodically?�Para 4.2.2, a SEPG task��3. Does your organization follow a documented plan for developing and improving its software process?  �Para 4.2.2��4. Does senior management sponsor the organization's activities for software process development and improvements (e.g., by establishing long-term plans, and by committing resources and funding)? �Para 4.2.2.2��5. Do one or more individuals have full-time or part-time responsibility for the organization's software process activities (e.g., a software process engineering group)?	 �Para 4.2.2.1��6. Are measurements used to determine the status of the activities performed to develop and improve the organization's software process (e.g., effort expended for software process assessment and improvement)? �Para 2.4.1 and Appendix F��7. Are the activities performed for developing and improving software process reviewed periodically with senior management?�Para 4.2.2, a SEPG task��8.  Organization Process Definition�LEVEL 3��1. Has your organization developed, and does it maintain, a standard software process?�Appendices B, C, D, and E��2. Does the organization collect, review, and make available information related to the use of the organization's standard software process (e.g., estimates and actual data on software size, effort, and cost; productivity data; and quality measurements)? �Para 2.4.1, 2.4.3, 3.4.1, and Appendix F��3. Does the organization follow a written policy for both developing and maintaining its standard software process and related process assets (e.g., descriptions of approved software life cycles)?�Appendix A��4. Do individuals who develop and maintain the organization's standard software process receive the required training to perform these activities?�Section 7��5. Are measurements used to determine the status of the activities performed to define and maintain the organization's standard software process (e.g., status of schedule milestones and the cost of process definition activities)?�Paras 2.4.1,  3.4.1 and Appendix F��6. Are the activities and work products for developing and maintaining the organization's standard software process subjected to SQA review and audit? �Appendix E��9.  Training Program�LEVEL 3��1. Are training activities planned? �Section 7��2. Is training provided for developing the skills and knowledge needed to perform software managerial and technical roles? �Para 7.2��3. Do members of the software engineering group and other software groups receive the training necessary to perform their roles?�Para 7.3��4. Does your organization follow a written organizational policy to meet its training needs?�Appendix A��5. Are adequate resources provided to implement the organization's training program (e.g., funding, software tools, appropriate training facilities)? �Para 7.5��6. Are measurements used to determine the quality of the training program? �Para 4.2.2��7. Are training program activities reviewed with senior management on a periodic basis?�Para 7.5��10.  Integrated Software Management�LEVEL 3��1. Was the project's defined software process developed by tailoring the organization's standard software process?�Para 2.4.2 and Appendices A, C��2. Is the project planned and managed in accordance with the project's defined software process?�Section 3��3. Does the project follow a written organizational policy requiring that the software project be planned and managed using the organization's standard software process? �Appendix A��4. Is training required for individuals tasked to tailor the organization's standard software process to define a software process for a new project?�Section 7��5. Are measurements used to determine the effectiveness of the integrated software management activities (e.g., frequency, causes and magnitude of replanning efforts)?�Paras 2.4.3,  4.2.2 and Appendix F��6. Are the activities and work products used to manage the software project subjected to SQA review and audit?�Appendix E��11.  Software Product Engineering�LEVEL 3��1. Are the software work products produced according to the project's defined software  process?�Appendices A thru E��2. Is consistency maintained across software work products (e.g., the documentation which traces allocated requirements through software requirements, design, code, and test cases is maintained)?�Para 2.3.2, 2.3.7, and Appendices B-E��3. Does the project follow a written organizational policy for performing the software engineering activities (e.g., a policy which requires the use of appropriate methods and tools for building and maintaining software products)?�Appendix A��4. Are adequate resources provided for performing the software engineering tasks (e.g., funding, skilled individuals, and appropriate tools)?�Para 2.4 and Appendices B-E ��5. Are measurements used to determine the functionality and quality of the software products (e.g., numbers, types, and severity of defects identified)?�Para 2.4.3 and Appendix  F��6. Are the activities and work products for engineering software subjected to SQA reviews and audits (e.g., is required testing performed, are allocated requirements traced through the software requirements, design, code and test cases)?�Para 2.3.6, 3.3, and Appendix E��12.  Intergroup Coordination�LEVEL 3��1. On the project, do the software engineering group and other engineering groups collaborate with the customer to establish the system requirements? �Paras 2.3.2, 4.1.1, Appendix B, and the SSC San Diego Requirements Management Guidebook��2. Do the engineering groups agree to the commitments as represented in the overall project plan?�Para 4.1.1 and Appendix D��3. Do the engineering groups identify, track, and resolve intergroup issues (e.g., incompatible schedules, technical risks, or system-level problems)?�Para 4.1.1��4. Is there a written organizational policy that guides the establishment of interdisciplinary engineering teams?�SSC SD Policies as maintained on SEPO Homepage��5. Do the support tools used by different engineering groups enable effective communication and coordination (e.g., compatible word processing systems, database systems, and problem tracking systems)?�Para 2.4 ��6. Are measures used to determine the status of the intergroup coordination activities (e.g., effort expended by the software engineering group to support other groups)? �Para 2.4.3 and Appendix F��7. Are the activities for intergroup coordination reviewed with the project manager on both a periodic and event-driven basis?�Para 4.2.2��13.  Peer Reviews�LEVEL 3��1. Are peer reviews planned? �Appendix E��2. Are actions associated with defects that are identified during peer reviews tracked until they are resolved?�Appendix D��3. Does the project follow a written organizational policy for performing peer reviews? �Appendix A��4. Do participants of peer reviews receive the training required to perform their roles?�Section 7 and SSC SD Formal Inspection Process��5. Are measurements used to determine the status of peer review activities (e.g., number of peer reviews performed, effort expended on peer reviews, and number of work products reviewed compared to the plan)?�SSC SD Formal Inspection Process��6. Are peer review activities and work products subjected to SQA review and audit (e.g., planned reviews are conducted and follow-up actions are tracked)?�Appendix E��14.  Quantitative Process Management�Level 4��1. Does the project follow a documented plan for conducting quantitative process management? �TBD��2. Is the performance of the project's defined software process controlled quantitatively (e.g., through the use of quantitative analytic methods)?�TBD��3. Is the process capability of the organization's standard software process known in quantitative terms?�TBD��4. Does the project follow a written organizational policy for measuring and controlling the performance of the project's defined software process (e.g., projects plan for how to identify, analyze, and control special causes of variations)?�TBD��5. Are adequate resources provided for quantitative process management activities (e.g., funding, software support tools, and organizational measurement program)?�TBD��6. Are measurements used to determine the status of the quantitative process management activities (e.g., cost of quantitative process management activities and accomplishment of milestones for quantitative process management activities)?�TBD��7. Are the activities for quantitative process management reviewed with project manager on both a periodic and event-driven basis?�TBD��15. Software Quality Management�Level 5��1. Are the activities for managing software quality planned for the project?�TBD��2. Does the project use measurable and prioritized goals for managing the quality of its software products (e.g., functionality, reliability, maintainability and usability)? �TBD��3. Are measurements of quality compared to goals for software product quality to determine if the quality goals are satisfied?�TBD��4. Does the project follow a written organizational policy for managing software quality?�TBD��5. Do members of the software engineering group and other software-related groups receive required training in software quality management (e.g., training in collecting measurement data and benefits of quantitatively managing product quality)? �TBD��6. Are measurements used to determine the status of the activities for managing software quality (e.g., the costs of poor quality)?�TBD��7. Are the activities performed for software quality management reviewed with senior management on a periodic basis?�TBD��

< On completion of tailoring theOrganizationalProgram Management Plan, and drafting the complementing appendices, the table above should be validated to ensure that the organization has meet the specifics of the Software Engineering Institute Capability Maturity Model.>
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