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10
Purpose 

1.1
The purpose of this procedure is to provide guidance for generating an adequate SOW.  The SOW is the government's official means of communicating requirements to the contractor and serves as the basis of agreement and expectations between the two parties.  A SOW describes the technical requirements of a project.  Incidental to that mission/project is the software necessary to produce it.  This procedure will assist technical personnel in translating their software requirements into contractual language by giving them guidelines of what should be included in a SOW for different phases of the software life cycle.  They would chose the appropriate sections of the guidelines to use in support of the technical/functional requirements of their specific SOW.  

2.0
Responsibility 

2.1
The Software Project Manager is responsible for the correctness and completeness of the requirements.  The Contracting Officer’s Representative (COR) is responsible for the correctness and completeness of the SOW.  The Software Project Manager is responsible for notifying the Contracting Officer’s Representative (COR) of changes to any requirements or constraints which would impact the SOW.

3.0
Inputs to the SOW


Contracting Officer's standards (e.g. format)


Technical Requirements (e.g. algorithm for a payroll system, performance criteria for a weapons system)


Quality Requirements (e.g. maintainability, reusability)


Logistical Requirements (e.g. budget, schedule)

Good Software Engineering Practices (e.g. Capability Maturity Model (CMM) Key Process Areas) 

4.0
Entry Criteria to be completed before writing SOW  

4.1
The Software Project Manager has determined need for, and feasibility of, contractor support and has designated a COR.

4.2
The Software Project Manager and COR have reviewed the SSC SD Procurement Quicklook Procedures Guide web site for acquisition regulations and procedures.

5.0
Activities for developing SOW

_____
Determine SOW format. See MIL-HDBK-245D.  Also see presiding Contracting Officer for specific format and structure requirements.

_____
Determine scope of effort to be covered by SOW.  What is the mission, what are the program needs, what are the objectives?  

_____
Identify constraints such as schedule and budget.

_____
If the SOW is for a Task/Delivery Order, review the SOW in the basic contract to determine the range of tasking that may be authorized in the Task/Delivery Order SOW.

_____
Determine the technical requirements.  What tasks are to be done, what are the desired end products/results?

_____
Determine what quality requirements are needed, e.g. correctness, maintainability, portability, testability, efficiency, usability, reliability, flexibility, reusability, interoperability, and integrity.  (Refer to RADC-TR85-37, Volume III, Specifications of Software Quality Attributes - Software Quality Evaluation Guidebook, Defense Technical Information Center, 1985 for one suggested set of quality requirements and associated metrics.)  

_____
Determine what software activities and methodologies will be needed to accomplish the technical and quality requirements and tasks.  Use the  Guidelines for Writing a SOW Requiring Software (following in this section) for suggested wording for translating the selected software activities and methodologies into contractual language.  Choose, and tailor, only those paragraphs of the guideline that apply to your specific effort.
_____
Determine applicable documents and generate tailoring guidelines for each document.

_____
Ensure all sections of the SOW, as determined in Activity 1 above, are addressed.

_____
Compose SOW with above information, and instructions from MIL-HDBK-245D and the Guidelines for Writing a SOW Requiring Software, and your Contracting Officer.


6.0
Outputs of this Procedure

6.1
An acceptable SOW - one that is clear enough that the Government and the contractor both understand the risks before beginning work; the contractor understands the tasks clearly enough to deliver acceptable products; the Government knows both what an acceptable product is, and what to expect of the contractor, and one that adheres to the Contracting Officer's standards and requirements.

70
Exit Criteria


All appropriate technical reviews of the SOW have been satisfactorily completed.
8.0
Metrics


Number of hours to generate SOW


Number of persons involved


Number, type, and results of reviews


Number of requirements in SOW

9.0
Tailoring

9.1
Not all SOWs will require all of the suggested language.  Choose only those parts that apply to your specific effort.  Paragraphs indicated with an * are highly recommended to be included in all SOWs regardless of the task.


10.
References


SSC SD Procurement Quicklook Procedures Guide web site.


MIL-HDBK-245D, Preparation of Statement of Work (SOW), 


3 April 1996

 GUIDELINES FOR WRITING A 

STATEMENT OF WORK

REQUIRING SOFTWARE 

Italics  indicate notes to the author.  Regular type indicates suggested wording for the SOW.

A SOW describes the requirements of the technical mission/project you are supporting - your program needs.  Incidental to that mission/project is the software necessary to produce it.  The following does not address any technical/functional requirements/specifications; you will need to provide those.  You must identify a clear goal/objective.  When software is needed, the following may help to describe that software requirement.  These  are guidelines, not a standard or a checklist, and as such, are to be tailored for individual use.  Once established in the basic contract, this language could provide the framework for individual Task/Delivery orders.  Not all SOWs will require all of the following.  Choose, and tailor, only those parts that apply to your specific effort.  Paragraphs indicated with an * are highly recommended to be in all SOWs regardless of the task.

Note: Contractors are welcome to use the processes and templates available from the SEPO home page (http://sepo.spaware.navy.mil) to complete the work tasks specified in this SOW.

TITLE

STATEMENT OF WORK

1.0
INTRODUCTION/BACKGROUND/SCOPE

This section should provide a general description of the required objectives and background information helpful for a clear understanding of the functional requirements, how they evolved, the desired results of the Statement of Work (SOW), a statement of what the SOW does and does not cover, and a synopsis of the purpose of the task.  This section should not include directions to the contractor to perform work tasks, specification of data requirements, or description of deliverable products.  Scope is important because it delineates what types of work will be covered by the contract.  It is important to try to cover as much ground as possible in this section without being too broad.  If a subsequent work effort (e.g. Task/Delivery Order) does not fall under the scope as defined in the basic contract, you will not be able to use that contract to perform that work.

2.0
APPLICABLE DOCUMENTS

This section should contain the standards, including version numbers, with which the contractor's effort and products must comply.  This section should not be prepared until the draft of the requirements sections, Section 3, is complete.  These two sections are reciprocal.  Do not invoke any specific documents in section 3, only the process for which they can obtain the guidance of documents listed in section 2.  You should only require the minimum set of documentation needed and include the date and version number of each (unless you state those will be provided in individual Task/Delivery Orders).  Do not impose standards when contractor format is acceptable.  The tailoring required for each data deliverable document must be specified in the appropriate Contract Data Requirements List (CDRLs). 

The following documents are a part of this contract, to the extent herein, or as specified in the individual Task/Delivery Orders issued under this contract.  Succeeding revisions shall be substituted or incorporated via administrative modification.

List your documents.

3.0
TECHNICAL REQUIREMENTS

You don't write a SOW to do software, you write a SOW to develop software to support a technical requirement - a weapons system, a payroll system, your mission.  The software is a secondary function, incidental to your primary purpose.  Your SOW must be focused toward your technical needs.  You will be responsible for including in the SOW all technical, quality, logistical, and non-technical requirements.  These guidelines will only assist you in translating your software requirements into contractual language.  Choose only those parts which apply to your particular effort and tailor to your particular needs.  Paragraphs indicated with an * are highly recommended to be in all SOWs regardless of your particular effort.  Paragraphs in this guideline are numbered only for ease of using the guidelines and are not meant to prescribe or imply the numbering scheme of your SOW.  
The contractor shall perform software engineering tasks for the development, evaluation, support, and maintenance of all software and associated documentation that include analysis, design, development, change implementation, and system test and evaluation.  The following general task area descriptions are indicative of the work required in order to provide systems engineering support to SSC SD.  The ordering of the task descriptions should not be viewed as a prioritization of the contractor support requirements.  
If this is to be a Task/Delivery Order contract, details for specific contractor tasking will be presented in the Task/Delivery Orders under this Basic Contract.

3.1
SOFTWARE DEVELOPMENT

The contractor shall plan, analyze, investigate, design, code, test, integrate, implement, evaluate, support, and deliver software or changes to software for your specific project/program. 
The Government reserves the right to witness all contractor efforts to accomplish the SOW requirements and maintains the right to approve or reject resulting processes and products before subsequent related processes and products are implemented.  

The contractor shall maintain an interface with Government project personnel, users, sponsors, software quality and configuration management personnel, and the independent verification and validation agent throughout the execution of this SOW.

3.1.1
Project Planning*

3.1.1.1
Software Development Plan (SDP).  The contractor shall develop and deliver a comprehensive SDP to define the products, the processes, and tailoring by which the products will be developed, to identify and address risks, to identify resource requirements (skill levels, facilities, computer resources) and schedules, to describe the metrics program, to define the contractor's software management organization and its interfaces, and to define use of automated tools.  If separate Configuration Management and Risk Management Plans are not developed, they shall be included in the Software Development Plan.  The contractor shall update the SDP at least after each major review.  (CDRL A001, A002)

3.1.1.2
Size, Cost, Schedule, and critical computer resource Estimations.  The contractor shall use formal procedures to provide software size, cost, schedule, and critical computer resource estimations.  A software size estimation methodology to determine the number of the delivered source lines of code (SLOC) or function points shall be used to determine all module sizes comprising any software system to be developed.  SLOC is defined as all executable source code statements including deliverable Job Control Language statements, Data Declarations, Data Typing statements, Equivalence statements, and Input/Output format statements.  SLOC does not include any statement that upon its removal the program will still compile, e.g. comments, blank lines and non-delivered programmer debug statements.  Ada source lines are counted as non-comment, non-embedded semi-colons, counting generics only once.  Software size estimation shall include estimation of software document sizes.  (CDRL A003)

The contractor shall use software scheduling and cost models to determine the most feasible schedules and costs for all phases of the software life cycle to include a detailed rationale for each estimate.  This data shall be recorded in a Software Estimation File (SEF). (CDRL A004).

The contractor shall periodically provide updated size, cost, schedule, and critical computer resource estimates to accurately assess current project status.  Size, cost, schedule, and critical computer resource variance shall be tracked by the contractor.  These models may be automated or manually implemented.  This data shall be recorded in a Software Estimation File (SEF). (CDRL A004).

3.1.1.3
Work Breakdown Structure (WBS).  The contractor shall develop a detailed WBS as a section in the SDP to define precise and measurable tasks, milestones, reviews, deliverables, and mapping to the Computer Software Unit level. (CDRL A004)

3.1.1.4
Risk Management.  The contractor shall describe the procedures to be used for managing areas of risk to successful project completion in a Risk Management Plan.  The Risk Management Plan shall identify and prioritize as High, Medium, or Low, the areas of risk, identify the risk factors that contribute to the potential occurrence of each risk, document procedures and metrics for monitoring the risk factors and for reducing the potential occurrence of each risk, and identify contingency procedures for each area of risk.  The contractor shall monitor and report on the areas of potential risk.  (CDRL A004)

3.1.2
Project Tracking*
3.1.2.1
Metrics.    The contractor shall define procedures for software metrics collection and analysis.  Software metrics, including product, productivity, quality, and management metrics, shall be used to assure the quality of all software and documentation produced.  Metrics shall include Cost, Schedule, Progress, Size (software and documentation), System Maturity/Stability (requirements testability, requirements traceability, design complexity, and changes/requirements stability), Build/Release Content, Computer Resource Utilization and Throughput, Defects, and Action Items.  (A003)

The contractor shall perform analysis of software performance and system sizing, generating technical reports of the results and software architectural enhancements to improve the sizing and performance of the software.  (CDRL A004)

3.1.2.2
Software Development Folders/Files (SDF).  The contractor shall document and implement procedures for establishing and maintaining SDFs.  Software Development Folders/Files include, directly or by reference, design considerations and constraints, design documentation and data, schedule and status information, results from reviews and inspections, test requirements and responsibilities, test cases, procedures, and results, open and resolved defect reports and action items, and rationales for significant decisions.  (CDRL A004)  

3.1.2.3
Contract Data Requirements List (CDRL) Tracking.  The contractor shall develop, implement, maintain, and report on a Contract Data List Requirements tracking system to provide current status of all deliverables, including due dates, delivered dates, accept/reject status, review cycles and results, status, and interface with other deliverables. (CDRL A004)

3.1.3
Requirements Analysis
The contractor shall perform software requirement analysis on existing and/or new systems and evaluate these systems' capabilities to meet both functional and non-functional requirements.  Functional requirements include the technical/operational functions the software must be capable of performing.  Non-functional requirements include characteristics of software to be achieved, such as, performance, reliability, maintainability, security, safety, and error handling.  The analysis shall also include generation of interface requirements and performance specifications needed to assure all components including software, hardware, and user, will work together to meet overall requirements.  Agreement shall be reached regarding the requirements among the system developers, sponsors, SSC SD project personnel, the independent verification and validation agent, and users of the end product.  The contractor shall define the agreed to system requirements in System/Subsystem Specification (SSS), Interface Requirements Specification (IRS), and Software Requirements Specification (SRS) documentation.  The contractor shall document the traceability of all software requirements from the SSS, IRS, and SRS documentation.  (CDRL A005, A006, A007)

The contractor shall provide requirement analysis.  The analysis shall include: a) identification of requirements by eliciting these requirements from end users associated with the task, deriving from system requirements, and/or determining by task analysis.  A traceability matrix shall be produced to trace each identified requirement from origin through lowest level component, b) identification of development constraints including cost, resources, time/schedule, budget, hardware to be supported, existing software to be utilized, portability and maintainability requirements, and anticipated changes, c) analysis of requirements to assess potential problems, prioritization and evaluation of feasibility of implementation and alternative solutions (risk management), d) representation of requirements with proper notation such as prototyping, modeling, or use of requirements analysis tools, e) communication of requirements in a clear manner to ensure consistent understanding among all players and to reduce ambiguity, and f) demonstration of the verification and validation of software requirements through traceability matrices, and test plans.

Requirement analysis methodologies shall be used to ensure the completeness and clarity of all requirements. Rapid prototyping shall be used as a means of requirement analysis.  Requirements metrics shall be collected, analyzed, and reported.  (CDRL A003, A004)

3.1.4
Software Design
The contractor shall determine preliminary and detailed software design practices to ensure the quality and maintainability of all systems.  Agreement shall be reached regarding the design among the system developers, sponsors, SSC SD project personnel, the independent verification and validation agent, and users of the end product.  The contractor shall define the agreed to design in the Software Design Description (SDD), the System/Subsystem Design Description (SSDD), the Database Design Descriptions (DBDDs), and the Interface Design Description (IDD).  (CDRL A008, A009, A010, A011)  

Preliminary design shall include postulating and modeling a solution for each requirement, evaluating it against the original requirements, then transforming it into data and software architecture.  Detailed design shall include determining detailed specifications (template) for implementation (production of code) and, refining the architectural representation that leads to detailed data structures and algorithmic representations of software.  These processes may be automated or manually implemented.  

The contractor shall perform the required planning, design, and analysis in order to integrate components or modules within a system, including installation and check-out of the integrated components.  

A traceability matrix shall be produced to trace each identified software requirement from origin through lowest level component.  (CDRL A004)

3.1.5
Implementation

3.1.5.1
Coding.  The contractor shall comply with coding standards as specified in the project specific Software Development Plan to develop software modules that implement the detailed design.  Reusable software shall be one of the means to satisfy the requirements of this SOW. 

3.1.5.2
Testing.  The contractor shall use well-defined written procedures and standards for software testing and produce applicable documentation.  Each software requirement shall be testable and documented in a Software Test Plan to include testing objectives, priorities, methodologies, specifications and evaluation criteria for each test.  Software Test Descriptions shall include detailed test cases and procedures necessary to execute the Software Test Plan.  A Software Test Report shall record the test results and analysis of applying the Software Test Plan to the implementation of the Software Test Description.  (CDRL A012, A013, A014)

The contractor shall perform checkout functions, debugging, and equipment and system software integration.  The contractor shall provide test integration of individual modules, subroutines, subsystems, and systems.  Levels of testing shall include Software Unit (SU) testing, and Computer Software Configuration Item (CSCI) Formal Qualification Testing (FQT), system testing, integration testing, and regression testing.  

3.1.5.3
Other.  The contractor shall produce updated source code, operations and support documents version description documents and software product specifications.  (CDRL A015, A016)

3.1.6
Documentation.  

The contractor shall prepare, revise, and/or review software documentation during the appropriate phase of the life cycle, including technical reports to document algorithm analysis, feasibility studies, trade-off, and impact analyses.  All documentation shall be updated to remain current with each software development activity/phase.  (CDRL A017)

The contractor shall perform engineering analysis (reverse engineering) of implemented software products and develop new, or modify existing documentation, to correctly reflect the implemented code.  The documentation shall provide the necessary information to support life cycle maintenance of the software product by the Government.  (CDRL A017)

3.1.7
Enhancements and Corrections
The contractor shall investigate, plan, estimate, design, code, test, and integrate enhancements and/or corrections to the software or documentation covered under this SOW.   The contractor shall provide change engineering and implementation support as follows: Change engineering tasks include the technical preparation, impact evaluation/analysis, and planning necessary to implement or disapprove software change proposals Software Change Proposals (SCPs), Software Trouble Reports (STRs), Engineering Change Proposals (ECPs), Program Change Proposals (PCPs), Specification Change Notices (SCNs), System/Software Change Requests (SCRs), Document Change Requests (DCRs), Development Problem Reports (DPRs), Software Anomaly Reports (SARs) (all herein after referred to as Change Proposals). These change proposals may pertain to system errors, problems, or changes, as well as to program updates in the form of new releases, or versions.  They may be written against the software, documentation, or interfaces for which the contractor has responsibility.  

The contractor shall apply development activities to change proposals (i.e. requirements analysis, design, reviews, and walkthroughs), and then implement only Government approved change proposals by developing and testing computer program packages based on these changes, and updating documentation affected by the changes.  The contractor shall install the revised software and train the operations and maintenance personnel concerning the changed portions if required.  The contractor shall identify and report any Integrated Logistic Support (ILS) requirements which result from system software changes.  (CDRL A004, A015, A016, A022, A028)

The contractor shall prepare and evaluate proposed Requests for Deviation/Waivers (RFD/RFW) to address proposed/requested/approved changes to the software, documentation, or baselines when requested by the Contracting Officer's Representative (COR).  (CDRL A018, A019)

The contractor shall develop and maintain a change proposal tracking system.  (CDRL A004)

3.1.8
Reviews*
The contractor shall perform detailed reviews, walkthroughs, requirement traceability analyses, and defined verification and validation processes which occur during the course of software development to ensure that requirements are traceable, consistent, complete, and testable.  The contractor shall ensure the software correctly reflects the documented requirements.  The contractor shall prepare for, participate in, and report on, both formal and informal reviews and inspections for the purpose of determining whether advancement to the next phase is warranted.  For each review, the contractor shall coordinate with the Software Quality Evaluation and Independent Verification and Validation Agents for inclusion of their findings.  The contractor shall use the SSC SD Peer Review Process or equivalent for review of the work products.  (CDRL A020, A021) 

3.1.9
Modeling and Simulation.  

The contractor shall develop new, modify existing, and maintain current models and simulations to support the verification and validation of requirements, design, and code.  

There are many ways to implement modeling and simulation, from hardware to software computer programs.  Therefore, no specific CDRL is given.  Use the CDRLs that are appropriate for your particular situation.
3.1.10
Transition Support 
The contractor shall deliver software and documentation that can be regenerated and maintained using commercially available, Government owned, or contractually deliverable software and hardware that has been identified by the Government.  The contractor shall provide support for transition of the delivered system to the Government or its specified agent.  Contractor shall prepare a project specific Software Transition Plan (Strap).  The Strap shall address products to be turned over (software, hardware, tools), formats and media, schedules, and support during transition.  The contractor shall perform installation and checkout of the deliverable software in the support environment and provide training and installation support to the activity acquiring the system.   The contractor shall develop and deliver the following software support and operational documentation: Computer Operation Manual (COM), Software User's Manual (SUM), Computer Programming Manual (CPM) and Firmware Support Manual (FSM).  (CDRL A022, A023, A024, A025, A026, A027, A028) 

3.2
SOFTWARE QUALITY ASSURANCE*

The contractor shall perform independent activities to assure the quality of all software and documentation produced under this SOW and to ensure compliance with all requirements of this contract.  

The contractor shall develop, implement, and maintain a Software Quality Plan (SQP) to include resources required, schedules, tasks to be performed, procedures and tools to be used, records to be provided, the methodology of identifying and implementing process improvements in the software development processes and related management areas, and the contractor's software quality organization and interfaces.  The Software Quality Plan will describe how the contractor's overall software quality program will be applied. (CDRL A004)   

The contractor shall perform detailed reviews, walkthroughs, requirement traceability analyses, and defined verification and validation processes which occur during the course of software development to ensure that requirements are traceable, consistent, complete, and testable.  The contractor shall ensure the software correctly reflects the documented requirements.  The contractor shall prepare for, conduct, report on, and/or participate in formal reviews, informal reviews, inspections, peer reviews, tests, and evaluations for the purpose of determining whether advancement to the next phase is warranted. (CDRL A021, A022)  

The contractor shall ensure that quality assurance requirements are enforced for all aspects of software development and/or revision.

The contractor shall collect and analyze software quality metrics which include traceability, completeness, consistency, accuracy, simplicity, and modularity.   The metrics are directly related to the non-functional requirements specified for the software.  

3.3
CONFIGURATION AND DATA MANAGEMENT*

3.3.1
Configuration Management (CM) and Control
The contractor shall plan, implement, and maintain a comprehensive configuration management program.  The CM process shall include developing, implementing and maintaining a Software Configuration Management Plan (SCMP) to define and describe methods and procedures to be used to manage configuration items and their interfaces and promote usability.  (CDRL A002, A029 - 39) 

This effort shall also include establishing and maintaining a Software Development Library to provide storage of and controlled access to software, documentation, and associated tools and procedures.  The library shall also contain management data pertinent to the software development project.   

The contractor shall decompose the system into software configuration items, and all functional and physical characteristics of these items shall be identified, documented, and tracked.  

The contractor shall conduct audits to assure conformance to requirements of established baselines.  The contractor shall plan and participate in the conduct of functional and physical configuration audits.  The contractor shall conform to change control procedures to ensure incorporation of approved changes only, ensure effectiveness of test objectives, and ensure that the developed software product is the same as the specified software product.  

The contractor shall maintain a change control system to manage all proposed and implemented changes to software configuration items to include the following areas: establishing a developmental configuration for each Computer Software Configuration Item (CSCI), maintaining current copies of all deliverable items, providing access to these items, and controlling the preparation and dissemination of changes to these items. 

The contractor shall provide technical representation to the SSC SD Project Software Change Control Board for the evaluation and disposition of all proposed changes to the software and documentation produced under this SOW.  

The contractor shall perform status accounting to provide traceability of changes to controlled products, serve as the basis for communicating the status of all configuration items, serve as the vehicle for ensuring the delivered documents describe and represent the associated software.  

3.3.2
Data Management
 The contractor shall perform data management for the documentation and material associated with the project under the cognizance of this SOW.  The contractor shall collect, log, and store data base elements in the areas of project process control, project status, presentation data, and project master files with a means for rapid data retrieval.  (CDRL A004)

3.4
INDEPENDENT VERIFICATION AND VALIDATION

IV&V is always an optional part of any software development project.  If it is to be included in your project, you must carefully define the role of the IV&V agent within the SOW of the development contract.  The following is not the language for tasking an IV&V contractor, it is the language needed to notify the development contractor that you intend to use an IV&V agent and expect interface and cooperation between the developer and the IV&V agent.

It is the intent of the Government to utilize an Independent Verification and Validation agent during the entire life of this contract to monitor the development effort and assess the utility of the operational products.  The development contractor shall jointly establish, with the IV&V contractor and the Government, an Independent Verification and Validation Plan to address, at a minimum, communication protocol, methods of access, joint operating procedures, specific tasks, schedules, organization, reporting, and responsibilities, and close out procedures.  

The IV&V agent shall participate in all major development reviews, audits, inspections, walkthroughs, and tests, and shall review and provide comments on all documentation.  The IV&V agent shall also conduct independent evaluations, reviews, and tests of the developer's processes and products.

The IV&V agent shall submit status reports and attend weekly meetings with the developer to keep the developer appraised of concerns and to discuss potential solutions and resulting action items.  

The development contractor shall provide easy access to all software, documentation, and information and knowledge necessary to assess the quality of the processes and products and shall notify the Government of the schedule of all above mentioned activities in time to allow all participants to be notified and prepared.

3.5
STATUS AND PROJECT SUPPORT*

The contractor shall submit a progress and status report.

(Content of the report can be specified in the DD 1423 (CDRL). For example, “include a summary of major activities and accomplishments, progress in accordance with the Work Breakdown Structure elements, difficulties and suggested solutions, progress made towards Software Process Improvement goals, planned vs. actuals for staffing, funding, hours, and work completed, and findings and recommendations for the reported period.  It shall include status of work in progress and work planned for the next reporting period and metrics as a part of the development. “) (CDRL A003)

The contractor shall develop and maintain, an Action Item Tracking system to keep current status on all action items to include, as a minimum, a synopsis of the action required, responsible individual/point of contact, assigned date, due date, and status.  This report shall be discussed at a weekly team meeting comprising both Government and contractor personnel.  The contractor shall attend these meetings and provide current Action Item Tracking data.

The contractor shall manage project related correspondence and track project management milestones.  The contractor shall participate in and monitor project level and technical interchange meetings and deliver reports of proceedings including copies of minutes.  

The contractor shall participate in technical meetings, briefings, presentations, and reviews, and prepare reports of these events.

3.6
POST PROJECT REVIEW*

The contractor shall participate in the Government led Post Project Review at, or near, the end of the project supported by this SOW.  The purpose of the review is to determine the level of success of this project and to document lessons learned to improve the quality of the next project.  The focus of the Post Project Review will be on topics such as:


Were all requirements met


Did tasks track to the Work Breakdown Structure


Were all deliverables acceptably received


Was the project completed on time


How much did it cost compared to the estimates


What problems were encountered


How much time was spent on unplanned tasks


Were the metrics collected during the project useful


Was the project organization effective (e.g. CM, SQA)


How could communications among all participants be improved


What specifically could be done better next time

The contractor shall prepare the Lessons Learned and Recommendations Report to include all information resulting from this review.  This report will be used by both the Government and the contractor as input to their organizations' Software Process Improvement Plans.  (CDRL A004)

Contract Data Requirements List

Para
    
CDRL

Description


DID

3.1.1.1  
A001  
Software 


DI-IPSC-81427





Development Plan



A002

Configuration

DI-CMAN-80858A





Management Plan

3.1.1.2
A003

Contractor’s Progress Status 
DI-MGMT-80227





and Management Report



A004

Technical Report,

DI-MISC-80508





Study/Services

3.1.1.3
A004

Technical Report,

DI-MISC-80508





Study/Services

3.1.1.4
A004

Technical Report,

DI-MISC-80508





Study/Services

3.1.2.1
A004

Technical Report,

DI-MISC-80508





Study/Services

A003

Contractor’s Progress Status 
DI-MGMT-80227





and Management Report
3.1.2.2
A004

Technical Report,

DI-MISC-80508





Study/Services

3.1.2.3
A004

Technical Report,

DI-MISC-80508





Study/Services

3.1.3

A003

Contractor’s Progress Status 
DI-MGMT-80227





and Management Report

A004

Technical Report,

DI-MISC-80508





Study/Services



A005

System/Subsystem
DI-IPSC-81431





Specification



A006

Interface 


DI-IPSC-81434





Requirements Specification



A007

Software 


DI-IPSC-81433





Requirements Specification

3.1.4

A004

Technical Report,

DI-MISC-80508





Study/Services



A008

Software Design

DI-IPSC-81435





Description



A009

Database Design

DI-IPSC-81437





Descriptions



A010

Interface Design

DI-IPSC-81436





Description



A011

System/Subsystem
DI-IPSC-81432A




Design Description

3.1.5.2
A012

Software Test Plan
DI-IPSC-81438



A013

Software Test

DI-IPSC-81439





Description



A014

Software Test Report
DI-IPSC-81440

3.1.5.3
A015

Software Version

DI-IPSC-81442





Description



A016

Software Product

DI-IPSC-81441





Specification

3.1.6

A017

Revision to Existing
DI-ADMN-80925





Government Documents

3.1.7

A004

Technical Report,

DI-MISC-80508





Study/Services



A015

Software Version

DI-IPSC-81442





Description



A016

Software Product

DI-IPSC-81441





Specification

A018        Request for Waiver
DI-CMAN-80641B


A019

Request for Deviations
DI-CMAN-80640B


A022

Document Changes
DI-MISC-80358



A028

Software Installation
DI-IPSC-81428





Plan

3.1.8

A020

Conference Minutes
DI-ADMIN-81250A


A021

Conference Agenda
DI-ADMIN-81249A
3.1.10
A022

Document Changes
DI-MISC-80358



A023

Computer


DI-IPSC-81446





Operation Manual



A024

Computer 


DI-IPSC-81447





Programming Manual



A025

Software Users

DI-IPSC-81443





Manual



A026 
Firmware Support
DI-IPSC-81448





Manual



A027

Software Transition
DI-IPSC-81429





Plan



A028

Software Installation
DI-IPSC-81428





Plan

3.2

A020

Conference Minutes
DI-ADMIN-81250A


A021

Conference Agenda
DI-ADMIN-81249A


A004

Technical Report,

DI-MISC-80508





Study/Services

3.3.1

A002

Configuration

DI-CMAN-80858A





Management Plan



A029

Configuration Status
DI-CMAN-81253





Accounting Information



A030

Configuration Audit
DI-CMAN-80556A





Plan



A031

Configuration Audit
DI-CMAN-81022B




Summary Report



A032

Engineering Release
DI-CMAN-80463B




Record



A033

Engineering Change
DI-CMAN-80639B




Proposal



A034

Notice of Revision
DI-CMAN-80642B


A035

Specification Change
DI-CMAN-80643B




Notice



A036

Installation 

DI-CMAN-81245





Completion Notice



A037

Advance Change

DI-CMAN-81246A




Study Notice



A038

Interface Control

DI-CMAN-81247A




Management Plan



A039

Interface Control

DI-CMAN-81248





Drawing Documentation

3.3.2

A004

Technical Report,

DI-MISC-80508





Study/Services

3.5

A003

Contractor’s Progress Status 
DI-MGMT-80227





and Management Report

3.6

A004

Technical Report,

DI-MISC-80508





Study/Services

