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	Procedure:  SSC San Diego PAL Maintenance
	Phase: Global

	Procedure Owner:  SSC San Diego Systems Engineering Process Office (SEPO)

	Description:  This procedure describes how to perform periodic maintenance and updates to the SSC San Diego Process Asset Library (PAL) located at http://sepo.spawar.navy.mil/.  The PAL is hosted on the SSC San Diego corporate, public Web server.

	Entry Criteria/Inputs: 

· Documentation under SEPO Configuration Management (CM) is ready to be added, changed or deleted.

·  A major design change is proposed

· "Best Practices" have been received from Software Process Improvement (SPI) projects or SPI Agents for posting.

· Links to external sites need to be added, changed or deleted.

· Minor editorial changes are needed.
	Exit Criteria/Outputs: 

· All updates are completed and verified.

· Periodic backup is completed.



	Roles:  

· PAL Administrator: SEPO person responsible for the maintenance and update of the PAL and point of contact for PAL-related questions and issues.

	Assets/References: 

a. Microsoft Front Page 2000 (or equivalent) Web authoring tool

b. WS_FTP32 (or equivalent) file transfer software 

	Tasks: 

1. Verify that pending changes to the SSC San Diego PAL have been appropriately approved.

2. Update the SSC San Diego PAL on the development platform and test changes.

3. Update the What’s New page.

4. Transfer the updates to the Web server.

5. Verify that all changes are implemented correctly.

6. Notify SPI Agents of the update to the SSC San Diego PAL.

7. Back up the SSC San Diego PAL files.

8. Periodically check all external links.

	Measures:

· Effort spent performing tasks


PROCEDURE STEPS

1. Verify that pending changes to the SSC San Diego PAL have been appropriately approved.

The PAL Administrator will ensure that any pending changes to be included in the current "block" of updates has been approved for implementation.  Several categories of changes to the SSC San Diego PAL exist and require approval as indicated below:

a. Information that is under SEPO CM requires approval by the SEPO CCB.  This includes policies, processes, procedures, plans, templates, presentations, course flyers, course checklists, etc.  This applies to information that is new, updated or to be deleted.

b. Major design changes proposed for the SSC San Diego PAL require SEPO CCB approval.

c. Information that is not under SEPO CM does not require SEPO CCB approval but is authorized by meeting minutes, by direction of the SEPO Director, or by applicable SSC San Diego, SPAWAR, Navy or DoD policy directives.  This includes links to external Web sites, references to commercial products, "Best Practices" submitted by SPI Agents or projects, etc.  This applies to information that is new, updated or to be deleted.

d. Minor editorial changes may be made at the discretion of the PAL Administrator.  This includes correcting spelling, punctuation, or grammar, fixing broken links, adding notes or rewording text for clarification, adding graphics, or changing the organization or format or navigation to information that improves the user interface.
2. Update the SSC San Diego PAL on the development platform and test changes.

The PAL Administrator makes the updates using Microsoft FrontPage 2000 (or equivalent) Web authoring tool and tests them on the development platform using the “Preview in Browser” feature to ensure that changes are previewed using the latest available version of both Internet Explorer and Netscape browsers.

3.
Update the What’s New page.

After changes are tested, the PAL Administrator updates the What’s New page with a list of changes and the date the changes are published.  The What’s New page serves as a Record of Changes to the PAL and makes it easier for users to see what has changed since their last visit.
4.
Transfer the updates to the Web server.

The PAL Administrator transfers the tested changes and the updated What’s New page to the SEPO directory on the Web server.  This is done by publishing from Front Page, which in-turn uses WS_FTP32 to copy the files.  All file transfers are binary (except cgi files, which must be ASCII transfers).  
5. Verify that all changes are implemented correctly.

The PAL Administrator immediately tests all changes on the Web server as the Web server is “case sensitive” to all filenames and hyperlinks within documents - the development platform is not.  Any corrections must be made on the development platform (Step 2) and the corrected files transferred to the Web server as described in the Step 4.  The PAL Administrator re-tests the corrected files and ensures that the updated PAL has been tested on NMCI and non-NMCI machines using both Internet Explorer and Netscape browsers so that both SSC San Diego Intranet users and external Internet users are able to use the PAL.  NMCI users typically have older versions of these browsers, which may cause problems not seen when previewing on the development platform.
6.
Notify SPI Agents of the update to the SSC San Diego PAL.

The PAL Administrator notifies all SEPO staff members and Department SPI Agents of the PAL update by sending an email to the SPI Agents email distribution list.

7.
Back up the SSC San Diego PAL files.

Periodically, the PAL Administrator makes a back up copy of the PAL files.  This may be accomplished by using corporate servers that are automatically backed up or by using removable media such as CD-R or ZIP disks.  Backups should be updated monthly or after any major update to the PAL.
8.
Periodically check all external links.

The PAL Administrator periodically checks all external links.
1

