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PREFACE

This Guidebook has been developed to assist software project managers and upper-level executives in the management of software projects.  The objective is to guide managers in the proper supervision practices that will result in the delivery of quality products and services within the desired schedule and budget.  With these goals in mind, this Guidebook includes the following:

· Questions a manager should ask to determine the status and health of a software project (Section 1)

· Characteristics of common software project problems and how to troubleshoot or (preferably) avoid them (Section 2)

· Brief summaries of essential software engineering processes (Section 3)

· Checklists to ensure successful completion of the phases of a software development effort (Section 4)

· Guidelines for project reviews and meetings, and checklists for the major management reviews (Section 5)

· Metrics that managers use to measure the status of software projects and the software processes used (Section 6)

· Pertinent SSC San Diego policies and instructions, an overview of the Capability Maturity Model for Software, a glossary, and a list of software acronyms (Section 7.)

This document was produced by the Systems Engineering Process Office (SEPO) and is under configuration control as specified in the Configuration Management of SEPO Documents. Updates will occur in response to Document Change Requests (DCRs.) SEPO welcomes feedback in the form of DCRs from users of this document so that future revisions will reflect improvements based on organizational “best practices” and lessons learned.
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Section 1.  Questions to Determine Project Status/Health

Purpose: You, a manager, can determine the accurate status of a project within 60 minutes of discussion with the software project manager. You will accomplish this by asking the complete list or a subset of the questions in the following sections.

Each section is divided into:

•
Question to ask project manager

•
Follow-on questions for further clarification

•
Question purpose

•
Expected answer from the project manager

•
Possible Resulting Problems associated with incorrect answer (This section references Troubleshooting and Problem Avoidance section, Section 2, Software Management for Executives Guidebook, for further information.)

1.1
Question:  What are the vision, mission, goals, and objectives of the project?

Follow-on questions:

Where are they written down?

How were they developed and communicated?

Can you show me?

Question purpose:

The project must have a purpose and/or goals clearly stated and communicated to all project players, so everyone from the sponsor or customer, user, and developers have a clear understanding of what you are trying to accomplish (what is the desired or intended result or effect). These should be written down and explained so there is no misunderstanding. Projects without a purpose or a goal have no focus.

Answer:

Potential items that the project manager should present:

•
Written purpose and goals statement for the project that has been signed and agreed to by sponsors or customers, users, developers, and any technical consultants

The purpose and goals can be derived from a written operational requirement (OR) document.

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps growing (2.2)

3)
Project out of control (2.3)

1.2
Question:  How do you plan the activities on the project?

Follow-on questions:

How did you decide which project reviews to schedule?

Can you show me?

Question Purpose:

Project planning is key to a successful project. A project needs a current plan that is being followed. A project needs an effective organization and the right level of staffing to accomplish the tasks according to the plan.

Answer:

Potential items that the project manager should present:

A project planning and software estimation process (refer to SEPO Software Size, Cost and Schedule Estimation Process), including proof that the processes are being followed. The following are used to demonstrate compliance:

1)
current project management plan

2)
current software development plan

3)
history of project schedules (and if any, written agreement to schedule changes from sponsor/management)

4)
history of software estimates (size, cost, effort, schedule)

5)
detailed work breakdown structure (WBS) for each phase with precise and measurable milestones, reviews, deliverables, and tasks

6)
Gantt chart (planned versus actuals)

7)
planned vs. actual staffing profile

8)
organizational chart clearly showing responsibilities

9)
current test plan (TEMP and STP)

10)
current CRLCMP (SSA & sponsor prepared)

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps increasing (2.2)

3)
Project out of control (2.3)

4)
Not enough funding to do job right/Funding cut by sponsor (2.4)

1.3
Question:  How do you know you are within budget & schedule?

Follow-on questions:

How are you measuring progress?

What is your estimate of cost to complete?

Question Purpose:

It is necessary for the project manager to know whether he/she is within budget and schedule to allow for successful completion of the project.

Answer:

Potential items that the project manager should present:

1)
proof of following a management metrics process including:

a)
collection and analysis of the cost/schedule variance (actuals versus estimates) metrics

b)
collection and analysis of progress metrics


-  requirements progress, design progress, implementation progress

2)
cost to complete estimate based on actuals

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Not enough funding to do job right/Funding cut by sponsor (2.4)

2)
Delivery late/behind schedule (2.1)

3)
Size and cost of project keeps increasing (2.2)

4)
Project out of control (2.3)

1.4
Question:  What are the risks on this project?

Follow-on questions:

How do you intend to deal with them should they surface?

Are these the current risks?

Have you prioritized the risks? High, Medium, Low?

How do you manage these risks?

How are you handling/tracking these possible risks? (partial list)

•
unrealistic schedule

•
inadequate budget

•
undefined/misunderstood requirements

•
continuing requirements change (feature creep)

•
little user involvement

•
unfamiliar/untried hardware

•
other projects don't deliver as promised

•
lack of documentation

•
nonstandard interfaces

•
undefined/misunderstood contract obligations

•
inadequate software sizing estimate

•
unsuitable/lack of software engineering methods/techniques

Question Purpose:

A project manager must identify risks to attempt to find out what may go wrong and to do something positive about it (contingency plans). It will give him/her insight, knowledge, and confidence for better decision making and overall reduction in project exposure to risk. Data shows SSC San Diego only performs risk analysis/management on 1 out of 10 projects.

Answer:

Potential items that the project manager should present:

1)
a current risk management plan, including

- identification of risks

- evaluation of the potential impacts

- define measurements

- the contingency plan should the risk surface

2)
measured tracking of high risks

3)
proof of following the risk management plan

[If the project manager claims there are no risks on the project, he/she is mistaken!!!!]

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Project out of control (2.3)

1.5
Question:  How are the changes to the software handled?

Follow-on question:

Can you show me the status and the content of the current software baseline?

Question purpose:

The question is targeted at seeing if the project has a configuration management process and follows it.

Answer:

Potential items that the project manager should present:

1)
a complete and up to date documentation suite with supporting data and product (if applicable)

•
proof that this is the most current version: compare this to the current schedule and see if this is the most current version

2)
written configuration management process being followed, including

a)
change request and trouble report process

(i)
Configuration Control Board managing the software baselines

(ii)
reports from these boards

(iii)
minutes of meetings to show technical agreement of problem prior to CCB

b)
a configuration management plan for this project

c)
version description documents (VDD) or software version description (SVD)

d)
CM library system

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps increasing (2.2)

3)
Project out of control (2.3)

4)
Software difficult to maintain/SSA complaints (2.8)

5)
User complaints constant/Unreliable software (2.9)

6)
Software errors/Defects (2.10)

7)
Unable to determine which version of the product is most current (2.13)

8)
Integration difficult (2.14)

1.6
Question:  How do you ensure a quality product?

Follow-on questions:

Can you show me the schedule for formal inspections and project reviews for this project?

Can you show me the last report from the IV&V organization?

Question purpose:

Quality is a key factor in the success of the project. Quality must be built into the software. Software Quality Factors:

•
correctness
•
reliability

•
maintainability
•
flexibility

•
portability
•
reusability

•
testability
•
interoperability

•
efficiency
•
integrity

•
usability

Answer:

Potential items that the project manager should present:

1)
Evidence of use of software engineering processes. Evidence includes meeting minutes and reports. A quality product can only be reached through use of written, repeatable, quality, software engineering processes. SEPO has several of these processes available for use:

a)
Configuration Management (CM) process

b)
Software Size, Cost, and Schedule Estimation process

c)
Object Oriented process

d)
Formal Inspection process

e)
Independent Verification and Validation (IV&V) Implementation 

f)
Software Project Planning process

g)
10 Steps to a Successful Review/Meeting

h)
Practical Software Measurement (PSM) Guide

i)
Requirements Management Guidebook

j)
Software Capability Evaluation (SCE)

k)
Software Quality Assurance (SQA) process

2)
Government employees trained in all processes that will be followed

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps increasing (2.2)

3)
Project out of control (2.3)

4)
Not enough funding to do job right/Funding cut by sponsor (2.4)

5)
Does not meet requirements (2.5)

6)
Performance not to specification (2.7)

7)
Software difficult to maintain/SSA complaints (2.8)

8)
User complaints constant/Unreliable software (2.9)

9)
Software errors/Defects (2.10)

10)
Poor deliverables/Documentation inadequate (2.12)

11)
Integration difficult (2.14)

1.7
Question:  How do you manage requirements?

Follow-on question:

How did you initially define the requirements?

Question purpose:

The definition and management is an area that the Government usually has difficulty with. It is beneficial to find out early if we could improve how we manage requirements.

Answer:

Potential items that the project manager should present:

Written requirements management process (see Requirements Management guidebook) and proof that he/she is following it. This includes:

1)
requirements are documented

2)
requirements have been inspected

3)
user and sponsor involvement in the process

4)
requirements are agreed to/signatures

5)
the plans and products are changed when the requirements change

6)
requirements are quantifiable and a test case or method of validation is presented for each

7)
system engineer was involved in definition

8)
prototypes were developed for feedback

9)
requirements can be traced

10)
requirements are tracked for completion

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps increasing (2.2)

3)
Project out of control (2.3)

4)
Not enough funding to do job right/Funding cut by sponsor (2.4)

5)
Does not meet requirements (2.5)

6)
Requirements keep changing (2.6)

7)
Performance not to specification (2.7)

8)
User complaints constant/Unreliable software (2.9)

9)
Poor contractor performance (2.11)

1.8
Question:  How do you know the sponsor and user is satisfied with our work?

Follow-on questions:

None

Question purpose:

Sponsor and user satisfaction is one of the goals of our project.

Answer:

Potential items that the project manager should present:

1)
reports from the sponsor

2)
continued/increased funding (usually shows confidence)

3)
communication log with sponsor/user

a)
telephone calls

b)
electronic mail messages

4)
minutes from TDY visits with sponsor

5)
signed agreements/commitments

6)
responses to questions and surveys of the sponsor and the user on satisfaction with work

7)
user/sponsor involvement in formal inspections/reviews

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Not enough funding to do job right/Funding cut by sponsor (2.4)

2)
Review meetings are nonproductive (2.17)

3)
Communications strained or difficult (related to team efforts) (2.15)

1.9
Question:  What training have the contractor and Government employees on the project had to do their tasks?

Follow-on question:

How do you know this is satisfactory to do the job?

Question purpose:

Training is necessary for employees to be effective. Training is often overlooked and is considered unnecessary and too time consuming by project managers/mangers.

Answer:

Potential items that the project manager should present:

1)
qualifications/skills required for job list

2)
current skills held by project personnel

3)
training plan to make up skill gap

4)
compare training planned vs. actual training

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

•
all of the problems listed can result from lack of training (2.1 through 2.19)

1.10
Question:  How do you perform contractor management /monitoring (if applicable)?

Follow-on questions:

What metrics do you ask the contractor to collect?

Question purpose:

This will give the manager a sense of the organization that is guiding/managing the contractor activities.

Answer:

Potential items that the project manager should present:

1)
contractor monitoring file

a)
collection and analysis of contractor metrics, including:

-
action items tracking

-
deliverables tracking (review and approval)

b)
contractor status reports

c)
track the actual results and performance of the contractor commitment (SOW)

d)
contractor progress tracking (technical and budget)

2)
informal/formal review/discussion coordination meeting minutes

3)
Peer Review meeting minutes

4)
selection of a qualified bidder (Software Capability Evaluation performed)

5)
Government personnel are trained to perform contractor monitoring (SSC San Diego Software Project Management course) and CAPM training module.

6)
Software Development plan is reviewed and approved

7)
Changes to the scope of work and contract conditions are resolved according to a documented contractual procedure

8)
IV&V agent input (see process)

9)
review of the contractor's SQA process (SQA reports)

Possible Resulting Problems if incorrect answer:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Delivery late/behind schedule (2.1)

2)
Size and cost of project keeps increasing (2.2)

3)
Project out of control (2.3)

4)
Not enough funding to do job right/Funding cut by sponsor (2.4)

5)
Does not meet requirements (2.5)

6)
Performance not to specification (2.7)

7)
Software difficult to maintain/SSA complaints (2.8)

8)
User complaints constant/Unreliable software (2.9)

9)
Software errors/Defects (2.10)

10)
Poor contractor performance (2.11)

11)
Poor deliverables/Documentation inadequate (2.12)

12)
Integration difficult (2.14)

13)
Review meetings are nonproductive (2.17)

1.11
Question:  How do you estimate software?

Follow-on questions:

How do you estimate:

•
size of the product

•
resources: budget, schedule, staff size/profile

•
schedule

Question purpose:

Most SSC San Diego projects do not use a consistent method of estimating.

There are numerous sources of estimating error

Answer:

Follow a software estimation process, including:

•
estimating size, cost, and schedule

•
two or more people should be involved in the estimate

•
estimates should be approved by management

•
track/update the software estimates

Possible Resulting Problems:

Refer to Troubleshooting and Problem Avoidance Section:

1)
Not enough funding to do job right/Funding cut by sponsor (2.4)

2)
Delivery late/behind schedule (2.1)

3)
Size and cost of project keeps growing (2.2)

4) Project out of control (2.3) (reactive mode)
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SECTION 2.  Troubleshooting and Problem Avoidance

Purpose: Once you have asked questions to determine the project status and health, you might realize that you are in trouble. This section will help you to troubleshoot your problems. This section also will help you to avoid the problem later in your project or during your next project.

The following subsections, ordered by most recognized first, are organized as:

Problem (incorporated into subsection title):
Software Problem

Reasons:
Reasons why the problem exists

Confirm:
Ways to confirm you have the problem

Solutions:
Suggested Solutions to Problem

Avoidance:
Suggested ways to avoid the problem from occurring

Metric(s):
Metrics to collect to track situation

2.1
Delivery late/Behind schedule

Reasons:

1)
if the project content is allowed to change freely, the rate of change will exceed the rate of progress

2)
unable to manage problems/risks when they arise

3)
unrealistic time estimate

4)
no schedule or plan to follow

5)
initial project goal/purpose unclear or undefined

6)
GFE/GFI not provided as scheduled

7)
poor project management

8)
inadequate staffing

9)
inexperience of development staff

10)
lack of training

Confirm:

•
investigate schedule progress variance (planned versus actual)

Solutions:

1)
prioritize requirements; software delivery of core capability first

2)
software reuse (if early in development)

Avoidance:

1)
allow for contingencies in the program schedule

2)
perform risk assessment/develop risk management plan

3)
configuration management

4)
software estimation process, then realistic number to sponsor

5)
determine clear project goal/purpose early

6)
provide training

7)
provide healthy work environment

8)
effective contractor management/monitoring (if applicable)

Metric(s):

•
schedule progress variance

2.2
Size and cost of project keeps increasing

Reasons:

1)
initial estimate unrealistic based on optimism

2)
initial estimate unrealistic based on sponsor constraints

3)
initial estimate given to win work

4)
COTS software and hardware do not always work as advertised/not used

5)
system was more complex than estimate

6)
uncontrolled requirements changes

7)
project goals/purpose undefined

8)
inexperience

9)
lack of training

Confirm:

1)
check software size and cost variance over the project life cycle

2)
check requirements volatility

3)
use software size, cost, and schedule estimation process and perform estimates throughout life cycle

Solution:

•
determine what software can be delivered within current budget

- perform estimate to complete

Avoidance:

1)
perform initial sizing and cost estimates using the software size, cost, and schedule estimation process, continue estimating throughout life cycle

2)
develop a realistic sizing and cost estimate

3)
collect and analyze the software size and cost estimates

4)
risk assessment/management

5)
provide training

6)
provide healthy work environment

7)
control number of requirements changes

Metric(s):

1)
size and cost variance

2)
requirements volatility

2.3
Project out of control (reactive mode)

Reasons:

1)
plan does not exist

2)
plan developed, but not followed

3)
no schedule and milestones

4)
no work breakdown structure with responsibilities defined

5)
only high-level schedule (no details)

6)
no project tracking (metrics)

7)
difficult to ascertain status and anticipate problems

8)
no status reporting structure

9)
project risks not defined

10)
inexperience

11)
lack of training

12)
misinterpretation of requirements resulting in implementation of wrong functions

13)
purpose and/or goals not defined

14)
no communication

Confirm:

1)
workers are in fire-fighting mode

2)
managers under inordinate pressure/stress

3)
workers at work until late at night

Solution:

•
bring in objective third party to evaluate situation (consultant, project manager); then develop prioritized action plan to get project under control

Avoidance:

1)
develop a plan and inspect it with all of the players involved to reach commitment on detailed schedule

2)
collect and analyze management metrics for decision making

3)
risk management plan

4)
configuration management

5)
provide training

6)
provide healthy work environment

Metric(s):

1)
sick leave

2)
progress metrics

3)
training - planned versus actual

2.4
Not enough funding to do job right/Funding cut by sponsor

Reasons:

1)
sponsor's funding cut

2)
sponsor unaware of importance of work

3)
sponsor somewhat dissatisfied with work

4)
sponsor doesn't understand the long-term impact of the cut

5)
inexperience of project manager

6)
unrealistically low initial estimates

7)
uncontrolled requirements changes increased scope of work

8)
poor understanding of the requirement

Confirm:

1)
compare estimated funding required versus actual funding received

2)
compare actual requirements with original requirements

Solution:

1)
prioritize requirements to still accomplish core product within the funding

2)
present to the sponsor the complete picture of the impact of the cut (analysis)

3)
present the sponsor with several alternative solutions to the funding cut

4)
present to the sponsor the cost of producing quality software and present the cost of not producing quality software

Avoidance:

1)
provide training in sponsor relations

2)
present sponsor with three funding options showing long and short-term impact, cost/benefit analysis

Metric(s):

1)
funding variance

2)
requirements volatility

2.5
Does not meet requirements

Reasons:

1)
requirements not clear, communicated, and agreed to

2)
incomplete, inconsistent requirements specifications

3)
requirements hard to define

4)
no knowledge of how to validate and verify requirements

5)
inexperience of developer

6)
lack of training

7)
poor relations with customer/sponsor

8)
user/sponsor/customer base has changed

Confirm:

1)
investigate user feedback

2)
compare planned requirements versus implemented requirements

3)
investigate number of requirements changes

4)
check requirements traceability throughout life cycle

5)
check requirements testability

Solutions:

1)
Modify requirements (if possible)

2)
Re-engineer software

Avoidance:

1) 
follow requirements definition process to achieve understanding and agreement

•
step 1: identify requirements

•
step 2: identify software development constraints

•
step 3: analyze requirements

•
step 4: represent requirements

•
step 5: communicate requirements

•
step 6: prepare for validating requirements

2)
have all of the players involved (sponsors, users, developers) throughout the development cycle

3)
use formal specification languages

4)
reviews/inspections to assist in communication, definition

5)
rapid prototype segments where requirements are hard to define

6)
provide training

7)
provide healthy work environment

8)
specify measurable requirements before design

9)
deliver software incrementally

Metric(s):

1)
requirements traceability

2)
requirements testability

3)
track planned versus implemented requirements

2.6
Requirements keep changing

Reasons:

1)
users unable to decide what they want until they see it

2)
it is difficult to define requirements

3)
not all of the players involved in the definition

4)
requirements not written down

5)
sponsor developed the requirements alone

6)
players (users, developers, and sponsors) do not understand true impact of their requirements change

7)
inexperience

8)
lack of training

9)
developers do not understand users' environment

10)
other interfacing systems have changed, forcing your system to change

Confirm:

•
check number of requirements changes since allocated baseline

Solution:

•
incremental development/delivery to incorporate changes after core capability (previously defined) is finished and released

Avoidance:

1)
develop a prototype to help define requirements

2)
perform an impact study of each new change proposed

3)
provide training

4)
provide healthy work environment

5)
expand user's involvement in the development of requirements, through formal inspections/reviews and alpha site testing

6)
visits with users

7)
documented concept of operations

8)
validate requirements in terms of feasibility and user needs

9)
control requirements

Metric(s):

1)
requirements volatility

2)
training planned versus actuals

2.7
Performance not to specification

Reasons:

1)
performance requirements not quantified or specified to level of testability

2)
unrealistic performance requirements

3)
improper testing

4)
unclear specifications

5)
insufficient computer capacity

6)
computer capacity is finite on standard computers

7)
inexperience

8)
incorrect estimate of hardware needed

9)
lack of training

Confirm:

•
measure actual performance data versus quantified requirement

Solution:

1)
purchase more powerful and/or additional hardware

2)
perform performance tuning on parts of software

3)
accept performance; maybe not needed at level specified

Avoidance:

1)
quantify performance requirements

2)
show how they will be validated

3)
track the metric of computer resource utilization

4)
use of computer utilization must be planned

5)
provide training

6)
provide healthy work environment

Metric(s):

•
performance planned vs. performance actual

2.8
Software difficult to maintain/SSA complaints

Reasons:

1)
no perspective on maintenance of software

2)
no maintainer involvement in the development cycle

3)
can't change the design

4)
maintainability not a requirement

5)
no project history - decisions were unavailable

6)
no rationale on why decisions were made

7)
short-timers view of project

8)
it's only a prototype!

9)
inexperience

10)
lack of training

11)
lack of documentation/poor deliverables

Confirm:

1)
investigate number of maintenance trouble reports and cost to repair each

2)
analyze cyclomatic complexity of software

Solution:

•
re-engineer software

- use reverse engineering tools to assist

Avoidance:

1)
provide training

2)
get life cycle input early

3)
have maintainability as a project goal

4)
remember that software will be used by people, so keep in mind when design is started

5)
use information hiding, coupling, cohesion, modularity to increase maintainability

6)
document decisions, the rationale behind decisions, and the action taken; create and maintain a corporate memory

7)
provide healthy work environment

8)
define clear requirements

9)
use repeatable software development method

Metric(s):

1)
McCabe's complexity metric

2)
software trouble reports/open versus closed

3)
cost to repair versus software trouble reports

4)
number of ECP/SCNs (open versus closed)

2.9
User complaints constant/Unreliable software

Reasons:

1)
no perspective of use of software

2)
no user involvement in the beginning

3)
it's only a prototype!

4)
installation procedures unclear

5)
no user's manual

6)
user interface not user-friendly

7)
inexperience

8)
lack of training

Confirm:

1)
investigate number of user complaints (messages, phone calls)

2)
open STRs

Solution:

1)
provide user training

2)
provide written user manual if one doesn't exist

3)
new user interface

4)
fix the software errors

Avoidance:

1)
get user input early

2)
develop a prototype with user screens

3)
have an on-line help facility

4)
remember that software will be used by people, so keep in mind when design is started

5)
perform reliability measurements to determine when software should be released to users (model the history of failure)

6)
provide developer training

7)
provide healthy work environment

8)
include users in the acceptance testing

Metric(s):

1)
number of user complaints

2)
track software reliability

3)
track number of open software trouble reports

2.10
Software errors/Defects

Reasons:

1)
no quality software engineering processes used

2)
humans are error-prone

3)
inadequate test procedures and design specifications

4)
not enough time scheduled for testing(unrealistic)

5)
testing time sacrificed, since the rest of the development has taken longer than expected

6)
no past experience in what testing really entailed

7)
inexperience

8)
lack of training

9)
no software quality assurance

10)
inadequate configuration management

11)
no software quality factors used

Confirm:

1)
investigate number of software trouble reports

2)
investigate open versus closed software trouble reports

3)
investigate number of defects in work products

Solution:

1)
fix errors

2)
perform code inspections to uncover more defects that can be fixed

Avoidance:

1)
formal inspections and reviews performed through life cycle to help catch defects

2)
better test planning and development planning

3)
disciplined software engineering process

4)
provide training

5)
provide healthy work environment

6)
implement software quality assurance

7)
incorporate configuration management

8)
stress software quality factors in development:  testability, flexibility, maintainability, correctness, reliability, efficiency, integrity, usability, portability, reusability, interoperability

Metric(s):

1)
number of defects per work product

2)
number of STRs

2.11
Poor contractor performance

Reasons:

1)
no contractor corporate commitment to software improvement

2)
SEI level 1 government agency monitoring SEI level 2 or higher contractor agency or vice versa

3)
miscommunication of general statement of requirements

4)
quality sacrificed for bottom-line profit

5)
poor Government performance

6)
contractor keeps getting paid for poor performance, so it reinforces the practice

7)
inexperience

8)
lack of training

9)
inadequate staffing

Confirm:

•
check schedule progress variance and deliverables (actuals versus planned)

Solution:

1)
Start a parallel development with another contractor

2)
Communicate with the contractor to discuss what is wrong and figure out a viable solution

Avoidance:

1)
perform a software capability evaluation during the contract reward phase

2)
perform an SCE during the term of the contract to monitor and award improvement

3)
more precise requirements in contracts, with incentive clauses for improvement

4)
set up a contractor status reporting system

5)
set up a Government tracking system

6)
use delivery order contracts correctly (to allow project requirements to change within the scope of the contract mechanism)

7)
use an IV&V agent

8)
provide training

9)
provide healthy work environment

10)
clear definition of requirements

11)
acceptance criteria for deliverables

Metric(s):

1)
deliverable variance

2)
schedule variance

3)
labor hours planned versus actual

2.12
Poor deliverables/Documentation inadequate

Reason:

1)
developer does not see the advantage to documentation - only seen as a waste of time

2)
documentation is no fun

3)
schedule is document-driven

4)
unclear specification/SOW/CDRLs

5)
incomplete reviews, formal inspections

6)
inexperience

7)
lack of training

8)
immature development process

Confirm:

1)
check number of disapproved or rejected deliverables

2)
investigate work product defects

3)
compare number of deliverables versus number passing inspection

Solution:

1)
reject inadequate deliverables until adequate deliverables provided

2)
document while performing maintenance

3)
hire a different contractor to perform documentation

Avoidance:

1)
track progress toward document completion

2)
better understanding of the use of the deliverable (when changes are to be made to the software or when another system/software will integrate with your software, the documentation will be needed for the integrators to understand your software)

3)
the documentation should be formally inspected or reviewed (it is non productive to discuss something that is not written down/documented)

4)
provide training

5)
provide healthy work environment

6)
build central repository for documentation

7)
CM audits

8)
use CASE tools that help generate documentation

Metric(s):

1)
number of rejected deliverables

2)
track work product defect numbers

3)
track progress toward document completion

2.13
Unable to determine which version of the product is most current

Reasons:

1)
no configuration management

2)
misunderstanding of importance of CM

3)
dislike control

4)
no CM plan

5)
inexperience

6)
lack of training

Confirm:

•
audit the contents of the development library

Solution:

1)
establish configuration management

2)
initiate problem/trouble reporting system

3)
establish software development library

Avoidance:

1)
follow configuration management process

2)
establish software development library

3)
provide configuration management training

Metric(s):

•
number of versions in user community

2.14
Integration difficult

Reasons:

1)
complex system

2)
external interfaces not defined and documented

3)
multiple groups developing different part of the system

4)
inadequate planning for integration

5)
incompatible data types, message formats

6)
miscommunication

7)
inexperience

8)
lack of training

9)
requirements not clearly defined

10)
nonstandard interfaces

11)
no configuration management

Confirm:

1)
inability to integrate

2)
check number of defects in products for integration

3)
compare actual versus expected results of the integration tests

Solution:

1)
deliver a subset of the software system

2)
postpone delivery of the software system

3)
design a new module, whose sole purpose is to encapsulate the interface problems and allow the integration to continue

Avoidance:

1)
define interface requirements (document them) and agree to interfaces early in the project

2)
communication

3)
interface working group

4)
provide training

5)
provide healthy work environment

6)
support standard interfaces

7)
impose strict configuration control

Metric(s):

•
open STRs that deal with interface issues

2.15
Communication strained or difficult (related to team efforts)

Reasons:

1)
users, sponsors, developers have different vocabulary

2)
users, sponsors, developers have different agendas, needs

3)
fear that sponsor will pull money

4)
communication not a strong suit for us

5)
responsibilities, duties, and accountability poorly defined and controlled ("Team" efforts uncoordinated)

6)
conflict did not arise or was not solved early in the project, so it remained and festered

7)
responsibilities might be assumed, but not verbalized or formalized

8)
inexperience

9)
lack of training

Confirm:

1)
check employee morale

2)
check number of sponsor complaints (phone calls/week/month)

3)
check level of current communication

Solution:

1)
call a meeting to discuss issues (consider using an trained objective moderator)

2)
objective third party evaluation

Avoidance:

1)
strive to achieve commitment

2)
have formal (written) agreements

3)
develop an organization chart at the beginning of the project and clearly define the responsibilities

4)
have people sign their name when they commit to a schedule change

5)
write down information; record meeting minutes

6)
provide clear communication among management and the members of the system/software engineering teams

7)
adopt a Navy-wide or DoD-wide team approach, not an us vs. them (not a competition)

8)
train the Washington, DC program managers

9)
communication/team building training

10)
provide training

11)
provide healthy work environment

Metric(s):

•
number of sponsor complaints

2.16
Software tools don't work the way we planned

Reasons:

1)
incorrect tool purchased for purpose

2)
insufficient training

3)
tool automates a certain process, which must be learned also

4)
incorrect assumptions were made about the tool functionality

5)
unrealistic expectation of the benefits derived from use of the tool

6)
inexperience

7)
lack of training

Confirm:

1)
frustrated workers

2)
productivity does not level back off after learning curve is over

3)
tool is sitting on the shelf, no longer being used

Solution:

1)
provide user training

2)
contact vendor

3)
revert to manual method

Avoidance:

1)
perform analysis of tool need before purchase

2)
the software development process and methodology must be understood and written down

3)
define process first, then purchase tool that meets process needs

4)
management realized that the tools might delay the development schedule

5)
evaluation of the tool: ease of use, power, robustness, functionality, ease of insertion, quality of vendor support, cost

6)
provide training

7)
provide healthy work environment

Metric(s):

•
tools purchased vs. tools used

2.17
Review meetings are nonproductive

Reasons:

1)
no structured process followed

2)
no purpose/goals set for the meeting

3)
no agenda

4)
no open communication

5)
inexperience

6)
lack of training

Confirm:

•
review minutes of meetings, action items and decision sheets

Solutions:

•
consider holding another review within the next month; adopt a new structured review process

Avoidance:

1)
follow a structured process (Keys to Successful Reviews and Meetings process)

a)
establish type of review/meeting and the goals and objectives

b)
establish entrance criteria and exit criteria

c)
be organized/be prepared

d)
hold a kick-off meeting for the reviews

e)
hold a government only pre-review meeting

f)
get off to a good start

g)
establish ground rules

h)
take minutes of proceedings and assign action items

i)
request feedback on how to improve the review or meeting process

j)
track, follow-up on action items and open issues

2)
provide training

3)
provide healthy work environment

Metric(s):

•
entrance criteria planned vs. actual

2.18
COTS software does not work

Reasons:

1)
COTS software to meet the project purpose is unavailable

2)
using COTS software that is not suitable for your application

3)
COTS software does not work as defined

4)
inexperience

5)
lack of training

Confirm:

•
compare requirement specification for the software with the actual specification for the COTS software

Solutions:

1)
contact vendor to fix

2)
buy source code from vendor, so developer can modify for use

3)
develop software

Avoidance:

1)
determine COTS evaluation criteria in advance of purchasing COTS

2)
analyze the specific needs for the COTS software

3)
contact the developer to fix

4)
only use COTS software that is guaranteed or has a service contract

Metric(s):

•
COTS software used vs. planned

2.19
SQA not adding value

Reasons:

1)
adversarial relationship with SQA

2)
no understanding of SQA's benefits to the project

3)
inexperience

4)
lack of training

5)
SQA brought on to project too late

Confirm:

1)
talk with SQA personnel

2)
check history of SQA involvement on the project (value added)

Solutions:

•
schedule a meeting with SQA personnel to discuss issues

Avoidance:

1)
talk with SQA to listen/understand what they are doing and why

2)
provide training

3)
provide healthy work environment

4)
ensure SQA roles understood at beginning of task

Metric(s):

•
SQA suggestions adopted
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SECTION 3.  Software Engineering
Process Summaries

Purpose: This section is intended to provide the manager with a quick reference about software engineering processes.

Definition:
Process - a particular method of doing something, generally involving a number of steps or operations.

- Webster's New World Dictionary

Software life cycle processes are described in IEEE/EIA 12207 (Figure 3-1). The Capability Maturity Model for Software (Figure 3-2), identifies key process areas for software organizations. 

This section includes “Expert Modes” for numerous SSC San Diego processes. These expert modes provide a summarized overview of the following:

· a process description 

· entry criteria: the conditions that must exist for the process to begin

· inputs: material that is used during the process

· exit criteria: conditions that must exist for the process to be considered complete

· outputs: results of the process

· roles: the responsibilities of the participants

· assets/references:  tools, documents, and material

· tasks: the steps to be performed during the process

· measures; how to measure the of effectiveness of the process. 

Expert modes included in this section are:

3.1 Requirements Management

3.2 Software Project Planning

3.3 Software Estimation

3.4 Risk Management

3.5 Software Project Tracking and Oversight (SPTO)

3.6 Software Process Improvement (SPI) Tracking and Oversight (SPrTO)

3.7 Software Quality Assurance (SQA)

3.8 Software Configuration Management (SCM)

3.9 Contractor Acquisition and Performance Monitoring (CAPM)

3.10 Keys to Successful Reviews and Meetings

3.11 Building Teamwork

3.12 Formal Inspections (FI)

3.13 Technical Reviews

3.14 Walkthroughs

3.15 Software Support Activity (SSA) Establishment

3.16 SSC San Diego Internal Software Capability Evaluation (SCE)

Processes should be implemented based on project priorities and risks.  A recommended initial set of processes includes:


Keys to Effective Reviews & Meetings


Peer Reviews


Project Planning


Requirements Management


Quality Assurance


Configuration Management
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Figure 3-1  IEEE/EIA 12207 Software Life-Cycle Processes, Views and Activities
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Figure 3-2  The Capability Maturity Model for Software

	Process:  Requirements Management (RM)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  RM involves establishing and maintaining an agreement with the customer on the requirements for a software project. It involves taking broad and abstract mission needs obtained from the customer and decomposing them into precise, unambiguous requirements that can easily be understood by the software engineers.

	Entry Criteria/Inputs: 

· Mission need, operational scenario, new or changed requirements

· Document templates and tools (see reference c)
	Exit Criteria/Outputs: 

· Baselined requirements(SRS/IRS or SRD), authenticated and approved by the sponsor/customer

· Approval to proceed to the next process

	Roles:

· Sponsor/customer/senior management: provides inputs and approves formalized requirements

· Project Management (PM): responsible for RM Process

· Systems Engineering: conducts RM Process under direction of PM

· Software Development: participates in formalization and verification tasks

· Configuration Management/Quality Assurance (CM/QA): participates in formalization and verification 

· Functional/Operational Testing: participates in verification tasks

· End User: participates in elicitation and verification tasks

	Assets/References: 

a. SSC San Diego RM Policy, at http://sepo.spawar.navy.mil/ under RM KPA 

b. Requirements Management Guidebook, at http://sepo.spawar.navy.mil/ under  RM KPA

c. SSC San Diego Process Asset Library (PAL) at http://sepo.spawar.navy.mil/
d. IEEE/EIA 12207.0, Software Life Cycle Processes, Clause 5.3: Development process

e. Capability Maturity Model for Software (SW-CMM), RM Key Process Area (KPA)

	Tasks:


1. Commitment/Planning
4.  Formalization

2. Elicitation
5.  Verification

3. Analysis
6.  Commitment/Acceptance

	Measures: (see Software Measurement Plan in reference c)
· Effort and funds expended for each task

· Status of catalogued requirements

· Number of new or changed requirements over time


PROCESS TASKS: The following activities are conducted in an iterative process, performed at various levels of a system decomposition, as illustrated on the next page. Responsibilities and acceptance criteria may vary with each cycle.

1. Commitment/Planning: agree on goals, constraints, and acceptance criteria

a. Identify stakeholders for assistance in the refinement of requirements

b. Define acceptance criteria for this cycle

c. Identify non-technical requirements such as milestones, facilities, programmatic constraints

d. Develop/update a plan including estimates, schedules, cost efforts

e. Assess project risk to ensure that commitment to the plan represents a reasonable risk

f. Assign/review RM policy and responsibilities. Document in a plan.

g. Review plan with affected groups to reach concurrence and commitment

h. Review plan with sponsor/customer/senior management for approval and commitment

i. Show commitment to the plan with funding and resources

2. Elicitation: understand operational scenario, mission needs, high-level requirements
a. Conduct fact-finding to understand technical and/or non-technical requirements and quality goals

b. Capture candidate technical requirements from mission needs

c. Capture non-technical requirements that affect the system/software: facilities, constraints, etc.

3. Analysis: transform candidate technical requirements into informal requirements
a. Categorize requirements into general categories, along functional lines or performance lines

b. Determine quality attributes for each requirement (See Appendix A of reference b)

c. Establish traceability of each requirement to a stated need, goal, or higher-level requirement

d. Reconcile requirements to reflect customer needs; e.g., by prototyping, modeling, or simulation

e. Capture decision rationale for use in this and future projects.

4. Formalization: record or document requirements clearly
a. Transform requirements into a formal engineering artifact (specification or document)

b. Formalize traceability of formal engineering artifact to its associated source(s)

c. Place formal engineering artifact under configuration control.

5. Verification: assure the artifacts represent the customer needs
a. Perform assessment of requirements to verify addressing of quality attributes, to uncover inconsistencies and redundancies, verify all technical requirements have been incorporated and that they are testable

b. Verify traceability to higher-level requirements

c. Document findings in Verification or Deficiency Report(s)

d. Assign deficiencies for resolution (if required)

e. Facilitate agreement on requirements between project management and the customer

f. Establish a requirements baseline by placing artifacts under configuration management.

6. Commitment/Acceptance: approve baselined requirements as reflecting acceptance criteria
j. Present evidence of baselined requirement 

k. Present project status from plans, measurement. Review objectives identified during Commitment Planning

l. Formalize commitment by all stakeholders to baselined requirements. Obtain customer approval.

m. Obtain approval to proceed to the next processor spiral of the requirements evolution.
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Activity 7

The plan for the software project is documented.  The

software development plan covers:

SDP Template

SDP

AC7.1

The software project’s purpose, scope, goals, and

objectives.

AC7.2

Selection of a software life cycle.

AC7.3

Identification of the selected procedures, methods, and

standards for developing and/or maintaining the software.

AC7.4

Identification of software work products to be developed.

AC7.5

Size estimates of the software work products and any

changes to the software work products.

AC7.6

Estimates of the software project’s effort and costs.

AC7.7

Estimated use of critical computer resources.

AC7.8

The software project’s schedules, including identification

of milestones and reviews.

AC7.9

Identification and assessment of the project’s software

risks.

AC7.10

Plans for the project’s software engineering facilities and

support tools.

Activity 8

Software work products that are needed to establish and

maintain control of the software project are identified.

SDP Template

CM Audit

reports

Activity 9

Estimates for the size of the software work products (or

changes to the size of the software work products) are

derived according to a documented procedure.  This

procedure typically states that:

Software Size,

Cost, and

Schedule

Estimation

Process

(add to D87

Procedure)

Proj software

estimation file

AC 9.1

Size estimates are made for all major software work

products and activities.
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Activity 7

The plan for the software project is documented.  The

software development plan covers:

SDP Template

SDP

AC7.1

The software project’s purpose, scope, goals, and

objectives.

AC7.2

Selection of a software life cycle.

AC7.3

Identification of the selected procedures, methods, and

standards for developing and/or maintaining the software.

AC7.4

Identification of software work products to be developed.

AC7.5

Size estimates of the software work products and any

changes to the software work products.

AC7.6

Estimates of the software project’s effort and costs.

AC7.7

Estimated use of critical computer resources.

AC7.8

The software project’s schedules, including identification

of milestones and reviews.

AC7.9

Identification and assessment of the project’s software

risks.

AC7.10

Plans for the project’s software engineering facilities and

support tools.

Activity 8

Software work products that are needed to establish and

maintain control of the software project are identified.

SDP Template

CM Audit

reports

Activity 9

Estimates for the size of the software work products (or

changes to the size of the software work products) are

derived according to a documented procedure.  This

procedure typically states that:

Software Size,

Cost, and

Schedule

Estimation

Process

(add to D87

Procedure)

Proj software

estimation file

AC 9.1

Size estimates are made for all major software work

products and activities.



	Process:  Software Project Planning (SPP)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  SPP establishes and maintains plans that define project activities. Planning includes estimating the attributes of the work products and tasks, the resources needed, negotiating commitments, producing a planning document and schedule, and identifying and analyzing project risks. The project plan provides the basis for performing and controlling the project’s activities and getting commitments from all project stakeholders. 


The success of a software project is often determined in the planning phase.  Lack of adequate planning often results in a project’s failure to meet cost, schedule, or performance objectives or all three.  The quality of a project plan often reflects the quality of a project.

	Entry Criteria/Inputs: 

· Project with approved Statement of Work (SOW) or tasking statement

· Resources for SPP: funding, staffing, tools, Org. Software Process Database (OSPD), etc.

· Training in SPP for those performing it
	Exit Criteria/Outputs: 

· Project estimates

· Up-to-date Software Development Plan (SDP) or equivalent document

· Definition or creation of  processes, documents

· Project metrics, lessons learned

	Roles:  

· Project Manager (PM): oversees execution of entire project

· Software Project Manager (SPM): is responsible for software aspects and executing this process

· Project planning group (SPM and representatives of SQA, SCM, engineering, test, etc.): supports SPP

· Project team: executes project under direction of PM, SPM, and based on the SDP

· Senior management, project sponsor, other affected groups: approve and commit to SDP 

	Assets/References  (all at http://sepo.spawar.navy.mil/  under KPAs listed below)
a. SSC San Diego Software Project Planning Process, PR-SPP-02 under SPP KPA

b. SSC San Diego Software Project Tracking and Oversight Process, PR-SPTO-02 under SPTO KPA

c. SSC San Diego Risk Management Process, PR-SPP-04 under SPP KPA 

d. SSC San Diego Software Estimation Process, PR-SPP-03 under SPP KPA

e. Description of SSC San Diego Software Process Assets (SPA), PR-OPD-03 under OPD KPA

f. Software Development Plan Template, TM-SPP-02 under SPP KPA

g. Organizational Program Management Plan (OPMP) Template, TM-ISM-01 under ISM KPA

h. Organization Measurement Guide, PR-QPM-02 under QPM KPA

	Tasks: 

1. Initiate Planning
5.  Measure and Improve the Process

2. Develop SDP
6.  Record Metrics and Lessons Learned

3. Review and Approve the SDP
7.  Revise the SDP

4. Implement SDP and Apply SPTO Processes

	Measures:

1. Effort and funds expended in SPP activities


PROCESS STEPS

7. Initiate Planning

The PM appoints the SPM and the project planning group. The project planning group determines measurement data to be collected (see reference b), reviews the SOW and project requirements, objectives, resources, processes, technical requirements, and risks (see reference c). The Group estimates the software size, cost, schedule, and critical computer resources (see reference d). 


To guide the SPP process, reference e contains a description of the SSC San Diego standard software process, a description of the approved software life cycle strategies, tailoring guidance, a description of the OSPD, and a description of the other SSC San Diego process assets available on the Process Asset Library (PAL).

Develop SDP

The SPM develops the SDP addressing the following topics:

a Project Objective/Goals
h. Software Process
n.  Training

b Requirements
i.  Software Standards
o.  Project Constraints

c Project Organization
j.  Software Development/
p.  SQA

d Task Definition
       Test Environment
q.  Configuration Management

e Schedule
k. Software Licenses
r.  Contracting needs

f Cost
l.  Documentation
s.  Security

g Resource Requirements
m. Risk Analysis & Reduction


Reference f is a SDP template based on MIL-STD-498. An Organization Project Management Plan (OPMP) is another document that can aid the software project manager in planning the software project.  Reference g provides a template for an overall project plan and is a superset of the SDP.

8. Review and Approve the SDP

PM, senior management, SPM, program sponsor, project personnel, systems engineering, hardware engineering, system test, SCM, SQA, and other affected groups review and approve the SDP. Commitments from all parties are obtained. The updated SDP is placed under SCM.

9. Implement SDP and Apply SPTO Processes

Project personnel, under direction from the SPM, execute the SDP. The SPM monitors status and risks using references b and c. The SPM assesses metrics to determine if changes to plans and/or the SDP are required.

10. Measure and Improve the Process

The SPM monitors project processes for improvement opportunities. Updates to the organization and project documents, and engineering documents are submitted.  Reference h provides further measurement guidance.

11. Record Metrics and Lessons Learned

The SPM submits project metrics, project data, and lessons learned to the OSPD in accordance with reference b.

12. Revise the SDP

On a periodic and/or event-driven basis, the SPM and project team analyze the impact of directed project changes and incorporate approved changes in an updated SDP. 

	Process:  Software Estimation
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  Estimation of the software size, cost, schedule, and critical computer resources is critical to the effective planning and tracking of a software-intensive project.

	Entry Criteria/Inputs: 

· Software requirements: functions, budget and time constraints, hardware, etc. 

· Historical data e.g.,  Organization Software Process Database (OSPD)
	Exit Criteria/Outputs: 

· Software Estimation File (SEF) containing estimates of size, cost, schedule, critical computer resources

· Updates to the OSPD

	Roles:

· Software Project Manager (SPM): leads estimation group in developing and tracking estimates

· Estimation group: managers, analysts, engineers experienced in similar software projects

· Sponsor/Senior Management: approve and commit to estimates

	Assets/References: 

a. Software Estimation Process, at http://sepo.spawar.navy.mil/ under SPP KPA

b. Risk Management Process, at http://sepo.spawar.navy.mil/ under SPP KPA

c. Peer Review Process, at http://sepo.spawar.navy.mil/ under PR KPA

d.
Software Project Tracking and Oversight Process, at http://sepo.spawar.navy.mil/ under SPTO KPA

	Tasks: 

1. Estimate size
5. Assess risks

2. Estimate cost and effort
6. Inspect/approve

3. Estimate schedule
7. Track and report estimates

  4.
Estimate critical computer resources
8. Measure and improve the process

	Measures: 

· Effort and funds expended for the estimation process


PROCESS TASKS: (Performed by SPM and estimation group unless otherwise indicated)

1. Estimate size

Analyze functional requirements, historical data, and past experience to determine software size in source lines of code (SLOC), function points, or requirements. Develop maximum, minimum, and most likely estimates. Employ at least two methods such as Wideband Delphi, Pert Sizing, or automated estimating tools. Review with estimation group members to reach consensus.

2. Estimate cost and effort

Determine labor hours and costs for software engineering phases, documentation, configuration management, quality assurance, and management efforts. Evaluate environmental parameters such as program complexity, programming language, requirements volatility, analyst capability, and execution time constraints. Use two or more methods such as algorithmic models, expert judgement, analogy with similar projects in the OSPD, top-down, bottom-up, or automated estimation tools such as SoftEST, COCOMO, or REVIC.

3. Estimate schedule

Determine the length of time needed to complete the project, and when major milestones and reviews will occur. Use at least two manual or automated estimation methods. See the Microsoft Project Schedule Templates in Appendix A of reference (d).

4. Estimate critical computer resources

Determine the critical computer resources needed to complete the project and compare that estimate to the actual critical resources available.  Critical resources are project-specific, and may include memory usage, throughput capacity, timing, software licenses, and hard drive usage. Use methods such as historical experience, simulations, prototyping, analogy with similar projects in the OSPD and/or other analysis.

5. Assess risks

Using reference (b), identify project risks and their effect on the software size, cost, schedule, and critical computer resource estimates.  Develop a set of alternate estimates based on project risks.

6. Inspect/approve

Conduct a Peer Review (see reference c) to detect any defects in the estimates. This review should verify the methods used for deriving the size, schedule and cost estimates; ensure that the assumptions and input data used to develop the estimates are correct, and ensure that the estimate is reasonable and accurate given the input data.  Reconcile costs and schedule with management/sponsor project objectives and known cost constraints. Get senior-management commitment to formally confirm and record the official estimates for the project. Negotiate sponsor commitment to cost and schedule and any required adjustments to project objectives.

7. Track and report estimates

During the project life, track actual measurements and status against the estimates, using reference (d) processes and templates. Comparing estimates to actual status over time allows the project to track status and see how accurate the estimates are.  Make updates to estimates as needed.  Estimation data, both planned and actual, should be provided to the OSPD for the benefit of other projects in the organization, using the Project Data Form (PDF) from reference (d).

8. Measure and improve the process

Use process effectiveness metrics to track the effects of the process on the project.  Use process cost metrics to provide management with insight into the cost of implementing and performing this process. Submit suggestions for improvement of this process to SEPO using Document Change Requests.

 
	Process:  Risk Management (RskM)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  Risks are potential problems, hazards, vulnerabilities, or exposures to danger that may cause significant harm or loss. Risk Management encompasses the actions necessary to identify, analyze, plan, track, control, and communicate risks using a written process.

	Entry Criteria/Inputs: 

· Project being initiated or reassessed

· Resources for RskM: funding, staffing, tools, etc.

· Training in RskM for those performing it
	Exit Criteria/Outputs: 

· Risks documented in Risk Accounting Form (RAF) and/or RskM Plan

· Metrics of risk status until project completed

	Roles:  

· Project Manager (PM): has overall responsibility for managing risks

· RskM Peer Group (consisting of project team members appointed by PM): each member of the Peer Group champions a different risk to promote involvement and ownership

· RskM Manager: facilitates RskM Peer Group in this process

· Project Engineers: participate in, or support, RskM Peer Group

· Quality Assurance: reviews RskM activities, ensures adherence to risk process

· Configuration Management (CM): measures and analyzes risks, reports status

	Assets/References: 

a.
SSC San Diego Risk Management Process, PR-SPP-04 at http://sepo.spawar.navy.mil/ under SPP KPA

b. Risk Management process area of Capability Maturity Model Integration (CMMI) at http://www.sei.cmu.edu/cmmi/
c. Risk Management Guide for DoD Acquisition (2001) at http://www.dsmc.dsm.mil/pubs/gdbks/risk_management.htm
d. SPMN’s Risk Radar tool at http://www.spmn.com/products_software.html

	Tasks: 

1. Identify risks

2. Analyze risks

3. Prioritize risks

4. Consider Avoidance Alternatives for each Risk

5. Define Reduction/Mitigation Plan(s) for each Risk

6. Define Contingency Plan(s) and an Entrance Criteria for each Risk

7. Define Measurement(s) for Tracking each Risk

8. Implement Reduction/Mitigation Plans 

9. Track risk metrics

10. Implement Contingency Plan(s) if and when Entrance Criteria is met

	Measures:

1. Effort and funds expended in RskM activities for each risk individually

2. Number of risks, new risks , previous risks no longer considered threatening (or retired)

3.
Dates, effort, and costs of each risk assessment


PROCESS STEPS

1. Identify Risks

Periodically the RskM Peer Group analyzes a candidate list of potential risk areas (see Appendix C of reference a) to identify risks specific to the project. Examples include requirements instability, loss of resources, or equipment unavailability. Identify risk name, title, and why it is a risk.

2. Analyze Risks

The RskM Peer Group, facilitated by the RskM Manager, identifies consequence (cost, schedule, quality), severity of impact (e.g., 1 to 4: minor, moderate, serious, critical), probability of occurrence (e.g., 0 to 1: unlikely to very likely) and timeframe (e.g., near term, far term) of each risk. Complete Risk Accounting Forms (RAF) (see Appendix B of reference a) or use Risk Radar (reference d). Peer group reaches a consensus on each risk.

3. Prioritize Risks

The RskM Peer Group calculates the Risk Magnitude for each risk by multiplying the probability of occurrence by the severity of impact. This prioritizes the risks for importance. An estimate of the costs and resources of steps 8&9 are compared against the Risk Magnitude to determine final priority. Updated RAFs are placed under CM.

4. Consider Avoidance Alternatives for each Risk

The RskM Peer Group determines if there are actions or decisions that could eliminate any of the identified risks. The PM implements or plans project-specific actions. 

5. Define Reduction/Mitigation Plan(s) for each Risk

The RskM Peer Group determines if there are actions or decisions that could reduce the probability and/or severity of the identified risks. Document these in a Risk Management Plan or Software Development Plan. Risk reduction/mitigation may include formal monitoring, peer reviews, and configuration audits. 

6. Define Contingency Plan(s) and an Entrance Criteria for each Risk

The RskM Peer Group determines Contingency Plans for actions needed if the risk is realized or is expected to occur soon. Contingency Plans may include redesign of features, reallocation of resources, or reduced performance thresholds. They also determine the Entrance Criteria (stated deviations from expected progress) that would invoke a contingency plan and/or other action. 

7. Define Measurement(s) for Tracking each Risk

The RskM Peer Group determines and documents what measurable or observable events can be tracked to know if the risk is being avoided or minimized, and what measurements can be collected and analyzed. The RAFs and/or Risk Management Plan now contain for each risk:

· Risk name and description
(from Step 1)

· Reason for significance
(from Step 1)

· Consequence (e.g., cost, schedule, quality)
(from Step 2)

· Severity (e.g., critical, serious, moderate, minor)
(from Step 2)

· Probability of occurrence (e.g., high, medium, low)
(from Step 2)

· Timeframe of risk (e.g., near-term, far-term)
(from Step 2)

· Risk Magnitude (severity times probability)
(from Step 3)

· Reduction/mitigation plan
(from Step 5)

· Contingency Plan(s) and Entrance Criteria
(from Step 6)

· Metrics and how collected
(from Step 7)

8. Implement Reduction/Mitigation Plans

Each member of the RskM Peer Group, under direction of the PM, takes the lead for one or more risks and implements reduction/mitigation plans.

9. Track Risks

CM (or designated alternate) collects, analyzes, and reports on the status of each risk as defined in step 7. CM raises flags when a reported metric or parameter exceeds the pre-established monitor threshold or deviation value (Entrance Criteria for Contingency Plan.)

10. Implement Contingency Plan(s) if and when Entrance Criteria is met

The PM provides direction to implement contingency plans, reallocate resources, or make other changes in project processes.

	Process:  Software Project Tracking and Oversight (SPTO)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  The SPTO Process provides visibility into the actual progress of a software project so that management can take effective actions when performance deviates significantly from plans. SPTO involves tracking and reviewing the software accomplishments and results against documented estimates, commitments, and plans, and adjusting these plans based on the actual accomplishments and results.

	Entry Criteria/Inputs: 

· Project Plans (e.g., SDP, CRLCMP, SCMP, MS Project Plan, Risk Management Plan, PMP, etc.)

· Resources and training for the SPTO Process

· Configuration Management Status Accounting Database
	Exit Criteria/Outputs: 

· Software Measurement Plan (SMP)

· Measurement data for periodic reports and reviews

· Revised courses of action, as needed

· Project Data Forms (PDF)

	Roles:

· Software Project Manager (SPM): leads software project team in tracking and overseeing the project

· Sponsor/Senior management: review and interpret data, authorize revised actions

· Data analysis team: collects, validates, maintains, and reports measurement data

· Staff of software project: submit metrics as requested

	Assets/References: 

a. SSC San Diego SPTO Policy, at http://sepo.spawar.navy.mil/ under SPTO KPA 

b. SPTO Process, at http://sepo.spawar.navy.mil/ under SPTO KPA; including files for

Appendix A - Sample Software Measurement Plan (MS Word)

     Attachment A - Sample Microsoft Project Plan (MS Project) 

     Attachment B - Sample Monthly Actual Costs Spreadsheet (MS Excel) 

     Attachment C - Sample Project Tracking Spreadsheet (MS Excel) 

     Attachment D - Sample Staff Hour Metrics Forms (MS Excel) 

     Attachment D - Sample Production Engineering Staff Hour Metrics Form (MS Excel) 

     Attachment D - Sample Test Engineering Staff Hour Metrics Form (MS Excel)

     Attachment D - Requirements Specialist Staff Hour Metrics Form (MS Excel)

     Attachment D - Sample SQA Specialist Staff Hour Metrics Form (MS Excel)

     Attachment D - Sample SCM Specialist Staff Hour Metrics Form (MS Excel)

     Attachment E - Sample Status Data Collection Forms (MS Excel)

     Attachment F - Sample Planning Data Collection Forms (Project Data Form (PDF)) (MS Word)

     Attachment G - Sample Quarterly Review Requirements (MS Word) 

Appendix B - An Earned Value Overview (MS Word)

c. IEEE/EIA 12207.2: Software Life Cycle Processes – Implementation Considerations

d. Practical Software Measurement (PSM) Guidebook at http://www.psmsc.com
e. Software Project Planning (SPP) Process, at http://sepo.spawar.navy.mil/ under SPP KPA

f. Risk Management (RskM) Process, at http://sepo.spawar.navy.mil/ under SPP KPA

g. Capability Maturity Model for Software (SW-CMM), SPTO Key Process Area (KPA)

	Tasks: 

1. Verify SPTO prerequisites
5.   Communicate analysis results

2. Define SPTO processes and measurements
6.   Revise course of action

3. Facilitate data collection
7.   Improve SPTO process

4. Perform data analysis 

	Measures: 

· Effort, percent complete, and funds expended for this process; tracked in project’s MS Project Plan


PROCESS TASKS:

1. Verify SPTO Prerequisites

The SPM and appropriate project staff verify that project planning has been completed in accordance with references (e) and (f).  Ensure that the resulting plan(s) address responsibilities, cost and schedules, resource requirements, scheduled reviews, risks, and metrics that will be employed. Provide orientation to all project personnel who will supply, collect, or analyze measurement data.

2. Define SPTO processes and measurements

The SPM and the data analysis team determine the logistics, schedules, formats, and responsibilities of metrics collection; based on project goals, issues, priorities, and risks. Suggested metrics include, but are not limited to:


•  Schedule performance (actual dates vs. planned dates)


•  Cost performance (costs expended vs. costs planned)


•  Effort performance (actual staff size/hours vs. planned)


•  Program size (actual Units/SLOC/objects vs. planned)


•  Requirements management (stability) (requirements status/traceability)


•  Defect data (quality) (trouble reports open vs. closed)


•  Risks (as required if not covered above)

Annex H of reference (c) identifies candidate measurement categories of schedule and progress, resources and cost, growth and stability, product quality, development performance, and technical adequacy.  Reference (d) provides additional guidance and measures for these issues. Define the measurement formats, content, frequency, duration, report formats, use, responsibilities, and resources needed. See Sample Software Measurement Plan (SMP) in Appendix A of reference b.

3. Facilitate data collection

The software project staff submits data (metrics) in the form, content, and frequency requested. See sample forms in the attachments of reference (b). The data analysis team collects and verifies the data.  Data are stored and periodically baselined in appropriate databases and history files.

4. Perform data analysis

The data analysis team structures, collates, analyzes the data, and prepares it for presentation.  Status reports, presentation forms, graphs, charts, trend lines, and deviations from expected values are developed.  See sample formats in references (b) and (d).

5. Communicate analysis results

The SPM, appropriate project staff, and the sponsor/senior management analyze and interpret status measurements in periodic reviews or as necessary.  See Sample Quarterly Review Requirements in Attachment G of reference (b). Deviations from planned values may require further investigation or invocation of the Risk Management contingency plans (see reference (f)). PDFs (see Appendix A, Attachment F of reference (b)) are submitted periodically to SEPO for the Organization Software Process Database.

6. Revise course of action

The SPM, appropriate project staff, and the sponsor/senior management determine if the metrics data affects cost, schedule, and effort allocation such that a revised course of action is needed.  Example actions include revising project plans and schedules, implementing risk contingency plans, deleting product capabilities, reallocating resources, initiating Process Action Teams, or changing commitments or processes.  Project tracking continues in a cyclic manner at Task 3. On completion of the project, the SPM reviews project status materials and sends a post mortem evaluation PDF to SEPO.

7. Improve SPTO process

Submit suggestions for improvement of this process to SEPO using Document Change Requests.

	Procedure:  Software Process Improvement (SPI) Tracking and Oversight (SPrTO)
	Phase:  Global

	Procedure Owner:  SSC San Diego SEPO

	Description: This procedure specifies the core measurements to be collected and describes the procedures that should be followed by software managers to participate in the organization’s effort to track and monitor the progress of SPI efforts throughout SSC San Diego. The metrics data collected will also be used to improve current processes and procedures and estimate future SPI efforts.

	Entry Criteria/Inputs: 

· Plans and activities for project metrics documented in a Software Measurement Plan

· Project’s data analysis team assigned 
	Exit Criteria/Outputs: 

· Process Improvement reports (PI01-PI06)

· Changes to plans and processes

· Project history file

	Roles:

· Executive Board: performs overall SSC San Diego management and reviews organization’s SPI status 

· SEPO Director: coordinates SPI efforts within SSC San Diego; reviews SPI status 

· Department/Division/Branch heads: review SPI status within their organization 

· Project Manager (PM): oversees SPI and tracks status on the project

· Project Members: collect and report SPI measures and perform additional SPI duties as assigned

· Data Analysis Team: staff members who analyze, report, and present tracking data

· SEPO Data Analyst: supports reporting of process tracking data 

· Department SPI Agent: coordinates implementation of Department SPI efforts

· Software Quality Assurance (SQA): ensures SPrTO activities are planned and conducted

	Assets/References:  (all at or accessible via http://sepo.spawar.navy.mil/)
a. SSC San Diego Organization Process Definition (OPD) Policy, under OPD Key Process Area 

b. SPrTO Procedure, version 1.1 and appendices

c. Capability Maturity Model for Software (SW-CMM), OPD and SPTO Key Process Areas

	Tasks: 
3.  Update status reports

1. Implement software measurement plan
4.  Report SPI status

2. Analyze data
5.  Review SPrTO process

	Measures: 

· Effort and funds expended for each activity


PROCEDURE TASKS:

1. Implement software measurement plan

a. PM determines material and logistics needed to collect metrics.

b. PM initiates data collection in accordance with the software measurement plan.

c. Project members submit metrics data in accordance with the software measurement plan.

d. PM and SPI Agent monitor data collected.

e. Data Analysis Team validates that data is timely, records collected data into a defined database scheme, and archives collection forms in a project history file.

2. Analyze data

Data Analysis Team evaluates collection form for completeness and reasonableness; performs trend analysis, identifies deviations and notes risk items; and reviews analysis trends with PM to validate data.

3. Update status reports.  See report format and guidance in Section 4 of reference (b).
a. PM and SPI Agent prepare/update Project Schedule (PI01) using earned value.

b. Data Analysis Team prepares/updates SW-CMM Compliance Matrix (PI02) and SPI Status Report form (PI03) from PI01 report.

c. SPI Agent prepares/updates SPI Agent weekly Activity Report (PI04) and Department SPI Plan Schedule (PI05).

d. SEPO Director prepares/updates SEPO Monthly Status Report (PI06).

4. Report SPI status

a. PM holds Project Status Meeting bi-weekly. PI01 reports, PI03 reports, upcoming tasks and risks, and action items are reviewed. SPI Agent submits PI04 to SEPO Director.

b. Based on Project Status Meeting results, PM consults with Branch Head to determine if re-planning is needed.

c. PM briefs Department and Division heads on SPI status monthly. PI03 reports, SPI activities and risks, and action items are reviewed. SPI Agent briefs Department head on Department SPI status, using PI05 report. SEPO Director submits PI06 to Department Head. SPI Agents submit Department PI03 reports to SEPO analyst, who combines them into SSC PI03 report.

d. SEPO Director briefs the Executive Board bi-monthly. PI03 reports, SPI activities and risks, and action items are reviewed.

5. Review SPrTO process

a. Annually the project SQA agent performs an evaluation of the SPrTO procedure activities.

b. The PM and senior management review the SPrTO procedure periodically to ensure that it provides the visibility required to monitor the SPI effort progress.

c. Document Change Requests against the SPrTO procedure are submitted to SEPO.
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PI04: SPI Agents Weekly Activity Report
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PI05: Department SPI Plan Schedule
PI06: SEPO Monthly Status Report

	Process:  Software Quality Assurance (SQA)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  SQA provides visibility to management that the software products and processes in the project life cycle conform to the specified requirements and established plans.

	Entry Criteria/Inputs: 

· Project requirements, standards, organizational standards/processes, specifications

· Commitment to SQA Policy (reference a)

· Project software quality goals

· Adequate resources committed to SQA
	Exit Criteria/Outputs: 

· Documented SQA Plans and procedures

· Trained SQA practitioners

· Results of  reviews, product evaluations, and process audits

· Reports of problems or nonconformances on both products and processes

· Metrics of project and process status

	Roles:

· Project Manager (PM) or other authority above software development organization: appoints and oversees SQA organization

· SQA Manager (SQAM), if appointed: leads SQA group

· SQA Group: team of individual SQA practitioners who implement this process

· Senior Management: periodically reviews SQA activities and resolves nonconformance issues when necessary

	Assets/References: 

a. SSC San Diego SQA Policy, at http://sepo.spawar.navy.mil/ under SQA Key Process Area (KPA)

b. SQA Process, at http://sepo.spawar.navy.mil/ under SQA KPA

c. SQA Plan Template, at http://sepo.spawar.navy.mil/ under SQA KPA

d. IEEE/EIA 12207.0, Software Life Cycle Processes, Clause 6.3: Quality assurance process

e. Capability Maturity Model for Software (SW-CMM), SQA KPA

f. IEEE Std 1028, IEEE Standard for Software Reviews and Audits

g. MIL-STD-1521B, Technical Reviews and Audits for System, Equipments, and Computer Software (cancelled, but useful as guidance)

h. DOD-STD-2168, Defense System Software Quality Program (cancelled, but useful as guidance)

	Tasks: 

1. Establish SQA organization
5.  Create/maintain SQA procedures

2. Select SQA tasks
6.  Identify SQA training

3. Create/maintain SQA Plan
7.  Identify/select SQA tools

4. Implement SQA Plan
8.  Improve project SQA processes

	Measures: 

· Effort and funds expended for each activity

· Number of SQA reviews and audits conducted (planned vs. actual)

· Number of unresolved issues (elevated to PM) compared to all issues reported


PROCESS TASKS:

1. Establish SQA organization

The PM appoints an individual or group responsible for SQA. SQA must have organizational freedom, authority, and independence of the software development activities to permit objective reporting. 

2. Select SQA tasks

The SQA Group selects the tasks that will be performed, such as those listed below:

a. Reviewing software products, tools, and facilities against requirements and guidelines.

b. Auditing software processes for compliance with standards, and with KPAs of the SW-CMM.  Example process evaluation and KPA verification tasks are described in reference (b).

c. Participating in Peer Reviews and Project Reviews (technical and management reviews) by providing status on compliance, problem areas, and risks. Guidance on reviews is contained in references (f) and (g).

d. Suggesting methods, standards, guidelines, and tools to be defined for the project and seeing that they are documented in the SDP.

e. Reporting results of product evaluations and process audits to the PM, senior management, affected development groups, and the Software Engineering Process Group (SEPG) as appropriate.

f. Collecting and reporting metrics on the status of cost and schedule, product evaluations, project quality, and audits.

3. Create/maintain SQA Plan

The SQA Group documents SQA plans in the Software Development Plan or in a SQA Plan (reference c provides a template.)  Plans include:

	· Quality objectives, in measurable terms

· Types of test and verification and validation (V&V) activities 

· Entry and exit criteria for development phases

· Responsibilities of the SQA group

· Resource requirements for the SQA group

· Schedule and funding of SQA activities

· SQA participation in project plans, standards, and procedures
	· Evaluations to be performed by SQA

· Audits and reviews to be conducted by SQA

· Standards and procedures used for SQA

· Documenting and tracking noncompliance issues, and the escalation procedure

· Documentation that SQA is to produce

· Method, audience, and frequency of providing feedback on SQA activities


4. Implement SQA Plan

The SQA Group performs the SQA function as defined in the SQA Plan. Problems or nonconformances with requirements are documented and reported to the PM or appropriate authority. Senior management addresses noncompliance issues that cannot be resolved within the project.

5. Create/maintain SQA procedures

The SQA Group documents and maintains the procedures that describe the details of how SQA is performed.

6. Identify SQA training

The SQA Group identifies training required to perform SQA tasks, based on project requirements. Training includes training of the SQA Group and SQA orientation for the software project team members.

7. Identify/select SQA tools

The SQA Group identifies tools required to perform SQA tasks, based on project requirements.

8. Improve project SQA processes

The SQA Group reviews SQA processes and identifies improvements and efficiencies for future use. SQA activities are reviewed with the PM and with senior management on a periodic and event-driven basis.  Submit suggestions for improvement of this process to SEPO using Document Change Requests.

	Process:  Software Configuration Management (SCM)
	Phase:  Global

	Process Owner:  NAVAIR SCM Working Group

	Description:  SCM establishes and maintains the integrity of the products of a software project throughout the software life cycle.  SCM involves identifying the configuration of products that are delivered to the customer and used in development, systematically controlling changes to the configuration, and maintaining the integrity and traceability of the configuration. 

	Entry Criteria/Inputs: 

· Technical data: specifications, requirements, designs, code, documentation

· Programmatic data: project plans and schedules (e.g., Software Development Plan); reports, review results

· Change requests (CRs)

· Resources and training for the SCM process
	Exit Criteria/Outputs: 

· SCM Plan (SCMP)

· SCM Desktop Procedures (DTPs)

· SCM review, and audit reports

· Personnel trained in SCM

· Products baselined and controlled

	Roles:

· Project Manager (PM): appoints and oversees SCM organization

· SCM Manager(SCMM), if appointed: leads SCM group

· SCM Group: team of individual SCM practitioners who implement this process

· Software Configuration Control Board (SCCB): evaluates and makes decisions that affect baselines

· Senior Management: periodically reviews SCM activities 

· Software Quality Assurance (SQA): audits products and SCM activities

	Assets/References: 

a. SSC San Diego SCM Policy, at http://sepo.spawar.navy.mil/ under SCM KPA 

b. (NAVAIR) SCM Process Definition, at http://sepo.spawar.navy.mil/ under SCM KPA

c. (NAVAIR) Generic SCM Plan, at http://sepo.spawar.navy.mil/ under SCM KPA

d. IEEE/EIA 12207.0, Software Life Cycle Processes, Clause 6.2: Configuration management process

e. IEEE Standard 1042, IEEE Guide to Software Configuration Management

f. Capability Maturity Model for Software (SW-CMM), SCM Key Process Area (KPA)

g. MIL-STD-498: Software Development and Documentation (cancelled, but useful as guidance)

h. MIL-STD-973: Configuration Management (cancelled, but useful as guidance) 

	Tasks: consist of Managing SCM (tasks 1-3) and Performing SCM (tasks 4-7)

1. Create and maintain project SCMP
4.  Perform configuration identification

2. Manage implementation of SCMP
5.  Perform configuration control

3. Provide SCM training
6.  Perform configuration status accounting (CSA)


7.  Perform configuration audits and reviews

	Measures: 

· Effort and funds expended for SCM tasks


PROCESS TASKS:

1. Create and maintain project SCMP

a. The SCMM and the SCM Group document SCM plans in the Software Development Plan and/or in an SCMP (reference c is a template.)  Plans include purpose of SCM; governing standards; SCM organization, roles, and responsibilities; control boards; and SCM functions, activities, tools, and procedures. 

b. The PM appoints the members of the SCCB. 

c. The PM and SCCB approve the SCMP and provide commitment.

2. Manage implementation of SCMP

a. The SCM Group, under the SCMM, develops DTPs to implement the SCMP and performs SCM activities. 

b. The SCM Group resolves SCM deficiency reports against SCM tools, processes, procedures, or reports. Deficiency reports are described in references (c) and (h).

c. The SCMM oversees implementation of SCM tasks and identifies resources, positions, and tools needed to implement the SCMP and DTPs. 

3. Provide SCM training

The SCMM identifies, coordinates, and oversees presentation of training as required to ensure effective performance of SCM tasks by the SCM Group and software-related groups.

4. Perform configuration identification

a. The SCM Group assigns unique identifiers (including the associated baseline) to software units and related technical documentation and data. 

b. The SCM Group assigns tracking numbers to CRs. 

c. The SCM Group establishes CM libraries.

5. Perform configuration control 

a. The SCM Group places software units and applicable technical artifacts in CM libraries to maintain the integrity of the products throughout the life cycle. The Data Item Descriptions of reference (g) identify a nominal set of artifacts that should be kept under CM.

b. The SCCB authorizes software baselines (formally approved versions designated and fixed at a specific time during the life cycle), and reviews and approves CRs. 

c. The SCM group establishes software baselines and delivers software releases and associated changes to authorized baselines.

6. Perform configuration status accounting (CSA)

The SCM Group prepares CSA reports and metrics to enhance management’s capability to identify, produce, inspect, deliver, operate, and maintain the products in a timely, efficient, economical manner. CSA reports are developed periodically to address status and history of controlled products, approved identification numbers, library and baseline contents, CR implementation status, SCCB decisions, and deficiencies.

7. Perform configuration audits and reviews

a. SQA audits the functional characteristics of the products to verify they have achieved the requirements specified in the functional and allocated configuration documentation. These Functional Configuration Audits (FCAs) are described in references (e) and (h).

b. SQA audits the as-built product configurations against the technical documentation to establish or verify the product baseline. These Physical Configuration Audits (PCAs) are described in references (e) and (h). 

c. The SCM Group supports the functional and physical audits, provides requested data, and performs periodic informal review of SCM tasks, DTPs, CSA reports, and products. 

d. The SCMM oversees resolution of reported deficiencies against SCM activities.

	Process:  Contractor Acquisition and Performance Monitoring (CAPM)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:. Successful software contract/subcontract management involves selecting a qualified contractor, mutually agreeing on contract requirements, maintaining technical and administrative communication, and tracking the contractor’s actual performance against contract requirements.

	Entry Criteria/Inputs: 

· Need for contractor support services
	Exit Criteria/Outputs: 

· Contract, awarded and completed

· Fulfilled Statement(s) of Work

· COR files of contract, delivery order status

· Contractor performance evaluations

	Roles:

· Project Manager (PM) or Software PM (SPM): oversees contract execution and this process

· Contracting Officer (KO): SSC San Diego Supply Dept. Official legally responsible for the contract

· Contracting Officer’s Representative (COR): project member who administers contract details

· Contractor: responds to Government requests and provides products and services 

· Senior Management: approves contracting strategy and oversees PM/SPM activities

	Assets/References:  (all at or accessible via http://sepo.spawar.navy.mil/)
a. SSC San Diego Software Subcontractor Management (SSM) Policy, under SSM Key Process Area 

b. CAPM Process PR-SSM-02, including:

Appendix C - Forms for Contracting Officer’s Representative 

Appendix E - Procedure for Acquiring Contractor Support Services
Appendix F - Procedure for Government and Contractor Interchange

Appendix G - Procedure for Monitoring Contractor Performance
c. Software Subcontractor Management (SSM) Process Definition (NAVAIR) 

d. Software Subcontractor Management Practitioner's Guidebook (NAVAIR)

e. SSC Procurement Quick Look Procedures Guide at http://supply.spawar.navy.mil/policy/qmb/qmb3.htm
f. SSC Supply Dept. webpage at http://supply.spawar.navy.mil/policy/supplydepartment.htm
g. Capability Maturity Model for Software, SSM Key Process Area

	Tasks: 

1. Perform acquisition planning
7.  Prepare the procurement requirements package

2. Ensure compliance with acquisition regulations
8.  Evaluate proposal(s) and make award

3. Identify Contracting Officer’s Representative
9.  Process delivery order(s)

4. Ensure adequate resources are available
10.  Maintain after-award communication

5. Ensure required training is provided
11.  Perform tracking of contractor performance

6. Determine source selection strategy
12.  Close out contract

	Measures: 

· Effort and funds expended for each activity


PROCESS TASKS:

1. Perform acquisition planning

The PM/SPM works with Contracts, Legal Council, small business office, the COR, other appropriate personnel, and reference (e) to develop a Plan of Actions and Milestones (POA&M) with milestones and schedules to track procurement progress.

2. Ensure compliance with SSC San Diego acquisition regulations

The PM/SPM reviews for applicability Federal Acquisition Regulations (FAR), Defense Federal Acquisition Regulations (DFARS), Navy Acquisition Procedures (NAP), Naval Supply (NAVSUP) instructions, and SSC San Diego instructions on reference (f).

3. Identify Contracting Officer’s Representative (COR)

The PM/SPM appoints a COR to assist in acquiring and managing the contract and maintain contract files. Appendix C of reference (b) provides a checklist of COR duties.

4. Ensure adequate resources are available

The PM/SPM and COR ensure adequate resources (including labor, time, equipment, tools, technology, and dollars) are available for planning, producing, implementing, tracking the acquisition, and monitoring performance and maintenance of the contract after award.

5. Ensure required and necessary training is provided to project personnel

The PM ensures that all Government personnel associated with the project are properly trained in interfacing appropriately with SSC San Diego's contract administration personnel and the contractors.  The COR must attend COR training and be officially approved with a designation letter.

6. Determine source selection strategy

The PM/SPM, KO, and Senior Management will determine the contract type (small business, sole source, fixed price, cost reimbursement, time and material, etc.) and if a pre-existing contract vehicle or new procurement should be used. A Technical Evaluation Plan (or Source Selection Plan) is prepared. Reference (e) provides guidance.

7. Prepare the procurement requirements package (PRP)

The PM/SPM and COR prepare the materials needed to initiate a contract, using reference (e).  The Statement of Work (SOW) defines the work to be done in explicit, clearly understood terms.  A Contract Data Requirements List (CDRL) identifies the data item characteristics. The KO issues these to prospective contractors in a request for proposal. The COR or PM/SPM prepares an Independent Government Cost Estimate. Guidance and samples are in references (b), (e), and (f).

8. Evaluate proposal(s) and make award

The SPM, COR, and other technical evaluators will review contractor proposals and assign scores based on criteria in the Technical Evaluation Plan. The KO will determine technical acceptability; decide if further offers are needed; and award a contract based on price alone, low price and technical acceptability, or best value.

9. Process delivery order(s)

Delivery orders for indefinite delivery type contracts (IDTC) are generated based on reference (e). The COR coordinates technical wording and funding with the SPM and KO. The contractor responds with a technical approach and cost, and the SPM and COR review the response. The KO issues the delivery order after acceptance and possible negotiation.

10. Maintain after-award communication

While the contractor addresses the SOW, proper and trusting interfaces between the SPM, KO, COR, and contractors are essential to communicate status and comply with the contract.  Appendix F of reference (b) provides guidance.

11. Perform tracking and monitoring of contractor performance

The COR maintains a COR file of technical documentation and contractor status. The SPM reviews status and deliverables and reports acceptability to the COR, who notifies the KO. The KO authorizes payment to the contractor when contract provisions are met.  Appendix G of reference (b) provides guidance.

12. Close out contract

At the end of the contract (and periodically during the contract duration), the SPM and COR evaluate contractor performance for fee awards (if applicable) and for historical background of contractor performance, using reference (e).

	Procedure: Keys to Successful Reviews and Meetings 
	Phase: Global

	Procedure  Owner:   SSC San Diego SEPO

	Description:  This procedure provides guidelines for improving the effectiveness and efficiency of program reviews, peer reviews, team meetings, and other types of group gatherings. 

	Entry Criteria/Inputs: 

Purpose for holding meeting
	Exit Criteria/Outputs: 

· Meeting/review minutes distributed to participants
· Action items distributed to participants

	Roles:  

· Leader: Appointed or elected person responsible for following this procedure and conducting the review/meeting.

· Facilitator (optional): Ensures the review/meeting follows the agenda and the ground rules.

· Recorder: Takes and distributes minutes and action items.

· Timekeeper (optional): Ensures review/meeting schedule and timing rules are followed.

· Participants: Attend on time and prepared, and contribute to meeting discussions.

	Assets: 

· Keys to a Successful Meeting/Review Brief V3.7; at 
http://sepo.spawar.navy.mil/docs.html under SOFTWARE PROJECT TRACKING AND OVERSIGHT

· Software Management for Executives Guidebook, V1.6; at 
http://sepo.spawar.navy.mil/docs.html under SOFTWARE PROJECT TRACKING AND OVERSIGHT

· SPAWARSYSCEN SD INST 3912.1A Management Project/Design Reviews, at 
http://iweb.nosc.mil/services/sti/publications/inst/SSCSD/3912-1A.html (restricted access)

· IEEE Std 1028, IEEE Standard for Software Reviews and Audits

	Tasks: 

1. Establish type of review/meeting and goals and objectives

2. Establish entrance criteria and exit criteria

3. Be organized, be prepared

4. Hold a kick-off meeting for the reviews

5. Hold a government-only pre-review meeting (if applicable)

6. Get off to a good start

7. Establish ground rules

8. Follow agenda, take minutes of proceedings and assign action items

9. Request feedback on how to improve review or meeting process

10. Track and follow-up on action items.

	Measures:

Success of review/meeting based on exit criteria having been met.


PROCEDURE STEPS

1. Establish type of review/meeting and goals and objectives

The Meeting leader determines if a review is peer review, project review, status meeting, or staff meeting; and what guidelines or standards apply. 

2. Establish entrance criteria and exit criteria for the review/meeting

The Meeting leader determines what must occur prior to the review or meeting in order to make it successful, and what must be accomplished for the review or meeting to be closed.

3. Be organized, be prepared

The Meeting Leader:

a. Ensures the right participants attend

b. Assigns roles as necessary: facilitator, timekeeper, and recorder

c. Creates an agenda, distribute it before the meeting

d. Ensures participants are prepared.

4. Hold a kick-off meeting (Applicable only to reviews)

For some large reviews or series of reviews, a kick-off meeting helps orient participants to the overall objectives.

5. Hold a government-only pre-review meeting (if applicable) 

When multiple government agencies are involved, a pre-review meeting helps to achieve government consensus.

6. Get off to a good start

The Review/Meeting Leader:

a. Makes the participants feel comfortable

b. Ensures adequate facilities, room arrangement, refreshments

c. Provides welcome and introductions 

d. Summarizes roles, goals, objectives, agenda

e. Verifies that Entrance Criteria have been met.

7. Establish ground rules

The Participants agree on:

a. Getting participation from all participants

b. Limiting number and length of presentations

c. Handling disagreements or conflicts.

8. Follow agenda, take minutes of proceedings and assign action items

The Review/Meeting Leader conducts the meeting based on the agenda, and serve as the Facilitator and Timekeeper if these roles are not otherwise assigned.

The Facilitator (if assigned) ensures the review/meeting follows the ground rules.

The Recorder:

a. Reviews action items and decisions prior to close of review/meeting

b. Confirms that exit criteria are met

c. Sends out minutes in a timely manner for review and comment.

The Timekeeper (if assigned) ensures the review/meeting schedule and timing rules are followed.

The Participants contribute constructively to agenda items and discussions.

9. Request feedback on how to improve review or meeting process

Participants discuss changes that can improve future reviews/meetings.

10. Track and follow-up on action items

Action items are tracked in a tracking system or database and reviewed for closure. 

	Process:  Building Teamwork
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  All of our work requires communication and cooperation among multiple individuals. Teamwork helps individuals work together efficiently and effectively to accomplish a given task.  Teamwork supports traditional, hierarchical organizations and projects with strong team leaders; as well as consultative and participative committees and groups in which the team members share these responsibilities.

	Entry Criteria/Inputs: 

· Task or work requiring cooperative efforts of multiple people
	Exit Criteria/Outputs: 

· Successful accomplishment of team’s mission and goals

	Roles:

· Team Leader: builds the team and guides joint action on the work or project

· Team members: active/proactive participants who have a stake in the team’s mission and share responsibility for the outcome. May also be assigned as team facilitator, recorder, timekeeper, etc.

· Upper management: provide approval, authority, funding, guidance

	Assets/References: 

a. SSC San Diego Leadership Philosophy 

b. Building High Performance Organizations in the Twenty-First Century

c. Capability Maturity Model for Software, Intergroup Coordination Key Process Area

d. People Capability Maturity Model (P-CMM), CMU/SEI-95-MM-02, at http://www.sei.cmu.edu/cmm-p/p-cmm.sum.html
e. “Keys to Successful Reviews and Meetings” at http://sepo.spawar.navy.mil/ under IC KPA

f. "Guidelines For Successful Teams" Attachments, at http://sepo.spawar.navy.mil/ under Software Training

	Tasks: 
1. Clarify your leadership philosophy 

2. Establish procedures that promote teamwork

3. Empower team members to solve problems

4. Set guidelines for team member behavior

5. Polish your management skills

	Measures: 

· Effort and funds expended 


PROCESS TASKS:

1. Clarify your leadership philosophy

a. Become familiar with the four philosophies defined in reference (b)

b. Conform with SSC San Diego leadership philosophy in reference (a): “… We use consultative leadership, mentoring, teamwork, and personal initiative to foster innovation and creativity while applying common sense and best judgement. We believe that the team process produces superior results.”
2. Establish procedures that promote teamwork

a. Clarify the team/project mission and goals

b. Write a plan or charter: define activities, schedules, resources

c. Pick the right team members 

· Get the needed expertise, or provide training

· Get contributors, not “tourists” or “grandstanders”

d. Get upper management/sponsor support

e. Assign team roles and responsibilities: define objective criteria to measure performance and provide feedback

f. Establish physical working conditions that allow individuals to perform efficiently

g. Hold effective meetings: follow reference (e)

3. Empower team members to solve problems

a. Establish a social environment that supports effective interaction

b. Help your team select and use proper Decision-Making techniques: use brainstorming, multivoting, Delphi, majority, plurality, scientific method, consensus - as appropriate

c. Foster open communications - so workforce can share information and coordinate activities efficiently

d. Avoid “groupthink” – faulty decision-making caused by bad cohesion of team members

e. Learn to participate proactively in problem-solving sessions

f. Learn to lead problem-solving sessions

g. Resolve team conflicts

4. Set guidelines for team member behavior

a. Help establish team ground rules: openly state or acknowledge group “norms”

b. Foster productivity and teamwork: create a team challenge, align members’ goals, promote joint ownership of the product

c. Sharpen your listening skills: listen actively - to understand the message

d. Give feedback effectively (describe the behavior and its affect on team; give suggestions and expectations), and receive feedback effectively (listen to understand, clarify if necessary, provide your feelings, decide what to change)

e. Recognize good work, reward good performance

· Give praise freely

· Initiate effective recognition: letters, phone calls, gifts, meals

· Make the rewards meaningful: time off, better office, assignments, tools, training, conferences

· Have fun celebrations: ice cream, balloons, contests, birthday parties, group photos

· Establish specific awards for your team

f. Check your own attitude - are you part of the problem or part of the solution?

5. Polish your management skills

a. Lead by example

b. Be committed to success

c. Be professional: have knowledge of what to do,  have discipline to do it

d. Be aware of the technology

e. Have respect for the individuals

f. Handle power and politics carefully

g. Do the job the right way

	Procedure:  Formal Inspection (FI)
	Phase:  Global

	Procedure Owner:  SSC San Diego Systems Engineering Process Office (SEPO)

	Description:  The Formal Inspection (FI) is a defined, structured, and disciplined methodology of finding defects in any development products over the entire product life cycle.  FIs are conducted by a development team of four to nine people assigned to specific roles with specific tasks to be performed during six specific phases, documented on specific forms, over a specific period (two calendar weeks or less), taking an average of 28-40 total staff hours.

	Entry Criteria/Inputs: 

· Work product ready for FI

· Formal Inspection team members have received peer review training
	Exit Criteria/Outputs: 

· All identified defects resolved

· All open issues resolved

· Form 1 submitted to SEPO

	Roles:

· Moderator:  manages and coordinates the entire procedure, assembles the "inspection package"

· Author:  creates the work product being inspected

· Presenter:  paraphrases aloud the gist of the work product in the Inspection Meeting

· Recorder:  writes information about defects on forms in the Inspection Meeting

· Inspector:  analyzes the work product and identifies defects

· Observer:  quietly observes the Inspection Meeting for critiquing 

	Assets/References:  (all at http://sepo.spawar.navy.mil/)
a.
Peer Review Process
c.  Peer Review Announcement and Report (Form 1)

b.
Peer Review Defect Log Merging Procedure
d.  Peer Review Defect Log (Form 2)

	Tasks: 


1. Planning Phase
4.  Inspection Phase

2. Overview Phase (If Required)
5.  Rework Phase

3. Preparation Phase
6.  Follow-up Phase

	Measures: 

· Time required by Phase 

· Defect summary


PROCEDURE TASKS:

1.  Planning Phase

a. Author indicates work product is ready for inspection.

b. Project management identifies team members.  Moderator assigns roles, plans schedule.

c. Moderator and author determine size of product to be inspected and decide if Overview Meeting is needed.

d. Moderator assembles and distributes to all inspectors the inspection package which contains the work product, forms, checklists, and other materials.  (Hint: applying line numbers to the work product simplifies entry of defects on Form 2.)

2.  Overview Phase (If required)

a. Moderator briefs participants on review procedure.

b. Author briefs participants on work product.

3.  Preparation Phase

a. Inspectors examine work product for understanding and possible defects using focus area checklists in reference (a), if assigned.

b. Inspectors complete Peer Review Defect Log (Form 2) (reference (d))and deliver to moderator/recorder (minimum of 8 business hours before Inspection Meeting).

c. Presenter and recorder prepare for assigned roles.

d. Moderator determines readiness of team and materials for Inspection Meeting.

e. Recorder merges all Defect Logs into one Consolidated Log (optional) using reference (b).

4.  Inspection Phase

a. Moderator reviews pertinent meeting procedures.

b. Presenter calls for "global issues;" paraphrases gist of work product.

c. Inspectors reach consensus on defects, 
their classifications, and open issues. 
Moderator limits discussion on each 
issue to 2 minutes.  Team avoids solution 
discussions; only defects/issues are 
discussed.

d. Recorder records decisions and maintains
 master copy of work product with red line 
notes (optional).

e. Team determines if a third hour is needed.
Participants finish inspection or discuss 
issues during third hour, if held.
f. Team determines need for re-inspection.

g. Observer, if assigned, critiques meeting.

5.  Rework Phase

Author corrects defects in work product.

6.  Follow-up Phase

a. Moderator and author review revised 
work product.

b. Moderator determines if modifications 
are sufficient.

c. Moderator completes Form 1 and 
distributes to the project and SEPO.


	Procedure: Technical Review
	Phase: Global

	Procedure Owner:  SSC San Diego Systems Engineering Process Office (SEPO) 

	Description: A Technical Review is a team evaluation of a product.  It identifies deviations from specifications and standards, identifies defects, and may examine alternative solutions.  The review team provides recommendations for correction of defects and deviations.  The Technical Review is less formal than the Formal Inspection.  The Technical Review participants include the author, and participants knowledgeable of the technical content of the product being reviewed.

	Entry Criteria/Inputs:

· A Technical Review is the appropriate review for the work product and product is not identified as requiring a formal inspection.

· The Technical Review team members have received peer review training.

· The applicable standards and checklists are available to the Technical Review team to assist in their review of the product.

· Documents from which the product was developed are available.

· The product is ready for a Technical Review.
	Exit Criteria/Outputs:

· All issues identified in the Technical Review have been addressed.

· Product has been reworked as necessary.

· Peer Review Announcement and Report (Form 1) has been completed and submitted to SEPO.



	Roles:  

· Project Management: Makes the determination that a Technical Review is the appropriate review type for the work product, provides resources needed to plan and execute the Technical Review, requires training for the project staff, ensures the review is done and rework is completed.

· Review Leader: The review leader is usually the author of the product and is responsible for conducting the Technical Review.  This includes distributing the materials for the review and any action items that result from the Technical Review.  The review leader should track and monitor action items to closure. 

· Recorder: Documents findings (e.g., defects, inconsistencies, omissions, and ambiguities), decisions, and recommendations made by the review team.  If an action item database is in place, the recorder is responsible for entering action items in the database.

· Technical Review Team Member: Prepares for the review and ensures the review meets its objectives.  

· Quality Assurance (QA): Periodically audits Technical Reviews to ensure adherence to documented process and quality of review.

· SEPO: Maintains the Peer Review database of all submitted Form 1s.

	Assets/References: 

a. Peer Review Workshop (flyer available at http://sepo.spawar.navy.mil/ under Upcoming Events)

b. Peer Review Process (available at http://sepo.spawar.navy.mil/)

c. Keys to a Successful Meeting/Review Brief V3.7 (available at http://sepo.spawar.navy.mil/)

d. Product Checklists - See Appendix B of the Peer Review Process

	Tasks: 

1. Plan the Technical Review Meeting
6.
Resolve Open Issues

2. Review the Product
7.
Document the Technical Review

3. Conduct the Technical Review Meeting
8.
Rework the Product

4. Resolve Defects
9.
Review and Audit

5. Conduct Defect Causal Analysis (Optional)
10.
Follow-up

	Measures: (Record on Form 1)

· Size of product

· Number/Names of reviewers

· Preparation time per reviewer

· Length of review meeting

· Number and type of defects found and resolved, open issues remaining

· Hours spent in rework effort


PROCEDURE TASKS

1. Plan the Technical Review Meeting

The review leader identifies the Technical Review team, and schedules and announces the meeting date, time, and place.  Then, the review leader distributes the product and all necessary material allowing the reviewers enough time to review the material and prepare for the meeting.  A determination of the need for an overview of the product is made.  If an overview is needed, it can occur as part of the review meeting or as a separate meeting.

2. Review the Product

The Technical Review team members independently review the product and related materials in preparation for the Technical Review meeting.  Defects may be recorded on the Peer Review Defect Log (Form 2) available in reference (b).

3. Conduct the Technical Review Meeting

The Technical Review team examines the product and verifies that it complies with the appropriate specifications and standards; documents deviations, technical issues and recommendations; identifies other issues that must be addressed and determines if another review is needed after rework.  

4. Resolve Defects

The review leader and author resolve deficiencies. 

5. Conduct Defect Causal Analysis (Optional)

The Technical Review team reviews the product deficiencies to determine probable cause and recommends steps to prevent similar defects from occurring in the future.

6. Resolve Open Issues

The review leader, author and project management resolve open issues.

7. Document the Technical Review 

The review leader completes Form 1 and documents any causal analysis findings.  This information may be placed in a Software Engineering Notebook, or Software Development File or Folder.  The review leader forwards a copy of the Form 1 to SEPO.  

8. Rework the Product

The author reworks the product.

9. Review and Audit

QA audits implementation of the procedure and all resulting artifacts. 

10. Follow-up

The review leader ensures open issues and action items are tracked to closure.

	Procedure: Walkthrough
	Phase: Global

	Procedure Owner:   SSC San Diego Systems Engineering Process Office (SEPO) 

	Description: The purpose of a Walkthrough is to find defects, omissions, and contradictions; to improve a product; and to consider alternative implementations.  The Walkthrough is the least formal of the peer reviews.  At a minimum, the product author and one peer are required to conduct a Walkthrough.  Additional peers may be assigned depending on the size of the product being reviewed.  A Peer is defined as someone, besides the principal work product author, who is trained, experienced, and knowledgeable of the work product being reviewed.

	Entry Criteria/Inputs:

· Walkthrough is the appropriate review for the work product, and product is not identified as requiring a formal inspection.

· The Walkthrough Team has received peer review training.

· The applicable standards or checklists are available to the Walkthrough Team to assist in their review of the product.

· Documents from which the product was developed are available.

· The product is ready for a Walkthrough.
	Exit Criteria/Outputs:

· The Walkthrough is complete when the entire product has been “walked through” in detail and any product rework (if required) is complete.

· A summary of deficiencies, omissions, efficiency issues, results of causal analysis (if done), and suggestions for improvement have been produced. 

· The author documents that a Walkthrough has been conducted in the appropriate notebook, file, or folder and the Peer Review Announcement and Report (Form 1) has been completed and forwarded to SEPO.

	Roles:  

· Project Management: Makes determination that a Walkthrough is the appropriate review type for the work product, provides resources needed to plan and execute the Walkthrough, requires training for the project staff, ensures the review is done and rework is completed.

· Author: Responsible for the product requiring a Walkthrough, selects the peers to participate in the review and presents the product.

· Walkthrough Team: Prepares for the Walkthrough and if necessary becomes familiar with standards, checklists and any other information provided to prepare for the Walkthrough.  The team reviews the product and must be prepared to discuss comments, recommendations and questions on the product at the Walkthrough meeting.

· Recorder: If assigned, records all comments made during the Walkthrough that pertain to errors found, questions of style, omissions, contradictions, suggestions for improvement or alternate approaches.

· Quality Assurance (QA): Periodically audits Walkthroughs to ensure adherence to documented process and quality of review.

· SEPO: Maintains the Peer Review database of all submitted Form 1s.

	Assets/References: 

a. Peer Review Workshop (flyer available at http://sepo.spawar.navy.mil/ under Upcoming Events)

b. Peer Review Process (available at http://sepo.spawar.navy.mil/)

c. Product Checklists - See Appendix B of the Peer Review Process

	Tasks: 

1. Plan the Walkthrough Meeting
6.
Resolve Open Issues

2. Review the Product
7.
Document the Walkthrough

3. Conduct the Walkthrough Meeting
8.
Rework the Product

4. Resolve Defects
9.
Review and Audit

5. Conduct Defect Causal Analysis (Optional)
10.
Follow-up

	Measures: (Record on Form 1)

· Size of product 

· Number/Names of reviewers

· Preparation time per reviewer

· Length of review meeting

· Number and type of defects found and fixed, open issues remaining

· Hours spent in rework effort


PROCEDURE TASKS

1. Plan the Walkthrough Meeting

The author identifies the Walkthrough team, schedules the meeting place and time, if one is to be held, and distributes materials to the reviewers.

2. Review the Product

The Walkthrough team prepares for the Walkthrough meeting, if held, by reviewing the product and becoming familiar with any other material distributed by the author.  

3. Conduct the Walkthrough Meeting

The author walks through the product and team members may ask questions or raise issues on the product.  The recorder, if assigned, documents comments and completes Form 1.  If there is no recorder, the author documents the comments and completes Form 1.  The Walkthrough team determines if another review is necessary after any rework is completed.

4. Resolve Defects

The author and Walkthrough team resolve defects discovered during the Walkthrough.  

5. Conduct Defect Causal Analysis (Optional)

The author and Walkthrough team review the defects to determine the probable cause and to recommend steps to prevent similar defects from being injected in the future.

6. Resolve Open Issues

The author meets with the Walkthrough team to resolve open issues and reach closure.  Those issues that cannot to be resolved by the Walkthrough team are referred to the project management.

7. Document the Walkthrough

The author documents that a Walkthrough was conducted on the product.  Documentation should include a completed Form 1, the causal analysis findings if conducted, and ownership of any action items and their status.  This information may be placed in a Software Engineering Notebook, or Software Development File or Folder.  Forward a copy of the Form 1 to SEPO.  

8. Rework the Product

The author reworks the product.

9. Review and Audit

QA audits implementation of the procedure and all resulting artifacts. 

10. Follow-up

The author ensures open issues and action items are tracked to closure.

	Process: Software Support Activity (SSA) Establishment
	Phase: Life Cycle Maintenance

	Process Owner: SSC San Diego SEPO

	Description: This process describes the tasks a prospective manager needs to accomplish to successfully establish a functional Software Support Activity (SSA).   Once an SSA is established, continued operation is virtually identical to any other software project that develops software. 

	Entry Criteria/Inputs:

· A Memorandum of Agreement (MOA) designating SSC San Diego to be the SSA

· SSC San Diego Process Asset Library (PAL)

· Similar project/product development history (check Organization Software Process Database (OSPD)) 

· Sponsor has committed to funding the SSA 
	Exit Criteria/Outputs:

· Software Transition Plan and optional Independent Verification and Validation (IV&V) Plan efforts completed

· Computer Resources Life Cycle Maintenance Plan (CRLCMP) or Organization Program Management Plan (OPMP)

· Life Cycle Maintenance (LCM) planning documents (i.e., Software Dev. Plan (SDP), Software Configuration Mgmt Plan (SCMP), Software Quality Assurance Plan (SQAP), and Risk Mgmt Plan) have been prepared.
· SSA facilities and software engineering environment  are established and validated
· SSA staff members are trained and know the product line
· SSA demonstrates ability to successfully reproduce last delivered version of software 
· Current version of software and documentation is under config. control in the SSA’s system
· Metrics, Lessons Learned reported to the OSPD 
· Funding established

	Roles:

· Software Project Manager (SPM): Responsible for securing and executing SSA tasking
· SSA Staff: Responsible for gaining product knowledge, necessary skills, and demonstrating readiness 
· SSC San Diego Senior Management, Sponsor, and other affected groups: Establish commitment to SSA for project LCM

	Assets/References: 

a. SSC San Diego Process Asset Library (PAL). See http://sepo.spawar.navy.mil/
b. ‘Where to Start’ guidance available on the PAL. See http://sepo.spawar.navy.mil/
c. Description of SSC San Diego Software Process Assets (SPA) which includes applicable development standards, software lifecycle strategies, software engineering guides, processes, and templates to be tailored to the SSA project. See http://sepo.spawar.navy.mil/

	Tasks: 

1. Implement MOA

2. Plan Transition

3. Execute Plan(s) Relative to the Transition (i.e., Transition Plan and optional IV&V Plan)

4. Transition Project to Life Cycle Maintenance (SSA Operational)

	Measurements: 

1. Earned value tracking of tasks in the Transition Plan and optional IV&V Plan
2. Actual cost, schedule, effort, and ‘Lessons Learned’ data at completion of the Transition Plan submitted to the SSC San Diego OSPD
3. Project Data Form (PDF) containing planning information for initial baseline upgrade to be performed by the SSA


PROCESS TASKS

1. Implement MOA

a. Sponsor and SPM develop cost and schedule estimates for transition and optional IV&V tasks.

b. Optionally, sponsor and SPM negotiate and commit to SSA assuming IV&V tasking 

c. Sponsor identifies system test organization

d. SPM establishes liaison with all other participating activities

e. Sponsor establishes funding line for SSA establishment/operation

2. Plan Transition

a. SPM accesses the SSC San Diego PAL and reads the ‘Where to Start for PMs’ information. See http://sepo.spawar.navy.mil/
b. SPM follows the guidance in the SSC San Diego Software Project Planning (SPP) Process.  The SPP process can be found on PAL at http://sepo.spawar.navy.mil/.  Issues to be addressed would include but not be limited to those listed below: 

· Establish reporting responsibilities

· Define roles and responsibilities for SSA effort (i.e., maintenance, test, configuration management, field support)

· Define facilities (test and development lab space, personnel space, hardware/software) 

· Identify documentation set, format and content standards, and media.  

· Determine staff/contractor requirements for SSA roles and responsibilities

c. SPM and sponsor document plans for project transition to LCM

· Document the project life cycle support organization, facilities, staffing requirements, etc. See SPP Process on the PAL.  Documents needed could include but may not be limited to the CRLCMP, OPMP, SDP, and/or the Transition Plan
· Document details of product transition from developer to the SSA in a Transition Plan.  Plan includes schedule of key events.  (See SPP Process in the PAL for a MIL-STD 498-based template) 
d. SPM establishes policies, standards, and project-level processes

· Tailor organizational standard processes to project

· Develop project-level plans (i.e., SDP, SCMP, SQAP) in compliance with selected format and content standards

· Develop Risk Management Plan using the SSC San Diego Risk Management Process available on the PAL at http://sepo.spawar.navy.mil/
3. Execute Plans Relative to the Transition (i.e., Transition Plan and optional IV&V Plan)

a. SPM and sponsor execute the documented plans (i.e., Transition Plan, Risk Management Plan, SDP, SCMP, SQAP)

b. SPM acquires and trains SSA Staff

c. SPM acquires required contractor support

d. SPM assumes and executes IV&V role, if tasked

e. SSA performs CM of documentation, source code, build control files, test bed, etc. (received from developer)

f. SSA generates and tests executables in the SSA development environment

4. Transition Project to Life Cycle Maintenance (SSA Operational)

a. Sponsor evaluates SSA build against current operational baseline

b. Baseline for formal transition is agreed to by all stakeholders

c. SSA’s Configuration Control Board assumes control of baselined products and responsibility for future revisions

d. Submit lessons learned and process metrics to the SSC San Diego OSPD using the PDF.  See the Software Project Tracking and Oversight (SPTO) Process on the PAL at http://sepo.spawar.navy.mil

	Process:  SSC San Diego Internal 
Software Capability Evaluation (SCE)
	Phase:  Global

	Process Owner:  SSC San Diego SEPO

	Description:  The SCE is a structured Capability Maturity Model (CMM)-Based Appraisal (CBA) in which a trained team examines an organization’s or project’s current software practices.  It consists of interviews, examination of processes and artifacts, and analysis to identify the current process capability based on the Key Process Areas (KPAs) and Maturity Levels of the CMM for Software. SCEs are used internally at SSC San Diego in contract acquisition or in determining the maturity of a project or organization.

	Entry Criteria/Inputs:
· Processes and artifacts

(For all except Mini-Assessments):

· CMM Stoplight charts showing at least 90% (blue) status on desired KPAs 

· Maturity Questionnaires, Product Profiles, Organization Charts complete
	Exit Criteria/Outputs: 

· Findings for KPAs or CMM Levels:

· Strengths and weaknesses, and/or

· Recommended actions, and/or 

· A CMM Maturity Level

	Roles:  

· Senior Management/Sponsor: requests the evaluation, provides guidance and receives results

· Systems Engineering Process Office (SEPO): facilitates SCE process

· SCE Team: Trained specialists, internal or external to SSC San Diego, including:

· Leader: manages SCE process, keeps to agenda, oversees deadlines and deliverables

· Facilitator: encourages participation & team spirit, is interviewee "advocate," moves team toward consensus, monitors appraisal process 

· Recorder: captures information, takes notes during interviews, maintains evaluation worksheet

· Document tracker: tracks documents requested, received, and reviewed

· Timekeeper: helps allocate time among discussion topics

· Software team (organization being appraised): provides documents, artifacts, interviewees

· SPI Agent: assists Software team with inputs, artifacts, CMM stoplight charts, SCE logistics

	Assets/References:

a. Capability Maturity Model for Software (SW-CMM), CMU/SEI-93-TR-24 and -25 at http://www.sei.cmu.edu/cmm/obtain.cmm.html
b. SSC Overview of CMM Based Appraisal Methods http://sepo.spawar.navy.mil/ under Appraisals

c. SSC Software Capability Evaluation Process presentation at url above 

	Tasks: 
4.  Consolidating data
1.  Planning
5.  Making judgments

2.  Preparing
6.  Reporting results

3.  Collecting data
7.  Follow-up actions

	Measures:

1. Effort and funds expended in SCE activities

	Tailoring: This process can be simplified into a Mini-Assessment that establishes an initial baseline for a new project that has no inputs prepared. A SPI Agent and/or SEPO staff member can serve as the SCE Team and conduct the Mini-Assessment in approximately 15-20 hours for a medium sized project, or longer for a larger project. Only the tasks steps below identified with an asterisk (*) are used.


PROCESS TASKS

1. Planning. SEPO, in association with the Senior Management/Sponsor:
a. *  Identifies the sponsoring activity’s goals and objectives

b. *  Determines assessment scope (depth and breadth)

c. *  Selects project(s) to be evaluated, based on product profile (domain, life cycle, size)

d. Works with the assigned SPI Agent(s) to confirm entrance criteria and validity of inputs

e. Selects, builds, and trains the SCE team in the SCE methodology

2. Preparing. The SCE Team Leader, with the SPI Agent and selected members of the team:

a. *  Requests project documentation from the Software team(s)

b. Analyzes Maturity Questionnaires, Product Profiles, Organization Charts, project documentation

c. *  Determines data collection strategy (interviews, documents, briefings)

d. *  Selects positions in Software team to be interviewed

e. *  Scripts interview questions

f. Prepares an Appraisal Plan 

g. *  Performs logistics and scheduling

h. *  Identifies and schedules physical resources (site POC, private room, copier, printer, etc.)

i. Prepares an opening brief for all appraisal participants 

j. Assigns SCE team roles

k. Conducts training in team building for the SCE Team

l. Conducts SCE training for the software team.

3. Collecting Data. The SCE Team:
a. *  Employs appropriate data collection mechanisms (interviews, document reviews of processes and artifacts, instruments, project presentations).

b. *  Distinguishes among fact, inference, and judgment.

c. Prepares observation sheets describing inconsistencies and anomalies.

d. Maintains a document log and an Information needed sheet.

4. Consolidating Data. The SCE Team:
a. Organizes information collected.

b. Summarizes and combines information (observation sheets).

c. Determines if information is sufficient for rating judgments, or determines what else needs to be collected.

d. Bases observations on fact or strong inferences.

e. Corroborates observations with at least two pieces of evidence (e.g. document, interview).

f. Ensures that observations do not conflict with other validated observations or findings.

g. Determines if observations fully cover the KPA(s) under investigation.

5. Making Judgements. The SCE Team:
a. Achieves consensus so that every team member can publicly support the decision.

b. Minimizes the number of judgements.

c. Make judgements at the lowest possible level, based on facts, strong inferences, accuracy, corroboration, consistency, and coverage.

6. Reporting Results. The SCE Team:
a. Rates only those items that are planned to be rated, fully covered, and fully corroborated.

b. Assigns a rating Level based on achieving KPA goals.  If any common features are not totally satisfied, then the Level cannot be achieved. (Some practices can be not satisfied and still satisfy that KPA.)

c. *  Presents draft findings to the appraised project(s) to allow comments.

d. Presents findings to appraisal sponsor in presentation and documented report format.

e. Includes process area profiles and summaries, maturity level rating, risks, and/or recommendations in findings.

f. *  Treats findings as confidential.

7. Follow-up Actions. SEPO, in association with the SPI Agent and Senior Management/Sponsor:
a. Determines if the appraisal met Senior Management/Sponsor needs.

b. *  Helps Senior Management/Sponsor interpret results.

c. *  Determines how the organization should use the results.

d. Plans publicity for successes (e.g., procure project award, write Outlook article, arrange photographs, facilitate award ceremonies).

e. Adds project(s) to SEPO database of projects achieving a CMM rating.

SECTION 4.  Checklists by Project Phase

Purpose:  To provide a manager with an overview checklist of the activities performed by the Software Project Management team during the initiation of a software development effort.

The checklists are offered as guidelines for the activities to be covered during different phases of a software life cycle.

Note:  These checklists should be tailored for your specific project!

4.1 
Project Planning, Tracking and Oversight Process Audit

	PROJECT PLANNING, TRACKING AND OVERSIGHT PROCESS AUDIT 

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1.  Getting Started

___ Review “Taking over an Existing Project” or “Beginning a New Project” in Appendix B of A Description of the SSC San Diego Software Process Assets.

Part 2.  Project Planning

___Determine Project Vision, Mission, Objectives, Goals

___Get operational requirement from sponsor

___Get task statement from sponsor

___Determine Acquisition strategy

___Determine Software Development Methodology

___Develop prototype

___Perform Risk Management

___Determine Independent Verification and Validation (IV&V) needs on the project

___Review software engineering processes that will be used during project

___Review and tailor standards/guidelines that will be used during project


____ IEEE/EIA 12207

___Develop Statement of Work

___Prepare Request for Proposal (RFP)

___Initiate training program

___Plans for conducting software  transition  exist  and are documented in a Software Transition Plan.

____Project Plans exist and are documented in the Software Development Plan (SDP).

____The SDP  is under configuration management.

____The activities of software estimation are conducted in accordance with Software Estimation Process and results are documented. 




	PROJECT PLANNING, TRACKING AND OVERSIGHT PROCESS AUDIT (cont.)

	____Software requirements are the basis for software plans, work products, and activities. 

____Plans for conducting software configuration management exists and are documented in the SDP or a separate Software Configuration Management Plan (SCMP).

____The  SCMP  is under configuration management.

____Plans for conducting software quality assurance exists and are documented in the SDP or a separate Software Quality Assurance Plan (SQAP).

____Plans for conducting software integration testing exists and are documented in a Software Test Plan (STP).

____Plans for conducting System Testing exist  and are documented in a  STP 

____The  STP  is under configuration management.

Part 3.  Project Tracking and Oversight

____Project Metrics are collected in accordance with the Software Measurement Plan. 

____Project Lead reviews project status on a biweekly basis. 

____Branch Head reviews project status on a monthly basis. 

____Division Head reviews project status on a quarterly basis. 

____Quarterly Reviews are conducted in accordance with the Software Measurement Plan.




4.2 
Software Requirements Analysis Process Audit

	SOFTWARE REQUIREMENTS ANALYSIS PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1.  Software Requirements: 

____Software Requirements are documented in a Software Requirements Specification or other approved format. 

____Software Requirements Specification is maintained under configuration management.

____Software Requirements Specification changes undergo Peer Review process before they are incorporated into the requirements baseline. 

____Software development plans, work products, and activities are changed to be consistent with changes to the software requirements.

____Software Requirements Analysis techniques consistent with the SDP.

____Requirements Database Tool used to manage software requirements.

____Software engineering group are trained to perform requirements management activities.  

____Measurements are made and used to determine the status of  requirements management.

Part 2.  Interface Requirements:

____Interface Requirements are documented in an Interface Requirements Specification or other approved format. 

____Interface Requirements Specification is maintained under configuration management.

____ Interface Requirements Specification changes undergo Peer Review process before they are incorporated into the requirements baseline. 

____Software development plans, work products, and activities are changed to be consistent with changes to the interface requirements.

____ Requirements Tool used to manage interface requirements trouble reports and change requests. 

____Software engineering group is trained to perform requirements management activities. 


4.3 
Software Design Process Audit

	SOFTWARE DESIGN PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1.  Software Design: 

____Ensure the following documents undergo Peer Review process during this phase of

 development.

         ___Software Design Document (SDD) 

         ___Interface Design Document (IDD)

         ___Software Test Plan (STP) (Test Ids, Test Cases) 

         ___Software Programmers Manual (SPM)

         ___Software Test Description (STD)

         ___Firmware Support Manual (FSM)

____Ensure the following modified documents are placed under CM  during this phase of development

         ___Software Design Document (SDD) 

         ___Interface Design Document (IDD)

         ___Software Test Plan (STP) (Test Ids, Test Cases) 

         ___Software Programmers Manual (SPM)

         ___Software Test Description (STD)

         ___Firmware Support Manual (FSM)

___Design documents and a matrix demonstrating traceability to requirements are prepared and kept current and consistent based on baselined software requirements.

___Ensure design walkthroughs (Peer Review process) evaluate compliance of the design to the requirements, identify defects in the design, and alternatives are evaluated and reported.

___Ensure design walkthroughs are conducted in accordance with Peer Review process.

___Ensure that changes to software design are identified, reviewed, and tracked to closure.

___Ensure Software design is consistent with the design methodology approved in the SDP.




	SOFTWARE DESIGN PROCESS AUDIT (cont.)

	___Ensure that the method, such as the Software Development Folder or Unit Development Folder, used for tracking and documenting the development/maintenance of a software unit is implemented and is kept current.

Part 2.  Interface Design:

___Interface Requirements are documented in an Interface Design Specification (IDD) or other approved format.  

___Interface Design Specification (IDD) is maintained under configuration management.

___Interface Design Specification changes undergo Peer Review process.




4.4 
Software Coding and Testing Process Audit

	SOFTWARE CODING AND TESTING PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1.  Software Coding: 

____Code and the traceability matrix are prepared and kept current and consistent based on approved software requirement changes.

____Ensure code walkthroughs (Peer Review process) evaluate compliance of the code to the approved design, identify defects in the code, and alternatives are evaluated and reported.

____Ensure code walkthroughs are conducted in accordance with  Peer Review process.

____Ensure that changes to code are identified, reviewed, and tracked to closure.

____Ensure code is maintained under configuration management.

____Ensure code changes undergo Peer Review process before they are incorporated into the software baseline.  

____Software coding is consistent with the coding methodology approved in the SDP.

____Ensure that the method, such as the Software Development Folder or Unit Development Folder, used for tracking and documenting the development/maintenance of a software unit is implemented and is kept current.

Part 2.  Item Testing:

____Ensure software item testing is conducted in conformance with the approved standards and procedures described in the SDP. 

____Ensure results of unit testing are documented in the Software Development Folder or Unit Development Folder.

 


4.5 
Software Integration Process Audit

	SOFTWARE INTEGRATION PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:
Part 1:  Configuration Identification.

____Are the software units and software configuration items (software items) integrated under change control?  If no, go to part 2.

____If yes, were the software items integrated into the system obtained from an authorized Configuration Management representative in accordance with the SDP?

____Are the baseline versions of each software item integrated into the system?

____Are all software components of software integration under change control in accordance with the SCMP?


_____ If yes, how are they identified?

Part 2:  Integration Process.

____Is there a plan for the integration of the software items?

____If yes, does the plan specify the order and schedule in which the software items are integrated?

____If yes, are the software items integrated in accordance with the schedule and in the specified order?

____Does the integration plan specify which version of each software item is to be integrated?


____If yes, is the correct version integrated?

____Have the software items integrated completed unit testing?




	SOFTWARE INTEGRATION PROCESS AUDIT (cont.)

	Procedures:

Part 2:  Integration Process cont.


____If yes, have any required corrections been completed? 



____Have the software items been retested?

____Are the test procedures defined for software item integration?


____If yes, are the procedures followed?

____Are test cases defined?


____If yes, are they followed?

____Are test pass/fail criteria defined?


____If yes, are they followed?

____Are results documented in Unit Development Folders?




4.6 
Software Integration and System Qualification Process Audit

	 SOFTWARE INTEGRATION AND SYSTEM QUALIFICATION PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1:  Test Plan.

____Is there an approved test plan and test des​criptions?

____If yes, are the plan and descriptions used under configuration management control?

____Are latest version of the plan and des​cription used?

Part 2:  Testing Process.

____Was the system software received from an authorized con​figuration management source?

____Is test environment, including both hard​ware and software requirements, setup as required by the test plan?

____Is the order of test performance impor​tant to results?

____If yes, are the tests performed in the correct order?

____Is each test case in the test description executed?

____Is the system tested after each software item is integrated?

____Are the results of the tests recorded  in a test report?

____If yes, what information is recorded?  Where?

____Are software items retested after integration to assure they still satisfy their requirements without interference from remainder of system?

____Is the system that results from integration of each software item placed under configura​tion management control?


____ If yes, how is it identified?


	SOFTWARE INTEGRATION AND SYSTEM QUALIFICATION PROCESS AUDIT (cont)

	Part 3:  Trouble Reporting.

____Are the discrepancies found entered into TR Configuration Management System for change control?


____If yes, are the entries completed at the time the discrepancies are found?

____Is the TR's reference number kept in the test file?

____Are TRs written when problems are found in the test environment, test plan, test descriptions, or test cases?


____If yes, are these TRs sent through the same change control process as software TRs?

Part 4:  Modifications.

____Are modifications or corrections made to the test environment during testing?


____If yes, were the modifications approved by through the change control process prior to implementation?




____What documentation of the modifications exists?




____What are the changes?

____Are modifications or corrections made to the test descriptions during testing?


____If yes, were the modifications approved by the change control process prior to implementation?




____What documentation of the modifications exists?




____What is the approving LCCB  date? _______________________




____What is the STD change release date? _______________________

____Were the change control procedures in the SCMP followed?


____If no, what are the changes?




	SOFTWARE INTEGRATION AND SYSTEM QUALIFICATION PROCESS AUDIT (cont)

	Part 5:  Completion Criteria.

____Have all specified software items been integrated into the system?

____Have all test cases been executed on the system?

____Are all TRs closed out?

____If no, are all outstanding TRs properly documented in the VDD ?

____Has the Software Test Report (STR) been completed and approved?

____Has the STR been placed under change control?

____Has appropriate authority determined whether system passed or failed integration testing?


____What individual or group determined whether the system passed or failed?


____How was the pass or fail determination made?


____Is software system ready to be integrated with operational system?

Part 6:  Software Development Files.

____Does the STR include retests due to software failures?



____If yes, list the failures with their corresponding TR reference numbers.

 

____Using the TR CM system, list all the software items changed due to these failures.

____Were all the software development files of the listed software items updated in accordance with SDP?


____If no, list all software development files that were not updated.

Part 7:  Software Test Report Accuracy.

____Does the STR supply the configuration identification number (CIN) for all test documents (STP, STD) and software?  If no, the STR is incomplete.

____Can the tester run the evaluation tests with the specified CINs?  If no, the STR is inaccurate.

____Does the results of these tests match the STR?  If no, the STR is inaccurate.




4.7 
Software/System Retest Process Audit

	SOFTWARE/SYSTEM RETEST PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

____Do the approved STP and STD include the process and procedures to be followed when retesting software?

____Have the changes made to the system software been approved and implemented through the change control process?

____Was the modified version of the system software received from an authorized con​figuration management source?

____Are the results of the retest properly documented in the STR?

____Does the test process include retesting previously correct functions as well as the function that was changed?

____Are the results of the test entered into the configuration management system correctly?

____Is a procedure followed to determine what other tests are needed besides the test that failed?  (See appendix D, section 10.3.6 of DOD-STD-2167A.)




4.8 
Software Production/Delivery Process Audit

	SOFTWARE PRODUCTION/DELIVERY PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1. Audits

____Is functional audit required?

____If yes, was functional audit conducted?

____Is physical audit required?

____If yes, was physical audit conducted?

Part 2.  Package Generation

____Is the software generated from the software library in accordance with the SDP?



____If Yes, Is the software the latest version of the software in the software library?



____If No, Why not?

____Is the documentation generated from masters controlled by the Configuration Management personnel as required by the SCMP?

Part 3.  Delivery Package

____Is the software media labeled correctly, showing at a minimum software name, release date, and correct version number?

____Is the Version Description Document with the software media?



____ If yes, is the Version Description Document the correct version for the software?

____Has the Version Description Document been Formally Inspected? 

____Is the User's Manual with the software media?



____ If yes, is the User's Manual the correct version for the software?



____Has the User's Manual been Formally Inspected?




	SOFTWARE PRODUCTION/DELIVERY PROCESS AUDIT (cont.)

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 4:  Media Distribution List

____Is there a distribution list for the deliverable?


____ If yes, is it complete, all organizations listed, all addresses correct and current?



____Are any organizations listed that do not need to receive deliver​able?

____Is the deliverable classified?


____ If yes, do the personnel on the distribution list have required clearance and need-to-


know?

Part 5.  Packaging

____Is the packaging material suitable for contents and transmission method used?

____Does package contain signed transmittal letter?



____If yes, is the transmittal information correct?

____Are all contents listed on transmittal contained in package?

____Does package include receipt acknowledgment form?

Part 6.  Problem Notification

____Is there a specified method for receiving organization to notify of problems and deficiencies in the package?


____If yes, what is the method?

____Is there a specified method for logging and handling distribution problems?  What?

____Are distribution problems handled by a specific person?  Who?




	SOFTWARE PRODUCTION/DELIVERY PROCESS AUDIT (cont.)

	Procedures:

Part 7.  Package Collection and Record Keeping

____Was the old version of the software package picked up from the user?



____ If yes, did the package include the media as well as the associated documenta​tion?



____Was collection of package recorded so that it could be verified in the future, 


including version of software collected and user collected from?





____If yes, what information is recorded and how are the records stored?

Part 8.  Package Storage/Destruction

____Is the software package placed in storage for future reference?


____If yes, how and where is the package stored?


____If the package is not stored, is it destroyed in a manner suitable for its security


classification?




____If yes, how and when is the package destroyed?




4.9 
Software Implementation and Unit Testing Process Audit

	SOFTWARE CORRECTIVE ACTION PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1 : Implementation of a Closed Loop Corrective Action Process.

____Is the CA process closed-loop?


____If yes, does the closed-loop CA process ensure that:




____All detected problems are promptly reported?




____All detected problems are entered into CA process?




____Action is initiated on problems?




____Resolution is achieved?




____Status is tracked and reported?




____Records are maintained?




____Problem/change/discrepancy reports are the input?

Part 2 : Inputs to the Corrective Action Process.

____Does a CA process exist?
Location: 

____Is the CA process documented?
Location: 

____Is the CA process implemented?

Notes: 






	SOFTWARE CORRECTIVE ACTION PROCESS AUDIT (cont)

	Part 3 : Classification of Problems by Category and Priority.

____Are problems classified by category?  Categories include the following.


____Software Problem.  The software does not operate according to supporting 


documentation and the documentation is correct.


____Documentation Problem.  The software does not operate according to supporting


documentation but the software operation is correct.


____Design Problem.  The software does not operate according to supporting


documentation but a design deficiency exists.


____Are problems classified by priority?  Priorities include the following.




____Priority 1:  A software problem that does one of the following:





-Prevents the accomplishment of an operational or mission essential 



capability specified in the baseline requirements.





-Prevents the operator's accomplishment of an operational or mission 



essential capability.





-Jeopardizes personnel safety.




____Priority 2:  A software problem that does one of the following:





-Adversely affects the accomplishment of an operational or mission 



essential capability specified in the baseline requirements so as to degrade



 perfor​mance and for which no alternative work-around solution is 



known.





-Adversely affects the operator's accomplishment of an operational or 



mission essential capability for which no alternative work-around 



solution is known.




	SOFTWARE CORRECTIVE ACTION PROCESS AUDIT (cont)

	Part 3 : Classification of Problems by Category and Priority. Cont.




____Priority 3:  A software problem that does one of the follow​ing:





-Adversely affects the accomplishment of an operational or mission 



essential capability specified in the baseline requirements so as to degrade



 performance and for which an alternative work-around solution is known.





-Adversely affects the operator's accomplishment of an operational or 



mission essential capability for which an alternative solution is known.




____Priority 4:  A software problem that:





-Is an operator inconvenience or annoyance and which does not affect a 



required operational or mission essential capability.




____Priority 5:  All other errors.

Part 4 : Performance of Trend Analysis.

____Is analysis performed to determine problem areas?

____Are underlying factors/root causes identified, categorized, and prioritized?

____Are resources expended in finding and treating root causes?

Part 5 : Evaluation of Corrective Action taken.

____Are corrective actions evaluated to verify:


____Problems have been resolved?


____Adverse trends have been reversed?


____Changes have been correctly implemented?


____Introduction of no additional problems?

NOTES: 






4.10 
Media Certification Process Audit

	MEDIA CERTIFICATION PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1:  Media Production

____Ensure that media containing source code and media containing the object code which are delivered correspond to one another.

____Is there a documented plan that is used to implement production of media from the software library?  If no, skip to Part 2.  If yes,

                ____Was the plan followed in production of media?

                ____Was software created from correct files in the software library by CM personnel?

                ____Were documents created from approved master copies by CM person​nel?

Part 2.  Media Labeling

____Is there a documented standard that is followed in labeling the media?


____If yes, what is the standard method used to identify the product, version, and Con​


figuration Identification Number?    

____Is media clearly labeled?

____Does the label contain all required information (product, version, and Configura​tion Identification Number)?

____ If software is classified, does media clearly reflect correct classification?

____Is software document clearly labeled with product, CIN, and version number, if applicable?

Part 3.  Media Contents

____Is there a listing of contents on the media?

____If yes, where is the listing located?

____Does the media contain contents specified in listing?

____Do the contents of the media match the label information, i.e., is it the correct version for the correct hardware platform?

____Do the documents contain all change pages required for this version of the documents?


4.11 
Non Deliverable Software Certification Audit

	NON DELIVERABLE SOFTWARE CERTIFICATION AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:
Part 1.  Certify the Use of Non-Deliverable Software 

____Deliverable Software is  dependent on Non-Deliverable Software 


____ If yes, is provision is made so acquirer has or can obtain Non-Deliverable Software

____ Certify Non-Delivered Software performs it’s intended use.

____ Ensure Non-Delivered Software is placed under configuration management.




4.12 
Storage and Handling Process Audit

	STORAGE AND HANDLING PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:
Part 1.  Storage and Handling  

____Documents and media are stored according to the  Software Development Library procedure.

____Storage areas for paper products are free from adverse environmental effects.(high humidity, magnetic forces, heat, and dust)

____Storage areas for media products are free from adverse environmental effects.(high humidity, magnetic forces, heat, and dust)

____ Storage containers for classified material are appropriate for level of classified material.




4.13 
Subcontractor Control Process Audit

	SUBCONTRACTOR CONTROL PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1.  Subcontract Management 

____A subcontract manager is designated to be responsible for establishing and managing the software subcontract.

____Subcontract manager is trained to perform these activities.

____The work to be subcontracted is defined and planned according to a documented procedure.

____The subcontract SOW is reviewed and approved by the project manager, branch head, and division head.

____The subcontract SOW is managed and controlled.

____The subcontractor is selected according to a documented procedure.

____The contractual agreement between the prime contractor and the software subcontractor is used as the basis for managing the subcontract.

        The contractual agreement documents:

        ____The terms and conditions

        ____SOW

        ____Requirements for the products to be developed.

        ____List of dependencies between subcontractor and prime.

        ____Subcontracted products to be delivered to the prime.

        ____Conditions under which revisions to products are to be submitted.

        ____Acceptance procedures and acceptance criteria to be used in evaluating the 


subcontractor products before they are accepted by the prime.

        ____Procedures and evaluation criteria to be used by the prime to monitor and evaluate the 


subcontractor’s performance.


	SUBCONTRACTOR CONTROL PROCESS AUDIT  (cont)

	Procedures:

Part 1.  Subcontract Management cont.

____Subcontractor’s software development plan is reviewed/approved by the prime.

____Approved subcontractors SDP is used for tracking the software activities and communicating status.

____Changes to the subcontractors SOW are resolved according to a documented procedure.

____Project manager conducts periodic status/coordination reviews with the subcontractor’s management.

____Periodic technical reviews and interchanges are held with the subcontractor.

____Formal reviews to address the subcontractor’s accomplishments and results are conducted at selected milestones.

        ____Reviews are documented in the SOW

        ____Reviews address status of subcontractor software activities.

        ____Significant issues, action items, and decisions are identified and documented.

        ____Software risks are addressed.

        ____Subcontractor’s SDP is refined as appropriate.

____The prime contractors software quality assurance group monitors the subcontractor’s quality assurance activities.

____The prime contractor conducts acceptance testing of subcontractor products.

____Subcontractor’s performance is evaluated on a periodic basis, and reviewed with the subcontractor.

____Measurements are made and used to determine the status of the subcontract.

____The activities of the subcontract are reviewed by the Division Head on a quarterly basis.




4.14 
Software Configuration Management Process Audit

	SOFTWARE CONFIGURATION MANAGEMENT PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1:  SCM Plan

____Ensure project follows the  organizational policy for implementing SCM.

____Group responsible for coordinating and implementing SCM for the project exists.

____A documented and approved SCM plan (SCMP) is used as the basis for performing SCM activities.

____Configuration control of changes to baseline documents and software are managed in accordance with the SCMP.

____A configuration management library system is established as the repository for the software baseline.

____The CM library is the single place of  storage for the baseline version of all software.

____Access to software products in the CM library is in accordance with the  Library Control procedures.

____Software work products to be placed under SCM are identified according to the SCM plan.

____Local Change Control Board (LCCB) exists and implements  LCCB procedures.

____Change request and problem reports for all configuration items are handled in accordance with the  PCR procedure.

____Changes to baselines are controlled according to the SCMP,  LCCB procedure, and  PCR procedure.

____Products from the software baseline library are created and their release is controlled according to the  Library Control procedures.

____Configuration status accounting reports are prepared in accordance with the SCM plan.




	SOFTWARE CONFIGURATION MANAGEMENT PROCESS AUDIT (cont) 

	Part 2: Configuration Identification

____Can Product Baselines and the Developmen​tal Library be identified?


____If yes, What is the method used to identify the Baselines and the Developmental 


Library?


____What are the documents that make up these Baselines and Developmental Library?

____Can the documentation and the computer storage media containing code, documentation, or both be identified?


____If yes, what is the method used to identify the documentation and the computer 


storage media?


____What are the documents that are placed under configuration control?

____Can each software item and its corresponding software units be identified?


____If yes, what is the method used to identify them?

____Is there a method used to identify the version, release, change status, and any other identification details of each deliverable items?


____If yes, what is the method used?


____For each customer, identify the deliverable item, version, release, and change status 


being used.

____Is there a method used to identify the version of each software item and unit to which the corresponding software documentation applies?


____If yes, what is the method used?   


____What is the SRS and SDD CI for each software item and unit?        

____Is there a method used to identify the specific version of software contained on a deliverable medium, including all changes incorporated since its previous release?


____If yes, what is the method used?

____Does the deliverable medium match CM masters?  List any discrepancies.




	SOFTWARE CONFIGURATION MANAGEMENT PROCESS AUDIT  (cont.)

	Part 3:  Configuration Control.

____Is there an established plan for performing configuration control?


____If yes, is there a method to establish a Developmental Library for each CSCI?




____If yes, what is the method used?

____What are the software units and items in the Developmental Library?

____Is there a method to maintain current copies of the deliverable documentation and code?


____If yes, what is the method used?


____What are the current copies?  List all discrepancies.

____Is there a method to control the preparation and dissemination of changes to the master copies of deliverable software and documentation?


____If yes, what is the method used?

____Do master copies of deliverables reflect only approved changes?  List any discrepancies.


____What are the changes in current deliverable software/documents?




	SOFTWARE CONFIGURATION MANAGEMENT PROCESS AUDIT   (cont.)

	Part 4:  Configuration Status Accounting.

____Is there a documented plan for implementing and performing configuration status accounting?

____Are there status reports on all products comprising the Developmental Libraries and the Functional Allocated and Product Baselines?

____Is there recording and reporting of proposed and implemented changes to a CSCI and its associated configuration identification documents?

____If yes to two out of three, answer the following.  If not, then go to Part 5.

____Is there a method to provide traceability of changes to controlled products


____If yes, what is the method used?

____Is there a method for communicating the status of configuration identification and associated software?


____If yes, what is the method used?

____Is there a method for ensuring that delivered documents describe and represent the associated software?


____If yes, what is the method used?

Part 5:  Engineering Change Proposals.

____Are ECPs prepared in accordance with MIL-STD-973?

____Are SCNs prepared in accordance with MIL-STD-490A?

____Is there a method for handling requested changes to the CSCI?


____If yes, what is the method used?

____Is there a method used to authorize SCNs and ECPs?


____If yes, what is the method used? 




4.15 
Software Development Library Process Audit

	SOFTWARE DEVELOPMENT LIBRARY PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1:


____Ensure the establishment of the SDL and procedures to govern its operation.

____Ensure SDL provides a positive means for recognizing related elements (i.e., those versions which constitute a particular baseline and protecting the software against destruc​tion or unauthorized modification).

____Ensure that documentation and computer program materials approved by the LCCB are place under library control.

____Ensure that all software, tools, and documenta​tion relevant to the software development is placed under library control.

____Ensure published procedures/standards for the SDL exist.

____ SDL procedures include identification of persons/organization responsible for receiving, storing, controll​ing, and disseminating library materials.

____Ensure access to SDL is limited to authorized personnel?


____If yes, what are the procedures used to limit access?     

____Ensure safeguards are in place to assure that no unauthorized alterations are made to  controlled material?


____If yes, what are those safeguards?          


____Description/list of the materials to be controlled:            


____Description of how the materials are approved and placed under control:        


____How are changes to the software part handled and how are changes to lines of code 


identified?




	SOFTWARE DEVELOPMENT LIBRARY PROCESS AUDIT (cont.)

	____Does the SDL contain master copies of each Computer Software Configuration Item under Computer Program Library control?


____Is there periodic back up of the software performed to prevent loss of infor​mation due 


to any failure of the Development Library System?

         ____If yes, describe the backup procedure and frequency of backups.

Part 2: Assurance of Controlled Material Validity.

____Are duplications from controlled and tested master copies verified before delivery as exact copies?

____Are all deliverable software products that are duplicated from controlled and tested master copies compared with that master copy to assure exact duplica​tion?

____Description of how identification numbers and revision codes are assigned to controlled documents and software:

____Describe the way releases of controlled materials are recorded.

____Who are the people/organization responsible for assurance of software media validity?

____Does a formal release procedure exist and if so what is it? 

____Is the material contained in the library promptly and correctly updated when a change to any of these materials is authorized?




4.16 
Non-Developmental Software Process Audit

	NON-DEVELOPMENTAL SOFTWARE PROCESS AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

Part 1:  Evaluate Non-Developmental Software Process 

____ Ensure Non-Developmental Software performs its intended functions. 

____ Non-Developmental Software is placed under internal CM.

____ Data rights provisions and licensing is consistent with the SDP.




4.17 
Process Improvement Audit

	PROCESS IMPROVEMENT (PI) AUDIT

	Project: 

Date: 

Prepared by: 

	Procedures:

____Management establishes the names of each Process Improvement (PI)  Team and identifies a PI Champion for each PI Team.

____Each PI Champion identifies the PI Team members for his/her team.  

____Each PI Champion organizes and conducts an initial PI Team meeting to kickoff the PI effort for their team.  The PI Agent will facilitate the meeting.  

____Each PI Team determines if training is needed/required for the PI Team.  If training is required, the PI Agent will coordinate a training session with SEPO.  

____Each PI Team will conduct an internal assessment using the CMM-SW KPA Traceability Matrix where applicable.  The purpose of the internal assessment is to determine what PI tasks to do, what artifacts (e.g., processes, procedures, plans, etc.) exist, and identify what artifacts are required. 

____Each PI Team will prioritize their PI tasks; i.e., the order in which to perform their PI tasks.  The PI Team will estimate the work effort in terms of team effort and calendar milestones to perform their tasks and produce identified artifacts.  A POA&M will be the output from this step. 

____Each PI Team will identify the member(s) of their team who will be the process/artifact author(s) for documenting the required PI Team process and other required artifacts relevant to their process area.

____Each PI Team will review SEPO organizational products as candidates for tailoring to satisfy the artifact requirements of the process area.

____Process/artifact author(s) will develop and document the required process artifacts.

____Each PI Champion will meet monthly with the Project Manager and the PI Agent to review progress and status of the POA&M.  

____Each PI Team will determine the type of peer review to be used on their completed process.  The formal inspection process is generally recommended

____Each PI Team performs peer reviews until the process/artifacts are complete.  

____Each PI Team will submit the process/artifacts for approval to the Process Approval Board.  The PI Team is responsible for any rework on issues, if any.



	PROCESS IMPROVEMENT (PI) AUDIT (cont.)

	____Each PI Team will provide user training of the process.  Project members (audience) is determined on the type of process being given.

____Project members implement the process in accordance with the roles and responsibilities defined in the process.  Each PI Team uses the process and monitors and measures the process performance.

____Each PI Team will define and measure the achievement of their PI goal by means relevant to their Measurement activities within their KPA.  

____Each PI Team will make improvements to the process, where needed, based on measurements and process review.

____Each PI Team submits process changes to the Process Approval Board as necessary. 

____Each PI Team will provide feedback to SEPO on the use of SEPO organizational products that were used to develop the process.

____Each PI Team will make their artifacts available to other projects upon request.
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Section 5.  Project Reviews and Checklists
Note: For Peer Review checklists, see the Formal Inspection Process document which includes checklists for all software work products (documents and code).

5.1
Overview of two kinds of project reviews

The following subsections are depicted in Figure 5-1.

5.1.1
Peer Reviews

Purpose:
To provide immediate technical feedback (including open issues and defects) to the developers to help them improve the product. These reviews deal only with technical issues. These reviews also provide feedback to management on the actual technical status of the project.

Entrance criteria:
Completed work product (document or software).

Exit criteria:
Technically reviewed work product.

Players:
Include only subject matter experts. During the requirements definition phase, the subject matter experts are the users, customers, and the developers. During the design and implementation phases, the users and customers are usually not the subject matter experts. [No management participation.]

Examples:
Formal Inspections (SSC San Diego process), walkthroughs.

5.1.2
Management Reviews

Purpose:
These reviews are held primarily to assess risks.


Management evaluates the decision making process on the project. Are we ready to continue?  Should we continue? Management issues are discussed here, such as plans, tracking, risks, schedules, and budget. Management receives input data from several Peer Reviews to assess progress.

Entrance criteria:
Completed Peer Review(s).

Exit criteria:
Refer to specific review.

Players:
Management (acquirer and developer), IV&V, users, customers, SQA, composed of outside experts (other SSC San Diego experts) acting as consultants.

Examples:
SSC San Diego Management Project/Design Reviews


IEEE/EIA 12207 Project Management Reviews


MIL-STD-498 Joint Management Reviews


MIL-STD-1521B reviews required by DoD-STD-2167A:
SRR, SDR, SSR, PDR, CDR, TRR, FQR
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Figure 5-1  An Example Review Process

The two reviews should be coordinated, such that Peer Reviews provide input to the Management Review. Open issues and defects from the Peer Reviews are summarized and presented at the Management Review. One of the entrance criteria for the Management Review is a Peer Review on all of the appropriate project work products.

5.2
Keys to Successful Reviews and Meetings

5.2.1
Step 1: Establish type of Review/Meeting and the Goals and Objectives

•
Determine type of review/meeting: Peer Review or Management Review, program review, status meeting, staff meeting, etc.

•
Should be goal-oriented, value-added, and primarily non-adversarial

•
What outcome or decision do you expect to reach?

Examples:  


“Reach agreement on interface requirements.”


“Review project status and risks to determine if requirements need reducing.”


“Announce the new project organization and decide on new office spaces.”

5.2.2
Step 2: Establish Entrance Criteria and Exit Criteria

•
Entrance criteria:  What must occur prior to the review or meeting in order to make it successful



Derived from goals/objectives


Examples: 
Completion of the work product to be approved




   All attendees read IRS, review risks

•
Exit criteria:  What must be accomplished for the review or meeting to be closed


Example: 
Identify and document all discrepancies

•  Both must be established prior to review or meeting

5.2.3
Step 3: Be organized/Be prepared

•
Assign a leader, facilitator, timekeeper, and recorder


-  record minutes, action items, and decisions

•
Have an agenda - keep to it


-  Hand out agenda ahead of time

•
Insist that participants be prepared

•
Select the right participants -get  a good mix

-  Invite only those who have a stake in the outcome

-
Continuity of participants important!

5.2.4
Step 4: *Hold a kick-off meeting for the reviews

•
Review goals/objectives of the review with the developer (participants)


-  Schedule at least two weeks prior to the meeting


-  Doesn’t have to be face-to-face in the same room, could be video teleconference or phone call

Example:  Formal Inspection Overview Meeting

* - applies to reviews only

5.2.5
Step 5: *Hold a Government-only pre-review meeting (if applicable)

•
Evaluate goals/objectives of review, controversial areas, known deficiencies

•
Purpose is to achieve Government consensus

•
Most important if multiple Government agencies are involved

* - applies to Management Reviews only

5.2.6
Step 6: Get off to a Good Start

•  Make the participants feel comfortable


-  Ensure adequate facilities (space, lights, air conditioning,...)


-  Set up room to accommodate the objective


   (for best communications, use U-shaped or oval)

•
Arrange for food, drinks, breaks

•  Provide welcome and introductions

•  Summarize roles, goals, objectives, agenda

•  Verify that Entrance Criteria have been met

5.2.7
Step 7: Establish Ground Rules

•
Getting everyone’s input

-
Use round robin or query those not contributing

-
Show appreciation for constructive participation

-  Encourage open communication

-  Use everyone’s talents--that is why they are there

•
Limiting the number and length of presentations

-
Agree on time limits, assign timekeeper

•
Controlling the group size

-  If the group is over 10, divide the group into smaller teams to divide up the issue to be discussed

•
Using prototypes to assist participants in understanding and communication

•  Handling disagreements or conflicts

5.2.8
Step 8: Take Minutes of Proceedings and Assign Action Items

•
Sample contents:


-  Review name and objectives


-  Attendees


-  Results and Decisions


-  Action Items

•
Assign action items for open issues


-  Specify due date, priority, and responsible person

•  Review action items and decisions prior to close of review or meeting

-  Action items that can be answered during the review or meeting should be answered then and allow time for more detailed analysis of more profound Action Items

•
Confirm that Exit criteria are met

•  Send out minutes in a timely manner for review and comment

5.2.9
Step 9:  Request feedback on how to improve review or meeting process

•
Reviews and meeting span the life of all projects

•
All attendees want reviews and meetings to be productive

Example feedback questions:

•
Was the agenda available beforehand?

•
How can we foster better communication?

•
Do we have the right attendees?

• Were the physical facilities adequate?

•  How can our reviews and meetings be improved?

5.2.10
Step 10: Track, Follow-up on Action Items

•
Establish an Action Item tracking system


Sample Contents:
A.I. number



Description



Priority



Date Assigned



Responsible person(s)



Estimated Completion Date



Status



Date Closed

•  Collect the metric:  outstanding action items


-  Measures the health of a software project

•
Schedule an in-progress (status) review or meeting if needed

•
Prepare for next review meeting

5.3
Management Review Checklists

The checklists in the following sections address six Management reviews using the terminology specified in DoD-STD-2167A and MIL-STD-1521B. A correlation with the corresponding review names and document names in MIL-STD-498 and IEEE/EIA 12207 is presented in Table 5-1.  The checklists are intended to be tailored (items added or deleted) for your specific project. The checklists cannot cover every possible, conceivable activity that you might perform on your project.

A Peer Review (such as a Formal Inspection) on the related documents is required prior to these management reviews. 

Table 5-1  Terminology Changes Between Software Standards

	DoD-STD-2167A 
Formal Reviews/
Related Documents
	MIL-STD-498 
Joint Mgmt. Reviews/
Related Documents
	IEEE/EIA 12207 
Project Mgmt. Reviews/
Related Documents

	System Reqts Review (SRR)


System/Segment Spec
	*
System/subsys reqts. review

*

System/subsystem spec
	
System/subsys reqts review

*

System requirements spec

	System Design Review (SDR)


System/Segment Spec


Software Devel. Plan


Software Reqts Spec


Interface Reqts Spec
	*
System/subsys design review

*

System/subsystem spec



Software Devel. Plan



Software Reqts Spec



Interface Reqts Spec
	
System/subsys design review

*

System reqts description

*

Development process plan

*

Software reqts description

*

Software reqts description

	Software Spec Review (SSR)


Software Reqts Spec


Interface Reqts Spec


Software Test Plan


Software Users Manual
	*
Software Reqts Review



Software Reqts Spec



Interface Reqts Spec



Software Test Plan



Software User Manual
	
Software reqts review

*

Software reqts description

*

Software reqts description

*

Software integration plan

*

User documentation descr.

	Prelim. Design Review (PDR)


Software Design Document


Interface Design Document
	*
Software Design Review

*

Software Design Descr.

*

Interface Design Descr.
	
Software design review

*

Software arch description

*

Software I’face design descr

	Critical Design Review (CDR)


Software Design Document


Interface Design Document


Software Test Description
	*
Software Design Review

*

Software Design Descr.

*

Interface Design Descr.



Software Test Descr.
	
Software design review



Software design description

*

Software I’face design descr

*

Test or validation procedures

	Test Readiness Review (TRR)


Software Test Description


Software Devel. Folders
	
Test Readiness Review



Software Test Description



Software Devel. Folders
	
Test readiness review

*

Test or validation procedures

*

Software code & test record


*  = Change from previous standard

5.3.1
System Requirements Review (SRR) Checklist

Purpose:
The objective is to ascertain the adequacy of the efforts in defining system requirements.


To assess the risks associated with plans and  requirements.


To obtain initial agreement between the user/customer and the system developer that the preliminary requirements specified for the system are complete, accurate, and the requirements represent the initial commitment for the system.


To review and approve preliminary System/Segment Specification (SS).

SRR Entrance Criteria:
1)
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process document, Appendix C, for checklist):

____
Preliminary System/Segment Specification (SS), p. C-8

2) 
Following analysis performed:

____
feasibility

____
reliability (hardware and software)

____
maintainability

____
survivability

____
logistics support

____
system/cost-effectiveness

____
system safety

____
human factors

3) __
Risk management program (identification, avoidance, impact, contingency, and reduction)  is defined

4) 
Review team has been assembled and they have committed to attend

____
Developer:
- project manager, system manager, system engineer, software development manager, hardware development manager, testing manager, software quality assurance

____
Government:
- sponsor (program manager), program manager, software project manager, software personnel, hardware personnel, IV&V, users, life cycle support activity, testing activity

5) 
Metrics collected and analyzed: (see SSC San Diego Project Tracking and Control Process)

____
a) 
Actual vs. Planned Staffing Profile

____
b) 
Documentation Defects

____
c)
Number of requirements identified

____
d)
Requirements fully attributed and databased

6) ___
Current Work Breakdown Structure

7) ___
Current Milestone Schedule and Deliverable Requirements

8) ___
If developer is a contractor, have contract current
(contract/delivery order should be funded for the review to be held)

SRR Review Tasks:
A) Review:

1) ___
summary of technical issues/problems from Peer Review meeting of preliminary System/Segment Specification held prior to this meeting

2) ___
risk management program

3) ___
current risks

4) ___
decisions made prior to the review

- are we making good decisions?

5) ___
plans and schedules

6) ___
system quality goals

7) ___
studies we have performed and planned?

- feasibility

- reliability

- maintainability

8) ___
system design constraints (next phase)

9) ___
personnel resources/staffing plan (Government and contractor)

10) __
project organization structure/communication lines - is it working?

11) __
contracting requirements modifications (if necessary) (discussed in Government only session)

12) __
metrics collected and analyzed

B)
Review project documents

___
Preliminary System/Segment Specification

C) 
Make decisions

___
Be clear and write them down for distribution

SRR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes with all attendees present

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

10) __
Requirements database baselined

5.3.2
System Design Review (SDR) Checklist

Purpose:
To obtain agreement between the user/customer and the system developer that the system requirements and their allocation to hardware, software, or firmware are complete, accurate, and represent the commitment for the system. To obtain approval for the software development approach and procedures as specified in the software development plan.


To review and approve the System/Segment Specification (SS), System/Segment Design Document (SSDD), Software Development Plan (SDP), and the preliminary Software Requirements Specification(s) (SRS) and the preliminary Interface Requirements Specifications (IRS). An approved System/Segment Specification (SS) establishes the Functional Baseline, i.e. the baseline of the system requirements.

SDR Entrance Criteria:
1)
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process Appendix C for checklists):

____
Final System/Segment Specification (SSS), p. C-8

____
System/Segment Design Document (SSDD), p. C-9

____
Preliminary Software Requirements Specification(s) (SRS), p. C-11

____
Preliminary Interface Requirements Specification(s) (IRS),  p. C-11

____
Software Development Plan (SDP), p. C-28

____
Configuration Management Plan (CMP) (can be part of SDP)

____
Software Quality Assurance Plan (SQAP) (can be part of SDP)

2)
Following analysis performed:

____
System Architecture

____
Allocation of system requirements to software, hardware, and firmware

____
CSCI decomposition analysis

____
Value engineering studies

____
Hardware production feasibility

____
Maintainability

____
Reuse and Commercial-Off-the-Shelf Products

____
Security

____
Safety

____
Any analysis not reviewed during SRR

3) 
Review team has been assembled and they have committed to attend

____
Developer:
project manager, system manager, system engineer, software development manager, hardware development manager, testing manager, configuration management, software quality assurance

____
Government:
sponsor (program manager), program manager, software project manager, software personnel, hardware personnel, IV&V, users, life cycle support activity, testing activity

4) ___
Prototype is available for review by users (if applicable)

5)
Metrics collected and analyzed: (see SSC San Diego Project Tracking and Control Process)

____
Actual vs. Planned Staffing Profile

____
Documentation Defects

____
Action items complete

____
Traceability of System Requirements to System Design

____
Traceability of preliminary software requirements to system requirements

____
Testability  of System Requirements

____
Requirements satisfied - progress

6) ___
Current Work Breakdown Structure

7) ___
Current Milestone Schedule and Deliverable Requirements

8) ___
If developer is a contractor, have contract current
(contract/delivery order should be funded for the review to be held)

9) ___
Configuration Control Board established

SDR Review Tasks:
A) Review:

1) ___
summary of technical issues/problems from Peer Review meeting of Final SSS, SSDD, Preliminary SRS(s), Preliminary IRS(s), SDP, CMP (can be part of SDP), SQAP (can be part of SDP)

2) ___
risks

3) ___
decisions made prior to the review

- are we making good decisions?

4) ___
plans and schedules

5) ___
software development process/procedures

6) ___
system training program

7) ___
software quality goals

8) ___
studies we have performed and planned?

8) ___
personnel resources (staffing plan (Government and contractor)

9) ___
project organization structure/communication lines - is it working?

10) __
contracting requirements modifications (if necessary) (discussed in Government only session)

11) __
metrics collected and analyzed

B)
Review project documents

____
Preliminary Software Requirements Specification(s) (SRS)

____
Preliminary Interface Requirements Specification(s) (IRS)

C)
Approve/Disapprove project documents

____
Final System/Segment Specification (SS)

____
System/Segment Design Document (SSDD)

____
Software Development Plan (SDP)

____
Configuration Management Plan (can be part of SDP)

____
Software Quality Assurance Plan (can be part of SDP)

D) __
Clarify decisions and write them down for distribution

SDR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

5.3.3
Software Specification Review (SSR) Checklist

Purpose:
Held to assess the risks associated with plans and  requirements.


To obtain mutual agreement between the user/customer and the software developer that the requirements specified for the software are complete and accurate, and the requirements represent the development commitment for the software.


This establishes the allocated baseline for each CSCI (represented in the SRS(s) and IRS(s)).

SSR Entrance Criteria:
1)
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process Appendix C for checklists):

____
Software Requirements Specification(s) (SRS), p. C-11

____
Interface Requirements Specification(s) (IRS), p. C-11

____
Software Test Plan (recommended, but not required until PDR), p. C-24

____
Draft Software User's Manual (optional)

2)
Following analysis performed:

____
reliability

____
safety

____
security

____
life cycle cost

____
man-machine interface

____
software reuse

____
COTS software

____
software sizing and performance timing

____
design methods and tools

____
programming standards and conventions

3)
Review team has been assembled and they have committed to attend

____
Developer:
project manager, system manager, system engineer, software development manager, hardware development manager, testing manager, configuration manager, software quality assurance

____
Government:
sponsor (program manager), program manager, software project manager, software personnel, hardware personnel, IV&V, users, life cycle support activity, testing activity

4) ___
Prototype is available for review by users (if applicable)

5)
Metrics collected and analyzed: (see Practical Software Measurement (PSM) Guide)

____
a) 
Requirements Testability is 100%

____
b) 
Traced Requirements  is 100%

____
c) 
Number of ECP/SCNs
(since functional baseline established at SDR)

____
d) 
Actual vs. Planned Staffing Profile

____
e) 
Documentation Defects

____
f)
Action items complete

6) ___
Current Work Breakdown Structure

7) ___
Current Milestone Schedule and Deliverable Requirements

8) ___
If developer is a contractor, have contract current
(contract/delivery order should be funded for the review to be held)

SSR Review Tasks:
A) Review:

1) ___
summary of technical issues/problems from Peer Review meeting of the Software Requirements Specification(s) and Interface Requirements Specification(s) held prior to the meeting

2) ___
risks

3) ___
decisions made prior to the review

- are we making good decisions?

4) ___
plans and schedules

5) ___
software quality goals/requirements

6) ___
studies we have performed and planned?

7) ___
software design constraints (next phase)

8) ___
personnel resources (staffing plan (Government and contractor))

9) ___
project organization structure/communication lines

- is it working?

- is CM and SQA in place?

10) __
contracting requirements modifications (if necessary)
(discussed in Government only session)

11) __
prototype (opens communication on requirements)

12) __
metrics collected and analyzed

13) __
special delivery requirement (packaging, formatting of software)

B) Review project documents

____
Draft Software User's Manual (optional)

C) Approve/Disapprove project documents

____
Software Requirements Specification (SRS)

____
Interface Requirements Specification (IRS)

____
Software Test Plan (recommended, but not required until PDR)

D) __
Clarify, write down, and distribute decisions

SSR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

5.3.4
Preliminary Design Review (PDR) Checklist

Purpose:
Held to assess the risks associated with design and test approaches.


To evaluate the basic design approach (software architecture)  prior to proceeding with the detailed design effort.


To determine whether the design approach satisfies the requirements of the SRS and whether the interfaces are compatible with other interfacing systems.

PDR Entrance Criteria:
1)
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process, Appendix C for checklists):

____
Software Test Plan, Section C-3

____
preliminary Software Design Document (SDD), Section C-3

____
preliminary Interface Design Document (IDD), Section C-3

____
revisions/updates to already baselined documents

2)
Following analysis performed during top-level architectural design:

____
partitioning analysis (modularity)

____
data flow analysis

____
control flow analysis

____
Computer resource utilization for each software component

____
human factors

____
Critical timing and sizing

____
maintainability

____
reliability

____
safety

____
security

____
performance

3)
Review team has been assembled and they have committed to attend

____
Developer:
project manager, system manager, system engineer, software development manager, hardware development manager, testing manager, configuration manager, software quality assurance

____
Government:
sponsor (program manager), program manager, software project manager, software personnel, hardware personnel, IV&V, users, life cycle support activity, testing activity

4) ___
Design prototype to determine best architectural design

5) ___
User interface prototype - additional to that reviewed at SSR

6)
Metrics collected and analyzed: (see Practical Software Measurement (PSM) Guide)

____
Requirements Testability is 100%

____
Traced Requirements is 100% (requirements to design; requirements to test plan)

____
Number of ECP/SCNs

____
Build/Release Content Profile

____
Actual vs. Planned Staffing Profile

____
Defects

____
Action items complete

____
Design Progress

____
Code size

____
Computer Resource Utilization

____
Cost/Schedule Variance

7) ___
Current Work Breakdown Structure

8) ___
Current Milestone Schedule and Deliverable Requirements

9) ___
Current risk management plan

10) __
If developer is a contractor, have contract current
(contract must be funded to hold review)

11) __
Cost-to-complete estimate completed

PDR Review Tasks:
A) Review:

1) ___Summary of technical issues/problems from Peer Review meeting of Software Test Plan, preliminary Software Design Document and preliminary Interface Design Document held prior to this meeting.

2) ___Risks


- critical component list

3) ___Decisions made prior to the review


- are we making good decisions?

4) ___Plans, schedules, budgets

5) ___Software quality goals

6) ___Studies we have performed and planned?

____
partitioning analysis (modularity)

____
data flow analysis

____
control flow analysis

____
Computer resource utilization for each software component

____
human factors

____
Critical timing and sizing

____
performance

____
maintainability

____
reliability

____
safety

____
security

7) ___Detailed design constraints (next phase)

8) ___Adequacy of tools and facilities


- development and testing

9) ___Personnel resources (staffing plan (Government and contractor)

10)  ___Project organization structure/communication lines -is it working?


- CM and SQA groups


- interface working group

11) ___Contracting requirements modifications
(discussed in Government only meeting)

12) ___Prototype (architectural design) (optional)

13) ___Prototype (user interface) (optional)

14) ___Metrics collected and analyzed

15) __ Action items from last review

B) ___
Review project documents

____
preliminary Software Design Document (SDD) (containing design architectural specification)

____
preliminary Interface Design Document (IDD)

C)  ___
Approve/Disapprove project documents

D)  ___
Be clear and write down decisions and distribute


PDR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

5.3.5
Critical Design Review (CDR) Checklist

Purpose:
Held to assess the risks associated with committing the detailed design approach to code.

CDR Entrance Criteria:
1)
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process, Appendix C for checklists):

___
final Software Design Document (SDD) (no TBDs allowed), Section C-3.

___
final Interface Design Document (IDD) (no TBDs allowed), Section C-3.

___
Software Test Descriptions (Cases), Section C-3.

___
revisions/updates to any baselined documents

2)
Following analysis performed during top-level architectural design:

___
Computer resource utilization for each software component

___
human factors

___
critical timing and sizing

___
maintainability

___
reliability

___
safety

___
security

___
performance

___
undesired event handling

___
algorithm accuracy

3)
Review team has been assembled and they have committed to attend

____
Developer:
project manager, system manager, system engineer, software development manager, hardware development manager, design manager, configuration manager, testing manager, software quality assurance

___ Government:
sponsor (program manager), program manager, software project manager, software personnel, hardware personnel, IV&V, users, life cycle support activity, testing activity

4)
Metrics collected and analyzed: (see Practical Software Measurement  (PSM) Guide)

____
Requirements Testability is 100%

____
Traced Requirements is 100% (requirements to design to tests)

____
Number of ECP/SCNs

____
Build/Release Content

____
Actual vs. Planned Staffing Profile

____
Documentation/Product Defects

____
Action items complete

____
Design Progress

____
Code size estimates

____
Computer Resource Utilization

____
Cost/Schedule Variance

5) ___
Current Work Breakdown Structure

6) ___
Current Milestone Schedule and Deliverable Requirements

7) ___
Current risk management plan

8) ___
If developer is a contractor, have contract current

9) ___
Cost-to-complete estimate completed

CDR Review Tasks:
A) Review:

1) ___
risks

- critical component list

2) ___
decisions made prior to the review

- are we making good decisions?

3) ___
plans, schedules, budgets

4) ___
software quality goals

5) ___
whether or not we have performed these studies or the ones that we planned?

6) ___
implementation constraints (next phase)

7) ___
tools and facilities for software implementation

8) ___
tools and facilities for testing

9) ___
personnel resources (staffing plan (Government and contractor)

10) __
organization structure/communication lines -is it working?

- CM and SQA

- interface working group

- testing group

11) __
contracting requirements

12) __
metrics collected and analyzed

13) __
action items from last review

B) __
Approve/Disapprove project documents

C) __
Make decisions - Be clear and write them down for distribution

CDR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

5.3.6
Test Readiness Review (TRR) Checklist

Purpose:
Held to determine if the developer is ready to conduct software item (or CSCI) Testing or Formal Qualification Testing (FQT).

TRR Entrance Criteria:
1) ___
Peer Review (Formal Inspection) has been done on these documents (note: see Formal Inspection Process Appendix C for checklists):

____
Software Test Descriptions (STD) (procedures) (p. C-25)

____
Source code (FORTRAN, p. C-17; C, p. C-19; Ada, p. C-21)

____
Software Development Folders containing test results from software component testing

2) ___
Completion of software component testing

3) ___
Current Software Test Plan

4) ___
Review team has been assembled and they have committed to attend

____
Developer:
project manager, system manager, system engineer, software development manager, hardware development manager, testing manager, configuration manager, software quality assurance

____
Government:
sponsor (program manager), program manager, software project manager, IV&V, users, life cycle support activity, testing activity

5) ___
Metrics collected and analyzed: (see Practical Software Measurement (PSM) Guide)

____
Requirements Testability is 100%

____
Traced Requirements  is 100% (test cases to procedures)

____
Number of ECP/SCNs (since functional baseline established at SDR)

____
Actual vs. Planned Staffing Profile

____
Documentation Defects

____
Source Code Defects

____
Action items complete

____
Build/Release content

____
Testing progress (number of test completed)

6) ___
Current Work Breakdown Structure

7) ___
Current Milestone Schedule and Deliverable Requirements

8) ___
If developer is a contractor, have contract current
(contract/delivery order should be funded for the review to be held)

TRR Review Tasks:
A) Review:

1) ___
summary of technical issues/problems from Peer Review meeting of Software Test Descriptions (procedures), source code, and Software Development Folders (results of CSU and CSC tests)

2) ___
risks

3) ___
decisions made prior to the review

- are we making good decisions?

4) ___
current test plans and schedules

5) ___
software quality goals

6) ___
studies we have performed and planned?

7) ___
CSCI Testing constraints/limitations (next phase)

8) ___
personnel resources (staffing plan (Government and contractor)

9) ___
project organization structure/communication lines - is it working?

10) __
contracting requirements modifications (if necessary)
(discussed in Government only session)

11) __
metrics collected and analyzed

12) __
Ensure that the test environment, all facilities, including support hardware and software, simulators, emulators, testing tools, is available to conduct the testing

13) __
Status of known software problems

14) __
Changes since CDR to design documentation

15) __
Results from a dry-run of FQT procedures (optional)

B)
Approve/Disapprove project documents

____
Software Test Descriptions (Procedures)

C) __
Clarify, write down, and distribute all decisions

TRR Exit Criteria:
1) ___
Assignment of action items with priority and date due

2) ___
Review of minutes

3) ___
Evaluation of review/how can we improve?

- Were the facilities adequate?

- Were all of the entrance criteria met?

4) ___
Decision on whether to redo the review

5) ___
Record changes to the schedule/deliverables

6) ___
Review any possible new risks that have surfaced during the meeting

7) ___
Commitment to continue or not

8) ___
Approval of documents

9) ___
Decisions/Agreements from the meeting

Section 6.  Metrics

Managers need the right information to make informed decisions.  Used properly, metrics are a valuable source of that information.  An old adage proffers that “you can’t manage what you can’t measure.”

(note: the words “measurement” and “metric” are used synonymously)

6.1 
Goal Based Measurements

Managers should choose, collect, track, analyze, and make decisions based on measures that will show progress toward that manager’s needs.  Measures should be chosen based on the goals the manager needs to track.

Center level managers should be tracking progress to achieve the software engineering goals of the Center:

· Achieve the software engineering and project management capability defined through CMM Level 3 as a milestone to Level 5

· Produce quality software in shorter development cycles

· Reduce the cost of producing software throughout the life cycle

· Rapidly introduce new technology into the product and the software development process

· Integrate software across traditional system boundaries to provide a composite set of capabilities to the end user

· Continuously improve customer satisfaction

Department managers are concerned that Department goals are being met by tracking that:

· All projects have met the Sponsor’s needs

· All projects have stable, educated staffs

· All projects have adequate resources

· All projects are contributing to the Center goals

· All projects are improving their performance

Project managers should use measures that will relay information that the manager and the project has:

· Informed sponsors

· Realistic planning and budgeting

· Objective project insight

· Requirements stability

· Adequate staffing and computer resources

· On-target cost and schedule performance

· High Product Quality

· Contributions to the Center goals 

· Improved performance

Additional direction is contained in the SSC San Diego Organizational Measurement Guide at http://sepo.spawar.navy.mil/docs.html under Organizational Process Definition.

6.2 
Guidance on Using Metrics

Advice on implementing a metrics program suggests that a manager: 

• Start small and only collect a few of the most relevant metrics first.  

• Have a reason for the metric.  For instance, analyzing the increased amount of sick leave, overtime,  or turnover of project personnel over time may show a trend toward increased low morale, burnout, stress, and negative schedule impacts.  A low number of customer complaints may indicate good, and open, communication between the developer, sponsor, and customer.  Know when you are encountering identified project risks.

• Use the metrics collected.  Project personnel must easily see the reason for the metric being collected, they must see the manager using the metrics for improvement of their project.  History has shown that project personnel will not willingly provide metrics that have no apparent use.  

• Collect similar metrics across projects to show larger trends within a Branch, Division, or organization.  This also allows easier transfer of personnel among projects as expectations of them remain constant.

• Ask contractors for metrics via their status report, such as a task order log; progress reports, vouchers, and deliverables tracking; planned vs. actuals for staffing by skill levels, hours, dollars, schedules, and size; and tracking of open vs. closed action items, issues, and problems.

• Don’t use metrics to measure individuals, use metrics to measure progress and performance of your project. 

6.3 
Project Metrics

Management of software projects involves tracking and reviewing the software accomplishments and results against the plan and taking corrective action as necessary.  These actions may include revising the software development plan to reflect the actual accomplishments, replanning the remaining work, and/or taking actions to improve the performance of the project. The purpose of software project tracking and oversight is to establish adequate visibility into actual progress so that management can take effective actions when the software project’s performance deviates significantly from the software plans.

The goals of software project tracking and oversight are:


• Actual results and performances are tracked against the software plans


• Corrective actions are taken and managed to closure when actual results and performance deviate significantly from the software plans


• Changes to software commitments are agreed to by the affected groups and individuals.

Six levels of Project Status (PS) measurements are suggested, as shown in Figure 6-1:

PS01 - Project Data Package

PS02 - Quarterly Division Head/Sponsor review with the Project Manager

PS03 - Weekly Highlight Report of Division to Department Head (optional)

PS04 - Monthly Division Narrative Report to Department Head (optional)

PS05 - Department Head monthly meeting with Division Head (optional)

PS06 - SEPO Report on progress towards Software Engineering goals

PDF  - Project Data Form
















Figure 6-1  Project Status (PS) Measurements

6.3.1 
Project Data Package (PS01)

A suggested core set of project metrics for the Project Data Package (PS01) includes tracking planned vs. actuals for:

· Schedule performance (milestones, variances)

· Cost performance  (actual vs. planned; variances)

· Effort performance (actual vs. planned; allocations)

· Requirements management  (total, growth, traceability)

· Program size (SLOC, page counts - planned vs. actual)

· Test performance (requirements tested, passed test)

· Defect data status (problems open, closed, density, origin)

· Process performance (tasks completed, action items)

· Computer resource utilization (memory loading, CPU loading)

· Management planning performance (estimates vs. actuals, replanning, post-mortem data)

There are many other metrics a manager may choose to use.  Additional metrics are described in paragraph 6.5.  Table 6-1 identifies sample issues pertinent to timely oversight, and the corresponding core measurements, data collection sources, and report formats for a typical software project. Additional details are found in SEPO’s Software Project Tracking and Oversight Process, Appendix A: Sample Software Measurement Plan.

Table 6-1  Sample Project Status Measurements 

	Issues
	Core Measurement 
	Data Collection
	Report Format

	Schedule Performance
	Actual dates vs. planned dates


	Microsoft Project Plan
	Gantt Chart

	Cost Performance
	Actual costs expended vs. costs planned 
	Microsoft Project Plan
	Line Graph

	Effort Performance
	Actual staff size vs. planned
	Software Project   Manager
	Line Graph

	Program Size
	Units/SLOC/Objects

     planned vs. actual
	CM Data Base
	Line Graph

	Requirements Management (Stability) 
	Requirements Status/Traceability
	RM Data Base
	Line Graph

	Defect Data (Quality)
	Trouble Reports open vs. closed 
	CM Data Base
	Line Graph

	Risks
	As required if not covered above
	As required
	As required


Example report formats are shown below.

6.3.1.1
Schedule Performance

An automated scheduling program can create Gantt charts that show tasks scheduled and those that have been accomplished.  The information is derived from the Project Plan. 

6.3.1.2
Cost Performance

This measurement shows the expenditures of funds relative to the original plan. The graph should also include a line indicating current onboard funds to allow visibility of any impending problems that may cause a work stoppage.  

6.3.1.3
Effort Performance

The object of this measurement is to illustrate project success in meeting staffing requirements for the software project.  The planned curve is derived from the Software Project Planning effort.  This data is plotted against the total current staff supporting the project.

6.3.1.4
Stability (Requirements Management)

The object of measuring the status of requirements is to demonstrate the stability of the implementation effort.  The graph should show the planned size of the software effort in terms of total requirements planned and the current number of requirements baselined for the implementation.

6.3.1.5
Program Size 

Size measurements are used to depict the magnitude of deliverable code and the status of code development on the project.  Functional size is measured in terms of the requirements.  The measure of the code production work necessary to implement the system can be measured in terms of source lines of code(shown here), or total objects, functions points, or software units based on the environment (e.g., language, code generation tools).

6.3.1.6
Quality (Defect Data)

Tracking the status of the program’s Trouble Reports (TRs) shows insight into the quality of the product being developed.  Plot the TRs received versus those closed, and the difference  is TRs still open.  An Open TR line that is slanting downward shows successful elimination of problems and increased quality.




6.3.2
Quarterly Reviews (PS02)

Quarterly Reviews can be made using viewgraphs. Below is a listing of viewgraphs successfully used by several SSC San Diego Departments.  Development or maintenance projects require 11 slides and optional backups.

Quarterly Reviews can be made using viewgraphs. Below is a listing of viewgraphs successfully used by several SSC San Diego Departments.  Development or maintenance projects require 11 slides and optional backups.

	Slide
	Issues
	Core Measurement 
	Data Source
	Format

	1
	Project Identification
	Project Introduction
	Software Project Manager
	Text

	2


	Schedule 
	Actual dates vs planned dates


	Microsoft Project Plan
	Gantt

	3
	Cost 


	Actual $ expended vs $ planned 


	Microsoft Project Plan
	Line Graph

	4
	Size
	Units/SLOC/Objects

     planned vs actual
	CM Data Base
	Line Graph

	5
	Product Quality
	PCRs open vs closed 
	CM Data Base
	Line Graph

	6
	Computer resource utilization
	Planned vs actual loading data for memory, CPU, and I/O
	CM Data Base


	Bar Graph



	7
	Stability 
	Requirements Status 
	RM Data Base
	Line Graph

	8
	Staffing
	Actual staff size vs planned
	SW Project Manager
	Line Graph

	9
	Staff Training


	Training requirements plan vs actual 
	SW Project Manager
	Stoplight Chart

	10
	Programmatic Coordination
	Quarterly and total to date of coordination meeting activity
	SW Project Manager
	Tabular 

	11
	Software Quality Assurance 
	Software Quality Assurance activities completed within each life cycle phase 
	SQA Manager and Software Project Manager
	Stoplight Chart


Additional backup slides may be used to display Product Readiness (Fault Profiles), Product readiness (Breadth of Testing), Cost/Schedule Performance using Earned Value data, and project issues.  A presentation template is contained in the Appendix of the Software Measurement Plan in the Software Project Tracking and Oversight Process at http://sepo.spawar.navy.mil/docs.html under Software Project Tracking and Oversight.

6.3.3
Monthly Division Reports (PS04) and Department Reports (PS05)

Measurements at the Division and Department levels are based on goals and issues at each level. Example measures recommended for current goals are as follows:

Example Goal/Issue
     Example Measure

Executive Board level


1. Achieve CMM Level 3
 •   Projects pursuing/reaching L3



 •   Project SPI Status Report (stoplights)


2. Shorter software cycle times
 •   Change in production cycle time


3. Reduced cost of software LCS
 •   Delivered SLOC per staff month


4. Rapid intro. of new technology
 •   Narrative of events


5. Integrate software over boundaries  
 •   Percent of projects using DII-COE


6. Improve customer satisfaction
 •   Improvement in satisfaction survey


 •   High-priority problems reported

 •   Milestones missed


Department Level


1.  Stable, educated staffs
 •   Turnover of critical staff members

 •   Training course attendance


2.  Adequate resources
 •   Space, logistics, staffing issues


3.  Project performance
 •   Cost Variance (earned value)

 •   Schedule Variance (earned value)

 •   Requirements volatility

6.4
Process Metrics

Process management involves establishing goals for the performance of the project’s defined software process, taking measurements of the process performance, analyzing these measurements, and making adjustments to maintain process performance within acceptable limits.  When the process performance is stabilized within acceptable limits, the project’s defined software process, the associated measurements, and the acceptable limits for the measurements are established as a baseline and used to control process performance quantitatively. The purpose of quantitative process management is to control the process performance of the software project quantitatively.  Software process performance represents the actual results achieved from following a software process.

Additionally, process metrics are collected to determine the progress of the project’s software process improvement effort.  These metrics allow managers to


• Track the quality of the project products via the metrics described in 6.4 above to determine the effectiveness of the processes used to develop that product


• Track progress to achieving the Center goal to institutionalize the software engineering and project management capability defined through Capability Maturity Level 3.

A suggested minimum set of process metrics for the Project Manager is defined in the sample Software Management Plan on the SEPO web page.

A strategy for choosing and collecting these and other metrics for the Project Manager is discussed in the Practical Software Measurement guide (see Section 6.5), the Organizational Measurement Guide (OMG), and the Software Process Improvement Tracking and Oversight Procedure, both at http://sepo.spawar.navy.mil/docs.html under Organizational Process Definition.

Example process metrics used to track SPI status are shown below.
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6.5
Practical Software Measurement

The Joint Logistics Commanders, Joint Group on Systems Engineering produced a highly recommended and authoritative source on software measurements, the Practical Software Measurement (PSM), A Guide to Objective Program Insight (downloadable from http://www.psmsc.com/ ). It defines the basic principles of software measurement to be:


• Program issues and objectives drive the measurement requirements


• The developer’s process defines how the software is actually measured


• Collect and analyze low level data


• Implement an independent analysis capability


• Use a structured analysis process to trace the measures to the decisions


• Interpret the measurement results in the context of other program information


• Integrate software measurement into the management process throughout the life cycle


• Focus initially on single program analysis

The PSM further describes how to define and implement a software measurement process to address the unique management and information needs of your program.  The guidance in the PSM is based on actual software measurement experience on DoD and Industry programs and represents the best practices used by measurement professionals within the software acquisition and engineering communities.  Issues, categories, and measures are shown in Table 6-2.

Table 6-2  Software Issues in the Practical Software Measurement Guide.

	Issue – Category – Measure Mapping

	Common Issue Area
	Measurement Category
	Measures

	Schedule and Progress
	Milestone Performance

Work Unit Progress

Incremental Capability
	Milestone Dates

Critical Path Performance

Requirements Status

Problem Report Status

Review Status

Change Request Status

Component Status

Test Status

Action Item Status

Increment Content – Component

Increment Content – Functionality

	Resources and Cost
	Personnel

Financial Performance

Environmental and Support Resources
	Effort

Staff Experience

Staff Turnover

Earned Value

Cost

Resource Availability

Resource Utilization

	Product Size and Stability
	Physical Size and Stability

Functional Size and Stability
	Database Size

Components

Interfaces

Lines of Code

Physical Dimensions

Requirements

Functional Change Workload

Function Points

	Product Quality
	Functional Correctness

Supportability – Maintainability

Efficiency

Portability

Usability

Dependability - Reliability


	Defects

Technical Performance

Time to Restore

Cyclomatic Complexity

Maintenance Actions

Utilization

Throughput

Timing

Standards Compliance

Operator Errors

Failures

Fault Tolerance

	Process Performance
	Process Compliance

Process Efficiency

Process Effectiveness
	Reference Model Rating

Process Audit Findings

Productivity

Cycle Time

Escapes

Rework

	Technology Effectiveness
	Technology Suitability

Impact

Technology Volatility
	Requirements Coverage

Technology Impact

Baseline Changes

	Customer Satisfaction
	Customer Feedback

Customer Support
	Survey Results

Performance rating

Requests for Support

Support Time


Section 7.  REFERENCES

7.1
Glossary of Terms

Abstraction –

1)
A view of a problem that extracts the essential information relevant to a particular purpose and ignores the remainder of the information.

2)
The process of forming an abstraction.

Acceptance testing – Formal testing conducted to determine whether or not a system satisfies its acceptance criteria and to enable the customer to determine whether or not to accept the system. [IEEE]

Accuracy – A qualitative or quantitative assessment of freedom from error. Also see precision.

Annual Change Traffic (ACT) – The anticipated percentage of change to the total delivered source instructions during an average year due to maintenance and modification of a CSCI.

Code –
1)
A set of unambiguous rules specifying the manner in which data may be represented in a discrete form (ISO).

2)
To represent data or a computer program in a symbolic form that can be accepted by a processor. (ISO)

3)
To write a routine. (ANSI)

4)
Loosely, one or more computer programs or part of a computer program.

5)
An encryption of data for security purposes.

Cohesion – The degree to which the tasks performed by a single program module are functionally related. Strong cohesion is considered the most desirable condition. Tasks not closely functionally related should probably become separate routines/ modules. Also see coupling.

Computer Software Configuration Item  (CSCI) – An aggregation of computer software that satisfies an end-use function and is designated for configuration management. A CSCI may be broken down into CSCs. A program, collection of programs, and/or related, packages subprograms which address a major functional domain and the domain's associated requirements within the segment or system.

Examples:
System Supervisor CSCI,
Geographic CSCI,
Applications CSCI,
Communications CSCI,
Operating Environment CSCI.

Configuration audit –

1)
One part of configuration management.

2)
The process of verifying the completeness and correctness of configuration items.

Configuration control –

1)
One part of configuration management.

2)
The process of evaluating, approving, or disapproving, and coordinating changes to configuration items after formal establishment of their configuration identification.

3)
The systematic evaluation, coordination, approval or disapproval, and implementation of all approved changes in the configuration of a configuration item after formal establishment of its configuration item. (MIL-STD-973)

Configuration control board (CCB) – The authority responsible for evaluating and approving or disapproving proposed engineering changes, and ensuring implementation of the approved changes.

Configuration Identification –

1)
One part of configuration management.

2)
The process of designating the configuration items in a system and recording their characteristics.

3)
The approved documentation that defines a configuration item.

4)
The current approved or conditionally approved technical documentation for a configuration item as set forth in specifications, drawings, and associated lists, and documents referenced therein. (MIL-STD-973)

Configuration Item –
1)
A collection of hardware or software elements treated as a unit for the purpose of configuration management.

2)
An aggregation of hardware/software, or any of its discrete portions, that satisfies an end use function and is designated for configuration management.

Configuration Management –
1)
The process of identifying and defining the configuration items in a system, controlling the release and change of these items throughout the system life cycle, recording and reporting the status of configuration items and change requests, and verifying the completeness and correctness of configuration items.

2)
A discipline divided into four logical parts: configuration identification, configuration control, configuration audit, and configuration status accounting and reporting. (DoD‑STD-480A)

Configuration Status Accounting and Reporting –
1)
One part of configuration management

2)
The process of recording and reporting change reporting and implementation status.

Correctness –
1)
The extent to which software is free from design defects and from coding defects; that is fault free.

2)
The extent to which software meets its specified requirements.

3)
The extent to which software meets user expectations.

Coupling –  A measure of the interdependence between routines/ modules in a program. Weak coupling is considered the most desirable condition. Modules/ routines should be loosely interrelated so changes to one will have as little effect as possible to others. Also see cohesion.

Data Flow Diagram – A graphic representation of a system, showing data sources, data sinks, storage, and processes performed on data as nodes, and logical flow of data as links between the nodes. Synonymous with data flow graph, data flow chart.

Data structure – A formalized representation of the ordering and accessibility relationships among data items without regard to their actual storage configuration.

Defect –
1)
An accidental condition that causes a functional unit to fail to perform its required function.

2)
A manifestation of an error in software. A defect, if encountered, may cause a failure.

Design –
1)
The process of defining the software architecture, components, modules, interfaces, test approach, and data for a software system to satisfy specified requirements.

2)
The result of the design process.

Desk-checking – The manual simulation of program execution to detect faults through step-by-step examination of the source code for errors in logic or syntax.

Detailed design –
1)
The process of refining and expanding the preliminary design to contain more detailed descriptions of the processing logic, data structures, and data definitions, to the extent that the design is sufficiently complete to be implemented.

2)
The result of the detailed design process.

Development methodology – A systematic approach to the creation of software that defines development phases and specifies the activities, products, verification procedures, and completion criteria for each phase.

Effort – Number of person months a project takes to accomplish.

Firmware –
1)
Computer programs and data loaded in a class of memory that cannot be dynamically modified by the computer during processing.

2)
Hardware that contains a computer program and data that cannot be changed in its user environment. The computer programs and data contained in firmware are classified as software; the circuitry containing the computer program and data is classified as hardware.

3)
Program instructions stored in a read-only storage.

4)
An assembly composed of a hardware unit and a computer program integrated to form a functional entity whose configuration cannot be altered during normal operation. The computer program is stored in the hardware unit as an integrated circuit with a fixed logic configuration that will satisfy a specific application or operational requirement.

Function Points – Function points are those pieces of code that perform some specific activity related to inputs, inquiries, outputs, master files, and external system interfaces.

Hours/Person Month – The average number of work hours per person per month.

Independent verification and validation (IV&V) –
1)
Verification and validation of a software product by an organization that is both technically and managerially separate from the organization responsible for developing the product.

2)
Verification and validation of a software product by individuals or groups other than those who performed the original design, but who may be from the same organization. The degree of independence must be a function of the importance of the software.

Information Hiding – Involves concealing the details of the structure and forms of certain objects and ensures that these can only be accessed by those procedures provided to implement the operations on those abstract objects.

Inspection – Careful investigation, critical examination, official examination or review.

Instance – A specific thing;  an example of an object. War and Peace is an instance of the object book.

Integration – The process of combining software elements, hardware elements, or both into an overall system.

Integration Testing – An orderly progression of testing in which software elements,  such as CSUs and CSCs, hardware elements, or both are combined and tested until the entire system has been integrated.

Interface –
1)
A shared boundary. An interface might be a hardware component to link two devices or it might be a portion of storage or registers accessed by two or more computer programs.

2)
To interact or communicate with another system component.

Interface Requirement – A requirement that specifies a hardware, software, or data base element with which a system or system component must interface, or that sets forth constraints on formats, timing, or other factors caused by such an interface.

Maintainability –
1)
The ease with which software can be maintained.

2)
The ease with which maintenance of a functional unit can be performed in accordance with prescribed requirements.

New Line of Code – A source line of code that will be developed completely, i.e., designed, coded and tested.

Objects – An abstract data type, co-joined with a set of procedures and functions for operating on that data type.

Portability – The ease with which software can be transferred from one computer system or environment to another.

Precision – A measure of the ability to distinguish between nearly equal values; for example, four-place numerals are less precise than six-place numerals; nevertheless, a properly computed four-place numeral may be more accurate than an improperly computed six-place numeral. Also see accuracy.

Preliminary Design –
1)
The process of analyzing design alternatives and defining the software architecture. Preliminary design typically includes definition and structuring of computer program components and data, definition of the interfaces, and preparation of timing and sizing estimates.

2)
The result of the preliminary design process.

Rapid prototype – Quick trial implementation whose main purpose is to assess the feasibility of implementing one or more system requirements. The prototype may be discarded or further developed into a product.

Regression Testing – Selective retesting to detect faults introduced during modification of a system or system component, to verify that modifications have not caused unintended adverse effects, or to verify that a modified system or system component still meets its specified requirements.

Reusable software – Previously existing software that has been used in whole or in part, to satisfy some of the requirements of a new application or a new computer environment.

Semantics – The meaning of a programming language statement. Also see syntax.

Software – Computer programs including data which can be dynamically loaded into hardware memory and then executed by the computer. Also see firmware.

Software Development File – A repository for a collection of material pertinent to the development or support of software elements, usually CSCIs, CSCs, and CSUs. Contents typically include (either directly or by reference) design considerations and constraints, design document references, schedules for this element, test requirements, test cases, test procedures, and test results with appropriate dates.

Software Engineering – The technological discipline concerned with the systematic application of engineering methods, tools, and procedures to develop a software system. It emphasizes the use of standards and structured methodologies for the production of high quality software systems.

Software Quality –
1)
The totality of features and characteristics of a software product that bear on its ability to satisfy given needs; for example, conform to specifications.

2)
The degree to which software possesses a desired combination of attributes.

3)
The degree to which a customer or user perceives that software meets his or her composite expectations.

4)
The composite characteristics of software that determine the degree to which the software in use will meet the expectations of the customer.

Software Quality Assurance – A planned and systematic pattern of all actions necessary to provide adequate confidence that the item or product conforms to established technical requirements.

Software Reliability – The probability of failure free operation of a computer program in a specified environment for a specified time.

Software Unit (SU) – An element in the design of a CSCI; for example, a major subdivision of a CSCI, a component of that subdivision, a class, object, module, function, routine, or database.  Software units may occur at different levels of a hierarchy and may consist of other software units.  Software units in the design may or may not have a one-to-one relationship with the code and data entities (routines, procedures, databases, data files, etc.) that implement them or with the computer files containing those entities.

Source Lines of Code (SLOC) –  SLOC is a count of code statements in a computer program. SLOC is gathered and reported in different ways by different tools, therefore, the user must understand what numbers a tool is representing. SLOC is often reported as KSLOC which means thousands of lines of code. SLOC counters usually count statement by searching for statement terminators such as dollar ($) or semicolon (;). Two common methods of reporting are:

1)
SLOC does not include statements that have no effect on program execution when removed, such as comments and blank lines.

2)
SLOC includes all lines in the program and then divides the counts into executable statements, data, and comments.

Specification –
1)
A document that prescribes in a complete, precise, verifiable manner, the requirements, design, behavior, or other characteristics of a system or system component.

2)
The process of developing a specification.

3)
A concise statement of a set of requirements to be satisfied by a product, a material or process indicating, whenever appropriate, the procedure by means of which it may be determined whether the requirements given are satisfied. (ANSI N45.2.10-1973)

Stepwise refinement – A system development methodology in which data definitions and processing steps are defined broadly at first and then with increasing detail.

Strong Typing – A programming language feature that requires the data type of each data object to be declared, and that precludes the application of operators to inappropriate data objects and, thereby, prevents the interaction of data objects of incompatible types.

Syntax – Rules governing the format of programming language statements. Also see syntax.

Testing –  The process of exercising or evaluating a system or system component by manual or automated means to verify that it satisfies specified requirements or to identify differences between expected and actual results.

Validation – The process of evaluating software at the end of the software development process to ensure compliance with software requirements.

Verification –
1)
The process or determining whether or not the products of a given phase of the software development cycle fulfill the requirements established during the previous phase.

2)
Formal proof of program correctness.

3)
The act of reviewing, inspecting, testing, checking, auditing, or otherwise establishing and documenting whether or not items, processes, services, or documents conform to specified requirements. (ANSI/ASQC A3-1978)

Walkthrough – A review process in which a designer or programmer leads one or more other members of the development team through a segment of design or code that he or she has written, while the other members ask questions and make comments about technique, style, possible errors, violation of development standards, and other problems.

7.2
Acronym List

A
ACEC
Ada Compiler Evaluation Capability

ACVC
Ada Compiler Validation Capability

ADP
Automatic Data Processing

AFSC
Air Force Systems Command

AIS
Automated Information System

ALS/N
Ada Language System/Navy

ANSI
American National Standards Institute

ATE
Automatic Test Equipment

B

BCWP
Budgeted Cost of Work Performed

BIT
Built-In Test

C

CAD
Computer Aided Design

CALS
Computer Aided Logistics Support

CASE
Computer Aided Software Engineering

CCB
Change/Configuration Control Board

CDR
Critical Design Review

CDRL
Contract Data Requirements List

CI
Configuration Item

CM 
Configuration Management

CMU
Carnegie-Mellon University

COCOMO
COnstructive COst MOdel

COMPUSEC
Computer Security

COTR
Contracting Officer's technical Representative

COTS
Computer Off-the-Shelf

CPFF
Cost Plus Fixed Fee

CRISD
Computer Resources Integration Support Document

CRLCMP
Computer Resources Life Cycle Management Plan

CRWG
Computer Resources Working Group

CSC
Computer Software Component

CSCI
Computer Software Configuration Item

CSOM
Computer Software Operator's Manual

CSU
Computer Software Unit

D

DAB
Defense Acquisition Board

DAR
Defense Acquisition Regulation

DB
Database

DCAS
Defense Contract Administration Services

DDL
Data Definition Language

DFD
Data Flow Diagram

DID
Data Item Description

DoD
Department of Defense

DODD
Department Of Defense Directive

DODI
Department Of Defense Instruction

DODISS
Department of Defense Index of Specifications and Standards

DSARC
Defense Systems Acquisition Review Council

DT&E
Development, Test, and Evaluation

E

EA
Evolutionary Acquisition

ECP
Engineering Change Proposal

F

FAR
Federal Acquisition Regulation

FCA
Functional Configuration Audit

FI
Formal Inspection

FIPS
Federal Information Processing System

FQR
Formal Qualification Review

FQT
Formal Qualification Tests

FSD
Full Scale Development

FSM
Firmware Support Manual

G

GFE
Government Furnished Equipment

GFI
Government Furnished Information

GFP
Government Furnished Property

GOSIP
Government Open System Interconnect Profile

GOTS
Government Off-The-Shelf

H

HOL
Higher Order Language

HW
Hardware

HWCI
HardWare Configuration Item

I

IAW
In Accordance With

ICD
Interface Control Document

ICWG
Interface Control Working Group

IDD
Interface Design Document

IEEE
Institute of Electrical and Electronics Engineers

ILS
Integrated Logistics Support

IM
Information Model

IOC
Initial Operating Capability

ISO
International Organization for Standardization

IT
Integration & Test

IV&V
Independent Verification and Validation

J

JO
Job Order

JPL
Jet Propulsion Laboratory

K

KDSI
Thousands of Delivered Source Instructions

KSLOC
Thousands of Source Lines of Code

L

LC
Life Cycle

LCS
Life Cycle Support

M

MCCR
Mission Critical Computer Resources

MIL-STD
Military Standard

MIPS
Million Instruction Per Second

MMI
Man Machine Interface

MOA
Memorandum of Agreement

MS
MileStone

N

NDI
Non Developmental Item

NGCR
Next Generation Computer Resources

NISBS
NATO Interoperable Submarine Broadcast System

NMS
NRaD Management System

O

OCD
Operational Concept Document

OOA
Object Oriented Analysis

OOD
Object Oriented Design

OOSA
Object Oriented Systems Analysis

OPEVAL
Operational Evaluation

OS
Operating System

OTS
Off-The-Shelf

P

PC
Personal Computer

PCA
Physical Configuration Audit

PDL
Programming Design Language

PDR
Preliminary Design Review

P3I 
Pre-planned Product Improvement

PMO
Program Management Office

POA&M
Plan of Action and Milestones

PROM
Programmable Read Only Memory

PSE
Program Support Environment

PSL/PSA
Problem Statement Language/Problem Statement Analyzer

P-Spec
Process Specification

R

REVIC
REVised Intermediate
COCOMO

RFP
Request for Proposal

RFQ
Request for Quote

S

SCMP
Software Configuration Management Plan

SCE
Software Capability Evaluation

SCN
Software Change Notice

SDF
Software Development Folder

SDL
Software Development Library

SDP
Software Development Plan

SDR
System Design Review

SEDE
Software Engineering Development Environment

SEE
Software Engineering Environment

SEI
Software Engineering Institute

SEPG
Software Engineering Process Group

SEPO
Software Engineering Process Office

SLCMP
Software Life Cycle Management Plan

SLOC
Source Lines of Code

SOW
Statement of Work

SPA
Software Process Assessment

SPAWAR
SPAce and WARfare Systems Command

SPM
Software Project Manager

SQA
Software Quality Assurance

SQL
Structured Query Language

SQPP
Software Quality Program Plan

SRR
System Requirements Review

SRS
Software Requirements Specification

SSA
Software Support Activity

SSR
Software Specification Review

SSS
System/Segment Specification

SSSA
System Software Support Activity

STD
Software Test Description

STD
Standard

STR
Software Trouble Report

STR
Software Test Report

STD
State Transition Diagram

STSC
Software Technology Support Center

SUM
Software User's Manual

SW
Software

T

TADSTAND 
Tactical Digital Standard

TBD
To Be Determined

TECHEVAL
TECHnical EVALuation

TEMP
Test and Evaluation Master Plan

T&E
Test and Evaluation

TDEV
Development Time

TQL
Total Quality Leadership

TQM
Total Quality Management

TR
Trouble Report

TRR
Test Readiness Review

U

UK
United Kingdom

V

VHSIC
Very High Speed Integrated Circuit

W, X, Y, Z

WBS
Work Breakdown Structure
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SPAWARSYSCEN SAN DIEGO INSTRUCTION 5234.1

From:
Commanding Officer

To:
Distribution 

Subj:
SOFTWARE ENGINEERING PROCESS POLICY

Ref:
(a)
DoD Directive 5000.1, Defense Acquisition

(b) DoD Regulation 5000.2-R, Mandatory Procedures for Major Defense
Acquisition Programs (MDAPs) and Major Automated Information Systems (MAIS) Acquisition Programs

(c) USD Memo of 26 Oct 99


(d)
SPAWAR/PEO-SCS Joint ltr Ser 5230 of 14 Mar 1996 


(e)
TD-3000 REV 1, SSC San Diego Strategic Plan


(f)
SPAWARSYSCEN INST 3912.1A, Management Project/Design Reviews


(g)
IEEE/EIA 12207.0-1996, IEEE/EIA 12207.1-1997, IEEE/EIA 12207.2-1997,



Life Cycle Processes


(h)
Software Engineering Institute Capability Maturity Model for Software,



Version 1.1, CMU/SEI-93-TR-24/25 of Feb 1993


(i)
Organization Process Asset Library

Encl:
(1)
Software Engineering Process Background and References


(2)
Responsibilities


(3)
Key Process Area Policies

1.  Purpose.  To provide guidelines for improving Space and Naval Warfare Systems Center, San Diego’s (SSC San Diego) Software Engineering Core Competency, for supporting SSC San Diego’s strategic objective of improvement in software project management and engineering, and for implementing the Institute of Electrical and Electronics Engineers, Incorporated/Electronics Industries Association 12207, Life Cycle Processes.  A key indicator of success in this effort will be the achievement of expectations defined through Level 3 of the Department of Defense sponsored Software Engineering Institute’s Capability Maturity Model for Software (SW-CMM) as an interim milestone to Level 5.

2.
Policy

a.
All managers with software-related responsibilities within SSC San Diego shall incorporate process improvement in the areas of software engineering and project management as a fundamental part of their management duties.  Personnel involved with software projects shall improve their software engineering and management processes on SSC San Diego software projects.  This policy shall be implemented by complying with the intention and direction of references (a) through (i) in enclosure (1), and the responsibilities and Key Process Area (KPA) Policies highlighted in enclosures (2) and (3).


b.
This policy supports the SSC San Diego Systems Engineering Program and the Software Engineering Goals to:

(1) Achieve the software engineering and project management capability defined through Capability Mature Model Level 3 as a milestone to Level 5.

(2) Produce quality software in shorter development cycles.

(3) Reduce the costs of supporting software throughout the life cycle.

(4) Rapidly introduce new technology into the product and the software development process and achieve successful transition.

(5) Integrate software across traditional system boundaries to provide a composite set of capabilities to the end user.

(6) Continuously improve customer satisfaction.


c.
This policy applies throughout the organization and covers all projects involved in software development.  This includes new development, modification, reuse, reengineering, maintenance, integration, and all other activities resulting in software products.   The intent is to establish expectations and actions that will lead to the implementation of plans to build and perpetuate a culture that demands software process excellence.

3.
Procedures and Guides.  Procedures and guidelines for implementing this policy are contained in reference (i), Organization Process Asset Library (also called the Software Engineering Process Office Home Page) at http://sepo.spawar.navy.mil
4.
Directive Responsibility.   The Software Engineering Process Office (SEPO), D12, is responsible for keeping this instruction current.


/s/  ERNEST L. VALDES

= = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = 

Enclosure (1)

Software Engineering Process Policy Background and References

Software acquisition, development, and/or maintenance are a major part of the work that SSC San Diego performs.  In the current environment of rapidly changing technology and competition for shrinking defense dollars, the SSC San Diego software engineering objective is to maintain and improve our competitive position by being a DoD leader in performing cost-effective, high-quality software engineering and management.  This will only be possible through the consistent application of best management and engineering practices and processes.

To this end, guidance and direction are provided in references (a) through (i), and summarized below.

a.
DOD Directive 5000.1 (reference a) states it is critical that software developers have a successful past performance record, experience in the software domain or product line, a mature software development process, and evidence of use and adequate training in software methodologies, tools, and environments.

b.
DOD Regulation 5000.2-R (reference b) states software shall be managed and engineered using best processes and practices that are known to reduce cost, schedule, and technical risks. 

c.
Reference (c), a memo signed by J.S. Gansler, states “...each contractor performing software development or upgrades for an ACAT I program will undergo an evaluation…At a minimum, full compliance with SEI CMM Level 3, or its equivalent in an approved evaluation tool, is the Department's goal.”  Additionally, NAVAIR has issued an implementation of the OSD policy that says ”The reference (a) software evaluation policy will be applicable to all ACAT programs (ACAT I, II, III, and IV) within the Naval Air Systems TEAM  (i.e., the Naval Air Systems Command (NAVAIR) and the Naval Aviation Program Executive Offices (PEOs)).”
d.
SPAWAR/PEO-SCS Joint Letter 5230 (reference d) establishes an initiative of the continuous improvement of the software acquisition (business and engineering) process to include management of software projects and organic engineering of software development, operation, and maintenance.

e.
The SSC San Diego Strategic Plan (reference e) identifies several Core Values, one of which is “Flexibility: An adaptive, yet streamlined, set of processes that allow flexibility in responding to dynamically changing business environments.”  The Plan also identifies several Core Competencies, one of which is “Unique Technology, Facilities, and Capabilities to support the C4ISR Joint and Navy Missions.”  Directly supporting this Core Competency are the software systems engineering processes that are controlled and locally guided by the SSC San Diego Software Engineering Process Office.

f.
Reference (f) states policy for project design reviews of SSC San Diego projects and provides a list of recommended items to be regularly reviewed by management during these reviews.

g.
IEEE/EIA 12207, reference (g), is an international standard that establishes a common framework for software life cycle processes that can be referenced by the software industry.  It contains processes, activities, and tasks that are to be applied during the acquisition of a system that contains software, a stand-alone software product, and software service during the supply, development, operation, and maintenance of software products.  Software includes the software portion of firmware.  This standard also provides a process for defining, controlling, and improving software life cycle processes.  

h.
The Software Engineering Institute (SEI) has developed the Capability Maturity Model for Software (SW-CMM) (reference h) as a framework for software process improvement.  SSC San Diego has adopted the SW-CMM as guidance in implementing the provisions of IEEE/EIA 12207 or any of its predecessor standards.  The SW-CMM defines five levels of software maturity, each building on successive foundations for increased software process capability. Other CMMs, patterned after the SW-CMM, have been developed to assist the software community in improving the quality of products in specific areas.  All CMMs will be used to the greatest extent feasible.

i.
Reference (i) is the Organization Process Asset Library (SSC San Diego Software Engineering Process Office) home page at http://sepo.spawar.navy.mil that defines the organization’s process asset library providing all organizational process products including policies, process descriptions, aids, templates, and other artifacts available for software projects to tailor and adopt.

= = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = 

Enclosure (2)

Software Engineering Process Policy Responsibilities

a.
The Commanding Officer and Executive Director are responsible for: 


(1)
Championing the Software Process Improvement initiatives and providing resources, infrastructure, and an environment in which Software Process Improvement is expected and achievable. 


(2)
Including Software Engineering Core Competency and continuous Software Process Improvement as a business objective in corporate strategic and business plans.


(3)
Providing direction for, and continuing oversight of, SSC San Diego’s implementation of software engineering and project management process improvement.


(4)
Demonstrating visible commitment by requiring each Department with software projects to adhere to the intent of this policy and include in its business plan the objectives to be achieved in improving its software process, adopting software engineering best practices, improving software maturity, and tracking progress against these plans.

b.
Department, Division, and First Level Managers shall show commitment to SSC San Diego software engineering goals and ensure an understanding and implementation of this policy. These managers shall:


(1)
Describe in their Department Business Plans the specific Software Process Improvement goals for their Departments, the actions that will be taken to implement these improvements, and the individuals responsible for carrying them out.


(2)
Designate Departmental Software Process Improvement Agents.


(3)
Require use of software engineering best practices (processes) on their group’s software projects, collect and use appropriate software metrics to understand process capabilities, and provide adequate infrastructure, environment, resources, and training to support software process improvement.


(4)
Include Software Process Improvement as an objective in performance appraisals of software personnel and managers in their groups. 


(5)
Review the status and progress of software projects, process performance, and improvement actions within their organization for compliance with established policies and objectives. 


(6)
Require managers and software professionals to attend courses in software engineering and project management.


(7)
Recognize/reward projects and project managers that implement and consistently follow disciplined software engineering and management processes.


(8)
Leverage, and make maximum use of, SEPO and industry partners engaged in Software Process Improvement initiatives.


(9)
Review project, product, and process metrics, insist on performance, measure achievement.  Utilize Reference (f) on a regular basis.

c.
Software Project Managers shall: 


(1)
Establish software engineering and project management process goals and plans for their software projects.  Report progress against these goals.


(2)
Establish appropriate organizational structure and assign responsibilities. 


(3)
Provide adequate resources, funding, and training. 


(4)
Implement best practices and monitor process performance and improvement efforts initiated for their software projects.  


(5)
Define, collect, and use appropriate project, product, and process metrics.


(6)
Utilize, to the maximum extent possible, SSC San Diego’s Policies and organizational processes for individual key software process areas provided in reference (i).

d.
Software Project personnel shall:   


(1)
Understand their process roles and how to perform them.


(2)
Learn how to evaluate their processes and how to propose, develop, and implement improvements to them.


(3)
Meet process expectations through consistent performance according to their defined processes.


(4)
Ensure the continued effectiveness of their processes by recommending improvements as they are recognized.


(5)
Support the definition of the measurement program and provide data promptly and accurately as defined.

e.
The Software Engineering Process Office (SEPO) shall:


(1) Facilitate the definition and implementation of SSC San Diego’s organizational Software Process Improvement policies and processes.


(2)
Support software project managers and project personnel with the identification, tailoring, implementation, training, and appraisal of software processes and the review of project software plans, processes, tools, and supporting documentation. 


(3)
Act as SSC San Diego’s software engineering focal point for software engineering and project management actions and products by collecting and making available information of command-wide interest. 


(4)
Serve as SSC San Diego’s representative in supporting DoD software engineering initiatives.


(5)
Be responsible for maintaining organization process metrics to be reported in writing to senior managers and briefed to the Center leadership on a monthly basis.


(6)
Conduct periodic software process assessments to determine the software process maturity of a project or organization.

f.

Departmental Software Process Improvement (SPI) Agents shall facilitate software engineering and process improvement activities among the software projects in their Departments, and serve as the Department liaison to the Software Engineering Process Office.

= = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = = 

Enclosure (3)

Key Process Area Policies

See Key Process Area Policies at http://sepo.spawar.navy.mil/docs.html for the following Key Process Areas:

Level 2

Requirements Management

Software Project Planning

Software Project Tracking and Oversight

Software Subcontractor Management

Software Quality Assurance

Software Configuration Management

Level 3

Organization Process Focus

Organization Process Definition

Training Program

Integrated Software Management

Software Product Engineering

Intergroup Coordination

Peer Reviews

Level 4

Quantitative Process Management

Software Quality Management

Level 5

Defect Prevention

Technology Change Management

Process Change Management

7.4 Management Project/Design Review Instruction (3912.1A)
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SPAWARSYSCEN SAN DIEGO INSTRUCTION 3912.1A 

From:   Commanding Officer 

Subj:   MANAGEMENT PROJECT/DESIGN REVIEWS 

Ref:   (a)   Directive 5000.1, Defense Acquisition (PDF format) 

         (b)   DoD 5000.2-R, Mandatory Procedures for Major 

                Defense Acquisition Programs and Major Information 

                Technology Acquisition Programs 

         (c)   SECNAVINST 5000.2B, Implementation of Mandatory 

                Procedures for Major and Non-Major Defense Acquisition 

                Programs and Major and Non-Major Information 

                Technology Acquisition Programs (PDF format) 

         (d)   Software Management for Executives Guidebook V1.4(SEPO) 

         (e)   CMU/SEI-93-TR-24, Capability Maturity Model for Software 

         (f )   MIL-STD-498, Software Development and Documentation 

Encl:  (1)   Recommended Review Items 

1. Purpose. To state policy for project design reviews of SPAWARSYSCEN SAN DIEGO development projects and state the Center's policy relative to the Design Approval and Release to Higher Authority of SPAWARSYSCEN SAN DIEGO developed components, subsystems, system and other major items of system software. 

2. Background. The Center's mission as a full-spectrum research, development, test, evaluation, engineering, and fleet support center entails execution of numerous projects, some of which have significant risk. The application of this instruction will identify and focus on such risks by conducting reviews on projects to ensure the timely, cost-effective satisfaction of our customers' needs. 

3. Cancellation. NRaDINST 3912.1 

4. Definition. 

     a. Development Project. An organized effort to produce a component, subsystem, system or other items of hardware, software, or firmware. 

     b. SPAWARSYSCEN SAN DIEGO Developed Project. A development project performed by SPAWARSYSCEN SAN DIEGO or one where SPAWARSYSCEN SAN DIEGO acts as the Design Agent, Technical Direction Agent, or has other significant responsibilities related to the design, fabrication or production of new systems, system components, or individual items that form part of a complete system. 

    c. Design Review. A review process designed to verify that all SPAWARSYSCEN SAN DIEGO development projects satisfy the stated requirements. 

5. Policy. SPAWARSYSCEN SAN DIEGO development projects meeting the definition criteria stated above will be subject to periodic review by SPAWARSYSCEN SAN DIEGO management. The purpose of the review is to help project managers meet their cost, schedule, and technical requirements in order to deliver operationally effective and sustainable products to the Fleet and other customers. All projects at SPAWARSYSCEN SAN DIEGO will be performed in accordance with DoD, SECNAV, and SPAWARSYSCEN SAN DIEGO policies and procedures. 

6. Application. The selection of projects to undergo review will be made by the individual Department Heads or the Executive Director. Project/Design

Reviews will normally be timed to correspond to a project's major milestones. For a given project, the SPAWARSYSCEN SAN DIEGO reviews will

complement those required by the project's sponsor, reference (a), higher level Navy, or DOD reviews. In addition, reviews may also be conducted on

a periodic or event-driven basis. Enclosure (1) is a list of recommended review items. 

7. Responsibilities 

     a. Executive Director. The Executive Director, D01, is responsible for the technical integrity of all SPAWARSYSCEN SAN DIEGO developments.  As such, the Executive Director is responsible for oversight of design projects, the establishment of a design review for development projects as required, and conducting a Formal Release Review prior to final release of a product to higher authority or the Fleet. For large projects involving multiple Departments, the Deputy Executive Director, Science, Technology and Engineering, D10, will be designated to plan and hold such reviews. 

     b. Department Head. It is the responsibility of the department head to identify those components, subsystems, systems, and major items of software which must be subject to a design review. For most projects executed within a single Department, the Department Head will be designated responsibility to plan and hold design reviews, and to ensure that each development product meets the sponsor's requirements for release of the product to the Fleet.. 

     c. Program Managers. SPAWARSYSCEN SAN DIEGO program managers shall ensure adherence to the policies, procedures, documentation, and reports referenced in this instruction. SPAWARSYSCEN SAN DIEGO program managers shall be aware of the publication of directives, instructions, regulations and related documents that define responsibilities and authorities and will establish the internal management process necessary to implement the policies or procedures of higher authority. 

8. Design Review Committee (DRC). 

    a. A DRC may be established as required by the Executive Director, D01. The Executive Director or his designee will serve as chairperson of the DRC and will determine the composition of the committee. 

    b. D10 is designated as the DRC Associate. The DRC Associate will organize the design reviews and publish the findings of the DRC as required. 

9. Information. References (a) through (f) provide information about the policies and procedures that the project should follow and can be found on the world wide web at the following locations: 

     a. DoD Directive 5000.1, Defense Acquisition 

(http://www.acq- ref.navy.mil/thrust_ap.html) 

    b. DoD 5000.2-R, Mandatory Procedures for Major Defense Acquisition Programs and Major Information Technology Acquisition Programs 

(http://www.acq-ref.navy.mil/thrust_ap.html) 

    c. SECNAVINST 5000.2B, Implementation of Mandatory Procedures for Major and Non-Major Defense Acquisition Programs and Major and Non-Major Information Technology Acquisition Programs (http://www.acq- ref.navy.mil/thrust_ap.html) 

    d. Software Management for Executives Guidebook V1.4 (SEPO) (http://sepo.spawar.navy.mil/docs.html) 

    e. CMU/SEI-93-TR-24, Capability Maturity Model for Software (http://sepo.spawar.navy.mil/cmminfo.html) 

    f. MIL-STD-498, Software Development and Documentation (http://sepo.spawar.navy.mil/498.html) 

10. Directive Responsibility. The Deputy Executive Director, Science, Technology and Engineering, D10, is responsible for keeping this instruction current. 

                                       /s/ 

                               H. A. WILLIAMS

Distribution B 

Recommended Review Items for Conduct of Project Reviews
BACKGROUND 

       Operational Requirement 

       Program Summary WBS (Sponsor's 

          Narrative System Description 

       Program Objectives 

          System Performance 

          Cost 

           Schedule 

       Management Approach (Sponsor's) 

          Program Plan 

          Acquisition Plan 

          Delegation of Responsibilities 

              - Sponsor 

          - Contractors 

             - Centers/Labs/etc. 

                - SPAWARSYSCEN San Diego 

                - Tasking Documents 

             - Interface Agreements, Work Agreements

MANAGEMENT OVERVIEW 

       Subprogram WBS (SPAWARSYSCEN San Diego) 

       Organization 

       Accountability Matrix (WBS vs. Organization Chart) 

          Assignments of Responsibility 

       Management Practices 

          Planning 

          Reporting 

          Cost/Schedule Tracking and Analysis 

          Project Review Schedule 

       Management Review Schedule 

       Program Schedule 

          Milestone Objectives 

       Budget 

          Fiscal 

             Current 

             Out Years 

          Manpower 

             Total and by Departments 

          Other Resources (Facilities) 

       Procurement Plans/Status 

          Subsystems 

          Components 

          Support/Services

TECHNICAL PROGRAM 

       Review of project processes 

          System Engineering 

          Software Engineering 

             Requirements Management, 

             CM, SQA, Project Planning, 

             Subcontractor Mgmt, Project Tracking and Oversight 

             Risk Management, Software Testing, Peer Reviews, 

             Training Program, Integrated Software Management, 

       Software Product Engineering, Inter-group Coordination 

          Test & Evaluation 

             System Level 

             Subsystem Level 

                Performance 

                Environmental 

                Reliability 

                Maintainability 

                Safety (Systems) 

                Human Factors 

          Documentation Plans/Status 

             Level 

             Verification/Validation 

          Product Assurance Plans/Status 

             Quality Control 

             Producibility 

             Configuration Management 

          ILS Plans/Status 

             Support Concept 

             Responsibilities 

             Manuals 

             Support Equipment

                                                                                                             Enclosure (1)
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The Capability Maturity Model for Software

Mark C. Paulk, Bill Curtis, Mary Beth Chrissis
Software Engineering Institute, Carnegie Mellon University, Pittsburgh, PA 15213-3890
Charles V. Weber
IBM Federal Systems Company, 6300 Diagonal Highway, Boulder, CO 80301
Abstract

This paper provides an overview of the latest version of the Capability Maturity Model for Software, CMM v1.1. Based on over six years of experience with software process improvement and the contributions of hundreds of reviewers, CMM v1.1 describes the software engineering and management practices that characterize organizations as they mature their processes for developing and maintaining software. This paper stresses the need for a process maturity framework to prioritize improvement actions, describes the process maturity framework of five maturity levels and the associated structural components, and discusses future directions for the CMM.

Keywords: capability maturity model, CMM, process maturity framework, software process improvement, process capability, process performance, maturity level, key process area, software process assessment, software capability evaluation.

1 
Introduction

After two decades of unfulfilled promises about productivity and quality gains from applying new software methodologies and technologies, organizations are realizing that their fundamental problem is the inability to manage the software process. In many organizations, projects are often excessively late and over budget, and the benefits of better methods and tools cannot be realized in the maelstrom of an undisciplined, chaotic project.

In November 1986, the Software Engineering Institute (SEI), with assistance from the Mitre Corporation, began developing a process maturity framework that would help organizations improve their software process. In September 1987, the SEI released a brief description of the process maturity framework [Humphrey 87a] which was later expanded in Humphrey's book, Managing the Software Process [Humphrey89]. Two methods, software process assessment 
and software capability evaluation
 and a maturity questionnaire [Humphrey87b] were developed to appraise software process maturity.

After four years of experience with the software process maturity framework and the preliminary version of the maturity questionnaire, the SEI evolved the maturity framework into the Capability Maturity Model for Software (CMM) [Paulk91, Weber91]. The CMM presents sets of recommended practices in a number of key process areas that have been shown to enhance software process capability. The CMM is based on knowledge acquired from software process assessments and extensive feedback from both industry and government.

The Capability Maturity Model for Software provides software organizations with guidance on how to gain control of their processes for developing and maintaining software and how to evolve toward a culture of software engineering and management excellence. The CMM was designed to guide software organizations in selecting process improvement strategies by determining current process maturity and identifying the few issues most critical to software quality and process improvement. By focusing on a limited set of activities and working aggressively to achieve them, an organization can steadily improve its organization-wide software process to enable continuous and lasting gains in software process capability. The initial release of the CMM, v1.0, was reviewed and used by the software community during 1991 and 1992. A workshop was held in April, 1992 on CMM v1.0, and was attended by about 200 software professionals. The current version of the CMM, v1.1 [Paulk93a, Paulk93b], is the result of the feedback from that workshop and ongoing feedback from the software community.

1.1 
Immature Versus Mature Software Organizations

Setting sensible goals for process improvement requires an understanding of the difference between immature and mature software organizations. In an immature software organization, software processes are generally improvised by practitioners and their management during the course of the project. Even if a software process has been specified, it is not rigorously followed or enforced. The immature software organization is reactionary, and managers are usually focused on solving immediate crises (better known as fire fighting). Schedules and budgets are routinely exceeded because they are not based on realistic estimates. When hard deadlines are imposed, product functionality and quality are often compromised to meet the schedule.

In an immature organization, there is no objective basis for judging product quality or for solving product or process problems. Therefore, product quality is difficult to predict. Activities intended to enhance quality such as reviews and testing are often curtailed or eliminated when projects fall behind schedule. 

On the other hand, a mature software organization possesses an organization-wide ability for managing software development and maintenance processes. The software process is accurately communicated to both existing staff and new employees, and work activities are carried out according to the planned process. The processes mandated are usable and consistent with the way the work actually gets done. These defined processes are updated when necessary, and improvements are developed through controlled pilot-tests and/or cost benefit analyses. Roles and responsibilities within the defined process are clear throughout the project and across the organization.

In a mature organization, managers monitor the quality of the software products and the process that produced them. There is an objective, quantitative basis for judging product quality and analyzing problems with the product and process. Schedules and budgets are based on historical performance and are realistic; the expected results for cost, schedule, functionality, and quality of the product are usually achieved. In general, a disciplined process is consistently followed because all of the participants understand the value of doing so, and the necessary infrastructure exists to support the process.

1.2 
Fundamental Concepts Underlying Process Maturity

A software process can be defined as a set of activities, methods, practices, and transformations that people use to develop and maintain software and the associated products (e.g., project plans, design documents, code, test cases, and user manuals). As an organization matures, the software process becomes better defined and more consistently implemented throughout the organization.

Software process capability describes the range of expected results that can be achieved by following a software process. The software process capability of an organization provides one means of predicting the most likely outcomes to be expected from the next software project the organization undertakes.

Software process performance represents the actual results achieved by following a software process. Thus, software process performance focuses on the results achieved, while software process capability focuses on results expected.

Software process maturity is the extent to which a specific process is explicitly defined, managed, measured, controlled, and effective. Maturity implies a potential for growth in capability and indicates both the richness of an organization's software process and the consistency with which it is applied in projects throughout the organization.

As a software organization gains in software process maturity, it institutionalizes its software process via policies, standards, and organizational structures. Institutionalization entails building an infrastructure and a corporate culture that supports the methods, practices, and procedures of the business so that they endure after those who originally defined them have gone.

2 
The Five Levels of Software Process Maturity

Continuous process improvement is based on many small, evolutionary steps rather than revolutionary innovations. The staged structure of the CMM is based on principles of product quality espoused by Walter Shewart, W. Edwards Deming, Joseph Juran, and Philip Crosby. The CMM provides a framework for organizing these evolutionary steps into five maturity levels that lay successive foundations for continuous process improvement. These five maturity levels define an ordinal scale for measuring the maturity of an organization's software process and for evaluating its software process capability. The levels also help an organization prioritize its improvement efforts.

A maturity level is a well-defined evolutionary plateau toward achieving a mature software process. Each maturity level comprises a set of process goals that, when satisfied, stabilize an important component of the software process. Achieving each level of the maturity framework establishes a different component in the software process, resulting in an increase in the process capability of the organization.

Organizing the CMM into the five levels shown in Figure 2.1 prioritizes improvement actions for increasing software process maturity. The labeled arrows in Figure 2.1 indicate the type of process capability being institutionalized by the organization at each step of the maturity framework.

2.1 
Behavioral Characterization of the Maturity Levels

Maturity Levels 2 through 5 can be characterized through the activities performed by the organization to establish or improve the software process, by activities performed on each project, and by the resulting process capability across projects. A behavioral characterization of Level 1 is included to.establish a base of comparison for process improvements at higher maturity levels.

2.1.1 
Level 1 - The Initial Level

At the Initial Level, the organization typically does not provide a stable environment for developing and maintaining software. Such organizations frequently have difficulty making commitments that the staff can meet with an orderly engineering process, resulting in a series of crises. During a crisis, projects typically abandon planned procedures and revert to coding and testing. Success depends entirely on having an exceptional manager and a seasoned and effective software team. Occasionally, capable and forceful software managers can withstand the pressures to take shortcuts in the software process; but when they leave the project, their stabilizing influence leaves with them. Even a strong engineering process cannot overcome the instability created by the absence of sound management practices.

In spite of this ad hoc, even chaotic, process, Level 1 organizations frequently develop products that work, even though they may be over the budget and schedule. Success in Level 1 organizations depends on the competence and heroics of the people in the organization 
 and cannot be repeated unless the same competent individuals are assigned to the next project. Thus, at Level 1, capability is a characteristic of the individuals, not of the organization.
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Figure 2.1 The Five Levels of Software Process Maturity

2.1.2 
Level 2 - The Repeatable Level

At the Repeatable Level, policies for managing a software project and procedures to implement those policies are established. Planning and managing new projects is based on experience with similar projects. Process capability is enhanced by establishing basic process management discipline on a project by project basis. An effective process can be characterized as one which is practiced, documented, enforced, trained, measured, and able to improve. 

Projects in Level 2 organizations have installed basic software management controls. Realistic project commitments are based on the results observed on previous projects and on the requirements of the current project. The software managers for a project track software costs, schedules, and functionality; problems in meeting commitments are identified when they arise. Software requirements and the work products developed to satisfy them are baselined, and their integrity is controlled. Software project standards are defined, and the organization ensures they are faithfully followed. The software project works with its subcontractors, if any, to establish a customer-supplier relationship.

Processes may differ between projects in a Level 2 organization. The organizational requirement for achieving Level 2 is that there are policies that guide the projects in establishing the appropriate management processes.

The software process capability of Level 2 organizations can be summarized as disciplined because planning and tracking of the software project is stable and earlier successes can be repeated. The project's process is under the effective control of a project management system, following realistic plans based on the performance of previous projects.

2.1.3 
Level 3 - The Defined Level

At the Defined Level, the standard process for developing and maintaining software across the organization is documented, including both software engineering and management processes, and these processes are integrated into a coherent whole. This standard process is referred to throughout the CMM as the organization's standard software process. Processes established at Level 3 are used (and changed, as appropriate) to help the software managers and technical staff perform more effectively. The organization exploits effective software engineering practices when standardizing its software processes. There is a group that is responsible for the organization's software process activities, e.g., a software engineering process group, or SEPG [Fowler90]. An organization-wide training program is implemented to ensure that the staff and managers have the knowledge and skills required to fulfill their assigned roles.

Projects tailor the organization's standard software process to develop their own defined software process, which accounts for the unique characteristics of the project. This tailored process is referred to in the CMM as the project's defined software process. A defined software process contains a coherent, integrated set of well-defined software engineering and management processes. A well-defined process can be characterized as including readiness criteria, inputs, standards and procedures for performing the work, verification mechanisms (such as peer reviews), outputs, and completion criteria. Because the software process is well defined, management has good insight into technical progress on all projects.

The software process capability of Level 3 organizations can be summarized as standard and consistent because both software engineering and management activities are stable and repeatable. Within established product lines, cost, schedule, and functionality are under control, and software quality is tracked. This process capability is based on a common, organization-wide understanding of the activities, roles, and responsibilities in a defined software process.

2.1.4 
Level 4 - The Managed Level

At the Managed Level, the organization sets quantitative quality goals for both software products and processes. Productivity and quality are measured for important software process activities across all projects as part of an organizational measurement program. An organization-wide software process database is used to collect and analyze the data available from the projects' defined software processes. Software processes are instrumented with well-defined and consistent measurements at Level 4. These measurements establish the quantitative foundation for evaluating the projects' software processes and products.

Projects achieve control over their products and processes by narrowing the variation in their process performance to fall within acceptable quantitative boundaries. Meaningful variations in process performance can be distinguished from random variation (noise), particularly within established product lines. The risks involved in moving up the learning curve of a new application domain are known and carefully managed.

The software process capability of Level 4 organizations can be summarized as being quantifiable and predictable because the process is measured and operates within measurable limits. This level of process capability allows an organization to predict trends in process and product quality within the quantitative bounds of these limits. Because the process is both stable and measured, when some exceptional circumstance occurs, the "special cause" of the variation can be identified and addressed. When the known limits of the process are exceeded, action is taken to correct the situation. Software products are of predictably high quality.

2.1.5 
Level 5 - The Optimizing Level

At the Optimizing Level, the entire organization is focused on continuous process improvement. The organization has the means to identify weaknesses and strengthen the process proactively, with the goal of preventing the occurrence of defects. Data on the effectiveness of the software process is used to perform cost benefit analyses of new technologies and proposed changes to the organization's software process. Innovations that exploit the best software engineering practices are identified and transferred throughout the organization.

Software project teams in Level 5 organizations analyze defects to determine their causes. Software processes are evaluated to prevent known types of defects from recurring, and lessons learned are disseminated to other projects.

There is chronic waste, in the form of rework, in any system simply due to random variation. Waste is unacceptable; organized efforts to remove waste result in changing the system, i.e., improving the process by changing "common causes" of inefficiency to prevent the waste from occurring. While this is true of all the maturity levels, it is the focus of Level 5.

The software process capability of Level 5 organizations can be characterized as continuously improving because Level 5 organizations are continuously striving to improve the range of their process capability, thereby improving the process performance of their projects. Improvement occurs both by incremental advancements in the existing process and by innovations using new technologies and methods. Technology and process improvements are planned and managed as ordinary business activities.

2.2 
Process Capability and the Prediction of Performance

The maturity of an organization's software process helps to predict a project's ability to meet its goals. Projects in Level 1 organizations experience wide variations in achieving cost, schedule, functionality, and quality targets. As illustrated in Figure 2.4, three improvements in meeting targeted goals are expected as the organization's software process matures. These expectations are based on the quantitative results process improvement has achieved in other industries, and they are consistent with the initial case study results reported from software organizations [Dion92, Humphrey91b, Lipke92, Wohlwend93].

First, as maturity increases, the difference between targeted results and actual results decreases across projects. For instance, Level 1 organizations often miss their originally scheduled delivery dates by a wide margin, whereas higher maturity level organizations should be able to meet targeted dates with 10.increased accuracy. (This is illustrated in Figure 2.4 by how much of the area under the curve lies to the right of the target line.)

Second, as maturity increases, the variability of actual results around targeted results decreases. For instance, in Level 1 organizations delivery dates for projects of similar size are unpredictable and vary widely. Similar projects in a higher maturity level organization, however, will be delivered within a smaller range. (This is illustrated in Figure 2.4 by how much of the area under the curve is concentrated near the target line.)

Third, targeted results improve as the maturity of the organization increases. That is, as a software organization matures, costs decrease, development time becomes shorter, and productivity and quality increase. In a Level 1 organization, development time can be quite long because of the amount of rework that must be performed to correct mistakes. In contrast, higher maturity level organizations have increased process efficiency and reduce costly rework, allowing development time to be shortened. (This is illustrated in Figure 2.4 by the horizontal displacement of the target line from the origin.)

The improvements in predicting a project's results represented in Figure 2.4 assume that the software project's outcomes become more predictable as noise, often in the form of rework, is removed from the software process. Unprecedented systems complicate the picture since new technologies and applications lower the process capability by increasing variability. Even in the case of unprecedented systems, the management and engineering practices characteristic of more mature organizations help identify and address problems earlier in the development cycle than they would have been detected in less mature organizations. In some cases a mature process means that "failed" projects are identified early in the software life cycle and investment in a lost cause is minimized.
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Figure 2.4 Process Capability as Indicated by Maturity Level

The documented case studies of software process improvement indicate that there are significant improvements in both quality and productivity as a result of the improvement effort [Dion92, Humphrey91b, Lipke92, Wohlwend93]. The return on investment seems to typically be in the 5:1 to 8:1 range for successful process improvement efforts.

2.3 
Skipping Maturity Levels

Trying to skip levels is counterproductive because each maturity level in the CMM forms a necessary foundation from which to achieve the next level. The CMM identifies the levels through which an organization should evolve to establish a culture of software engineering excellence. Organizations can institute specific process improvements at any time they choose, even before they are prepared to advance to the level at which the specific practice is recommended. However, organizations should understand that the stability of these improvements is at greater risk since the foundation for their successful institutionalization has not been completed. Processes without the proper foundation fail at the very point they are needed most – under stress – and they provide no basis for future improvement.

For instance, a well-defined software process that is characteristic of a Level 3 organization, can be placed at great risk if management makes a poorly planned schedule commitment or fails to control changes to the baselined requirements. Similarly, many organizations have collected the detailed data characteristic of Level 4, only to find that the data were uninterpretable because of inconsistency in the software development processes.

At the same time, it must be recognized that process improvement efforts should focus on the needs of the organization in the context of its business environment, and higher-level practices may address the current needs of an organization or project. For example, when prescribing what steps an organization should take to move from Level 1 to Level 2, frequently one of the recommendations is to establish a software engineering process group (SEPG), which is an attribute of Level 3 organizations. While an SEPG is not a necessary characteristic of a Level 2 organization, they can be a useful part of the prescription for achieving Level 2.

3 
Operational Definition of the Capability Maturity Model

The CMM is a framework representing a path of improvements recommended for software organizations that want to increase their software process capability. This operational elaboration of the CMM is designed to support the many ways it will be used. There are at least four uses of the CMM that are supported:

· Assessment teams will use the CMM to identify strengths and weaknesses in the organization.

· Evaluation teams will use the CMM to identify the risks of selecting among different contractors for awarding business and to monitor contracts.

· Upper management will use the CMM to understand the activities necessary to launch a software process improvement program in their organization.

· Technical staff and process improvement groups, such as an SEPG, will use the CMM as a guide to help them define and improve the software process in their organization.

Because of the diverse uses of the CMM, it must be decomposed in sufficient detail that actual process recommendations can be derived from the structure of the maturity levels. This decomposition also indicates the key processes and their structure that characterize software process maturity and software process capability.

3.1 
Internal Structure of the Maturity Levels

Each maturity level has been decomposed into constituent parts. With the exception of Level 1, the decomposition of each maturity level ranges from abstract summaries of each level down to their operational definition in the key practices, as shown in Figure 3.1. Each maturity level is composed of several key process areas. Each key process area is organized into five sections called common features. The common features specify the key practices that, when collectively addressed, accomplish the goals of the key process area.
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Figure 3.1 The CMM Structure

3.2 
Maturity Levels

A maturity level is a well-defined evolutionary plateau toward achieving a mature software process. Each maturity level indicates a level of process capability, as was illustrated in Figure 2.1. For instance, at Level 2 the process capability of an organization has been elevated from ad hoc to disciplined by establishing sound project management controls.

3.3 Key Process Areas

Except for Level 1, each maturity level is decomposed into several key process areas that indicate where an organization should focus on to improve its software process. Key process areas identify the issues that must be addressed to achieve a maturity level.

Each key process area identifies a cluster of related activities that, when performed collectively, achieve a set of goals considered important for enhancing process capability. The key process areas have been defined to reside at a single maturity level as shown in Figure 3.2. The path to achieving the goals of a key process area may differ across projects based on differences in application domains or environments. Nevertheless, all the goals of a key process area must be achieved for the organization to satisfy that key process area.
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Figure 3.2 The Key Process Areas by Maturity Level

The adjective "key" implies that there are process areas (and processes) that are not key to achieving a maturity level. The CMM does not describe all the process areas in detail that are involved with developing and maintaining software. Certain process areas have been identified as key determiners of process capability; these are the ones described in the CMM. The key process areas may be considered the requirements for achieving a maturity level. To achieve a maturity level, the key process areas for that level must be satisfied.

· The specific practices to be executed in each key process area will evolve as the organization achieves higher levels of process maturity. For instance, many of the project estimating capabilities described in the Software Project Planning key process area at Level 2 must evolve to handle the additional project data available at Level 3, as is described in Integrated Software Management.

· The key process areas at Level 2 focus on the software project's concerns related to establishing basic project management controls.

· The purpose of Requirements Management is to establish a common understanding between the customer and the software project of the customer's requirements that will be addressed by the software project. This agreement with the customer is the basis for planning and managing the software project.

· The purpose of Software Project Planning is to establish reasonable plans for performing the software engineering and for managing the software project. These plans are the necessary foundation for managing the software project.

· The purpose of Software Project Tracking and Oversight is to establish adequate visibility into actual progress so that management can take effective actions when the software project's performance deviates significantly from the software plans.

· The purpose of Software Subcontract Management is to select qualified software subcontractors and manage them effectively. ° The purpose of Software Quality Assurance is to provide management with appropriate visibility into the process being used by the software project and of the products being built.

· The purpose of Software Configuration Management is to establish and maintain the integrity of the products of the software project throughout the project's software life cycle. 

· The key process areas at Level 3 address both project and organizational issues, as the organization establishes an infrastructure that institutionalizes effective software engineering and management processes across all projects.

· The purpose of Organization Process Focus is to establish the organizational responsibility for software process activities that improve the organization's overall software process capability. 

· The purpose of Organization Process Definition is to develop and maintain a usable set of software process assets that improve process performance across the projects and provide a basis for defining meaningful data for quantitative process management. These assets provide a stable foundation that can be institutionalized via mechanisms such as training.

· The purpose of Training Program is to develop the skills and knowledge of individuals so they can perform their roles effectively and efficiently. Training is an organizational responsibility, but the software projects should identify their needed skills and provide the necessary training when the project's needs are unique.

· The purpose of Integrated Software Management is to integrate the software engineering and management activities into a coherent, defined software process that is tailored from the organization's standard software process and related process assets. This tailoring is based on the business environment and technical needs of the project.

· The purpose of Software Product Engineering is to consistently perform a well-defined engineering process that integrates all the software engineering activities to produce correct, consistent software products effectively and efficiently. Software Product Engineering describes the technical activities of the project, e.g., requirements analysis, design, code, and test.

· The purpose of Intergroup Coordination is to establish a means for the software engineering group to participate actively with the other engineering groups so the project is better able to satisfy the customer's needs effectively and efficiently.

· The purpose of Peer Reviews is to remove defects from the software work products early and efficiently. An important corollary effect is to develop a better understanding of the software work products and of the defects that can be prevented. The peer review is an important and effective engineering method that can be implemented via inspections, structured walkthroughs, or a number of other collegial review methods.

The key process areas at Level 4 focus on establishing a quantitative understanding of both the software process and the software work products being built.

· The purpose of Quantitative Process Management is to control the process performance of the software project quantitatively. Software process performance represents the actual results achieved from following a software process. The focus is on identifying special causes of variation within a measurably stable process and correcting, as appropriate, the circumstances that drove the transient variation to occur.

· The purpose of Software Quality Management is to develop a quantitative understanding of the quality of the project's software products and achieve specific quality goals. 

· The key process areas at Level 5 cover the issues that both the organization and the projects must address to implement continuous and measurable software process improvement.

· The purpose of Defect Prevention is to identify the causes of defects and prevent them from recurring. The software project analyzes defects, identifies their causes, and changes its defined software process.

· The purpose of Technology Change Management is to identify beneficial new technologies (i.e., tools, methods, and processes) and transfer them into the organization in an orderly manner. The focus of Technology Change Management is on performing innovation efficiently in an ever-changing world.

· The purpose of Process Change Management is to continually improve the software processes used in the organization with the intent of improving software quality, increasing productivity, and decreasing the cycle time for product development.

3.4
Goals

The goals summarize the key practices of a key process area and can be used to determine whether an organization or project has effectively implemented the key process area. The goals signify the scope, boundaries, and intent of each key process area. Satisfaction of a KPA is determined by achievement of the goals.

3.5 
Common Features

For convenience, the practices that describe the key process areas are organized by common features. The common features are attributes that indicate whether the implementation and institutionalization of a key process area is effective, repeatable, and lasting. The five common features are:

Commitment to
 Commitment to Perform describes the actions the organization must

Perform
 take to ensure that the process is established and will endure. Commitment to Perform typically involves establishing organizational policies and senior management sponsorship. 

Ability to Perform 
Ability to Perform describes the preconditions that must exist in the project or organization to implement the software process competently. Ability to Perform typically involves resources, organizational structures, and training.

Activities
Activities Performed describes the roles and procedures necessary to 

Performed 
implement a key process area. Activities Performed typically involve establishing plans and procedures, performing the work, tracking it, and taking corrective actions as necessary.

Measurement and
Measurement and Analysis describes the need to measure the 

Analysis 
process and analyze the measurements. Measurement and Analysis typically includes examples of the measurements that could be taken to determine the status and effectiveness of the Activities Performed.

Verifying
Verifying Implementation describes the steps to ensure that the 

Implementation 
activities are performed in compliance with the process that has been established. Verification typically encompasses reviews and audits by management and software quality assurance.

The practices in the common feature Activities Performed describe what must be implemented to establish a process capability. The other practices, taken as a whole, form the basis by which an organization can institutionalize the practices described in the Activities Performed common feature.

3.6 
Key Practices

Each key process area is described in terms of the key practices that contribute to satisfying its goals. The key practices describe the infrastructure and activities that contribute most to the effective implementation and institutionalization of the key process area. 

Each key practice consists of a single sentence, often followed by a more detailed description, which may include examples and elaboration. These key practices, also referred to as the top-level key practices, state the fundamental policies, procedures, and activities for the key process area. The components of the detailed description are frequently referred to as sub practices. The key practices describe "what" is to be done, but they should not be interpreted as mandating "how" the goals should be achieved. Alternative practices may accomplish the goals of the key process area. The key practices should be interpreted rationally to judge whether the goals of the key process area are effectively, although perhaps differently, achieved. The key practices are contained in the "Key Practices of the Capability Maturity Model, Version 1.1" [Paulk93b], along with guidance on their interpretation.

4
Future Directions of the CMM

Achieving higher levels of software process maturity is incremental and requires a long-term commitment to continuous process improvement. Software organizations may take ten years or more to build the foundation for, and a culture oriented toward, continuous process improvement. Although a decade-long process improvement program is foreign to most U.S. companies, this level of effort is required to produce mature software organizations.

The CMM is not a silver bullet and does not address all of the issues that are important for successful projects. For example, the CMM does not currently address expertise in particular application domains, advocate specific software technologies, or suggest how to select, hire, motivate, and retain competent people. Although these issues are crucial to a project's success, they have not been integrated into the CMM.

During the next few years, the CMM will continue to undergo extensive testing through use in software process assessments, software capability evaluations, and process improvement programs. CMM-based products and training materials will be developed and revised as appropriate. The CMM is a living document that will be improved, but it is anticipated that CMM v1.1 will remain the baseline until at least 1996. This provides an appropriate and realistic balance between the needs for stability and for continued improvement. A book on the CMM is in progress for the SEI series published by Addison-Wesley.

The SEI is also working with the International Standards Organization (ISO) in its efforts to build international standards for software process assessment, improvement, and capability evaluation. This effort will integrate concepts from many different process improvement methods. The development of the ISO standards (and the contributions of other methods) will influence CMM v2.0, even as the SEI's process work will influence the activities of the ISO.

5 
Conclusion

The CMM represents a "common sense engineering" approach to software process improvement. The maturity levels, key process areas, common features, and key practices have been extensively discussed and reviewed within the software community. While the CMM is not perfect, it does represent a broad consensus of the software community and is a useful tool for guiding software process improvement efforts.

The CMM provides a conceptual structure for improving the management and development of software products in a disciplined and consistent way. It does not guarantee that software products will be successfully built or that all problems in software engineering will be adequately resolved. However, current reports from CMM-based improvement programs indicate that it can improve the likelihood with which a software organization can achieve its cost, quality, and productivity goals.[Dion92, Humphrey91b, Lipke92, Wohlwend93] 

The CMM identifies practices for a mature software process and provides examples of the state-of-the-practice (and in some cases, the state-of-the-art), but it is not meant to be either exhaustive or dictatorial. The CMM identifies the characteristics of an effective software process, but the mature organization addresses all issues essential to a successful project, including people and technology, as well as process.
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SOFTWARE PROJECT PLANNING TRACEABILITY





                                                   SPI Agent Smith


                                               SEPO Activity Report


                                               Period:  Sept 3-6, 2002


I. WBS Metrics:


POA&M #     Activity                     For Whom 	Sub-hrs


 1.0     SEPO staff meeting and planning …………	  4.0


11.1.2  D5545 support………………….………….	  7.0


16.1     XYZ Project Training Plan update………..	  5.0


16.3    XYZ Project  SEPG Meeting……………...	 5.0


27.0     Admin: email/misc…………………..……	 4.0


Total  ……………………………………………….	36.0





II. Weekly Accomplishments/Highlights 


6.2 Supported/participated in the DLTT and REDS SPI status. Attended the SEPO meeting. Implemented the D42/GCCS-M PAL Site and performed the initial data population, Maintenance on the DLTT and D40 PAL. Authored and moderated the PR of the REDS Pre-SCE Internal Assessment Report.


6.3 Mentoring and support for XYZ SPI representative, Configuration Manager 


6.5. Worked XYZ in the preparation of the GCCS-M documentation and PAL.�16.3 Continued participation in DLTT internal assessment interviews.








DEFECT CLASSIFICATIONS


Major Defect: not consistent with explicit or implicit interpretation of parent specifications (e.g. requirements, design); difficulty of resolving has no bearing on whether it is major or minor.


Minor Defect: anything not deemed major, but still wrong according to the documentation or commonly understood system function (would not delay progress or significantly impair the system if ignored.)   Analogy:  STR priorities 1,2,3 = Major;  4,5 = Minor


Red Line: typos, punctuation, spelling, and other inconsequential errors.


Global defects:  any defect, major, minor, or red line, that appears two or more times in the work product.  Document it once only.


Open Issue: An item of concern in which consensus on whether or not it is a defect is not reached within 2 minutes from the start of the discussion.  Further research, analysis, or discussion is required to determine its status and action, if any, to be taken.
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Form 1.�Defect


Summary





PREPARATION�PHASE:�Analyze �work product
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Author





Author
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OVERVIEW


PHASE:


Familiarization





THIRD HOUR:�Finish inspec-�tion or discuss issues





FOLLOW-UP


PHASE:�Verify that defects and issues are addressed





INSPECTION


PHASE:�Group review





Author








� A software process assessment is an appraisal by a trained team of software professionals to determine the state of an organization's current software process, to determine the high-priority software process-related issues facing an organization, and to obtain the organizational support for software process improvement.


� A software capability evaluation is an appraisal by a trained team of professionals to identify contractors who are qualified to perform the software work or to monitor the state of the software process used on an existing software effort.





� Selecting, hiring, developing, and/or retaining competent people are significant issues for organizations at all levels of maturity, but they are largely outside the scope of the CMM.
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				30-Sep-1994		31-Oct-1994		30-Nov-1994		31-Dec-1994		31-Jan-1995		28-Feb-1995		31-Mar-1995		30-Apr-1995		31-May-1995		30-Jun-1995		31-Jul-1995		31-Aug-1995		30-Sep-1995		31-Oct-1995		30-Nov-1995		1-Jan-1996		31-Jan-1996		29-Feb-1996		31-Mar-1996		30-Apr-1996		31-May-1996		30-Jun-1996		31-Jul-1996		31-Aug-1996		30-Sep-1996		31-Oct-1996		30-Nov-1996		1-Jan-1997		31-Jan-1997		28-Feb-1997		31-Mar-1997		30-Apr-1997		31-May-1997		30-Jun-1997		31-Jul-1997		31-Aug-1997		30-Sep-1997		31-Oct-1997		30-Nov-1997		31-Dec-1997		31-Jan-1998		28-Feb-1998		31-Mar-1998		30-Apr-1998		31-May-1998		30-Jun-1998		31-Jul-1998		31-Aug-1998

		Industry Data Based on 40 Organizations																										26 MONTHS TO LEVEL 2																																								18 MONTHS TO L3

		D02:  DEVMOD Projects																										24 MONTHS TO LEVEL 2																																				18 MONTHS TO L3

		D30:  CDNU

		NAVSSI																				24 MONTHS TO LEVEL 2																														6 MONTHS TO L3

		CARIBROC

		MATCALS		2 MO TO L2												18 MONTHS TO L3

		D40:  GCCS-M										12 MONTHS TO LEVEL 2																										12 MONTHS TO L3

		JSIMS-M						12 MONTHS TO LEVEL 2																				6 MONTHS TO L3

		D60:  JTIDS										18 MONTHS TO LEVEL 2																																		12 MONTHS TO L3

		D70:  CUB														15 MONTHS TO LEVEL 2																				9 MONTHS TO L3

		D80:  EIP										18 MONTHS TO L3

		NKMS

		CT3										12 MONTHS TO LEVEL 2																6 MONTHS TO L3





Dept Progress

				SEPO		D02		D20		D30		D40		D60		D70		D80		D90

		Dept approach consistent with Org approach																		N/A

		SPI Agents						POC Only												N/A

		Brief to Dept Heads/Div Heads																		N/A

		Performance Objectives																		N/A

		Dept SPI Plan						N/A												N/A

		Dept Business Plans		N/A		N/A		N/A		N/A										N/A

		Pilot projects/SPI Leads		N/A				N/A												N/A

		Assessments		N/A				N/A												N/A

		Project SPI Plans		N/A				N/A												N/A

		D20 SPOs		N/A		N/A				N/A		N/A		N/A		N/A		N/A		N/A

		Process Asset Libraries																		N/A

		Training																		N/A

		Implement L3 processes on pilots then migrate to other projects						(see next stop light chart)												N/A

		Recognize/Reward																		N/A

		Track progress																		N/A





Pilot Proj Progress

		Project		SPI Proj-ects comply to criteria		Perf Obj for Proj People		SME class for Proj Mgt		SPIRIT class for Proj People		SPM class for Proj Mgr		Recog-nize & Reward Projs		Track and Report Status		SPI Plan Done		SPI Lead Asgnd		SPIRIT class for SPI Leads		Asses-ment Done		Project Data Forms sub- mitted

		Dept A

		Project 1		Y		Y		G		Y		R		R		G		Y		G		G		G		Y

		Project 2		Y		Y		G		Y		R		R		G		Y		G		G		G		R

		Project 3		Y		Y		G		Y		R		R		G		Y		G		G		G		R

		Dept B

		Project 4		G		R		G		Y		R		G		G		G		G		G		G		R

		Project 5		G		R		G		Y		R		G		G		G		G		G		G		Y

		Project 6		G		R		Y		Y		G		G		G		G		G		G		G		G

		Dept C

		Project 7		G		G		G		G		R		G		G		G		G		G		G		Y

		Project 8		G		Y		Y		G		R		G		G		G		G		G		G		G
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Sheet1

				Planned		Actual		OnBoard Funds				headcount		12.5		mo. Cost

		Jan		$48		$31		$250		3.8		2.5		47.5		31.25

		Feb		$120		$88		$250		5.8		4.5		72.5		56.25

		Mar		$218		$173		$250		7.8		6.8		97.5		85

		Apr		$320		$285		$900		8.2		9		102.5		112.5

		May		$436		$435		$900		9.3		12		116.25		150

		Jun		$566		$685		$900		10.4		20		130		250

		Jul		$710						11.5				143.75

		Aug		$863						12.2				152.5

		Sep		$1,015						12.2				152.5

		Oct		$1,165						12				150

		Nov		$1,303						11				137.5

		Dec		$1,415						9				112.5
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				Planned		Actual		Reused

		Jan		12,241		10,000		3,500

		Feb		12,241		11,500		3,500

		Mar		12,241		12,700		3,500
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Activity 7



The plan for the software project is documented.  The software development plan covers:

SDP Template



SDP







AC7.1

The software project’s purpose, scope, goals, and objectives.













AC7.2

Selection of a software life cycle.













AC7.3

Identification of the selected procedures, methods, and standards for developing and/or maintaining the software.













AC7.4

Identification of software work products to be developed.













AC7.5

Size estimates of the software work products and any changes to the software work products.













AC7.6

Estimates of the software project’s effort and costs.













AC7.7

Estimated use of critical computer resources.













AC7.8

The software project’s schedules, including identification of milestones and reviews.













AC7.9

Identification and assessment of the project’s software risks.













AC7.10

Plans for the project’s software engineering facilities and support tools.











Activity 8



Software work products that are needed to establish and maintain control of the software project are identified.

SDP Template



CM Audit reports





Activity 9



Estimates for the size of the software work products (or changes to the size of the software work products) are derived according to a documented procedure.  This procedure typically states that:

Software Size, Cost, and Schedule Estimation Process



(add to D87 Procedure)


Proj software estimation file







AC 9.1

Size estimates are made for all major software work products and activities.
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